STATE OF TEXAS §
§
COUNTY OF FORT BEND §

MASTER SERVICES AGREEMENT FOR
SHERIFF’S OFFICE INMATE TECHNOLOGY SYSTEMS
PURSUANT TO RFP 18-021

THIS AGREEMENT is made and entered into by and between FORT BEND COUNTY,
(hereinafter “County”), a bady corporate and politic under the laws of the State of Texas, and
SECURUS TECHNOLOGIES (hereinafter “Contractor”), a company authorized to conduct business
in the State of Texas.

WITNESSETH

WHEREAS, County desires that Contractor provide Inmate Technology Services by and
through the Fort Rend County Sheriff's Office (hereinafter “Services”) pursuant to RFP 18-021;
and

WHEREAS, Contractor represents that it is qualified and desires to perform such services.

NOW, THEREFORE, in consideration of the mutual covenants and conditions set forth
below, the parties agree as follows:

AGREEMENT

Section One Scope of Services

A. Contractor shall provide inmate technology services that by and through the Fort Bend
County Sheriff's Office located at 1410 Williams Way Blvd., Richmond, TX 77469 in
accordance with the terms of this Master Agreement and the following Exhibits (attached
hereto and incorporated by reference):

1. Exhibit A: FBC RFP 18-021 solicitation document
2. Exhibit B: Contractor’s Submission to RFP 18-021 dated October 17, 2017
3. Exhibit C: Application Schedules

B. The following exceptions to the Exhibits are agreed to by the Parties:
a. Exclusivity Clause
i. County grant Contractor the exclusive right and license to install, maintain,
and derive revenue from the Applications through Contractor’s inmate
systems (including, without limitation, the related hardware and software)
(the “System”) located in and around the inmate confinement facilities.
Unless expressly permitted by an agreement, County will not resell the




Applications or provide access to the Applications (other than as expressly
provided in a particular Schedule), directly or indirectly, to third parties.
During the term of this Agreement and subject to the remaining terms and
conditions of this Agreement, Contractor will be the sole and exclusive
provider of inmate-related communications governed by and named in
this agreement, whether fixed, mobile or otherwise, including but not
limited to voice, video, and data (e.g., phone calls, video calls, messaging,
debit calling, and eMessaging) and inmate software applications governed
by and named in this agreement (e.g., automated grievance filing system,
law library, etc.) at all existing and future adult correctional facilities under
the authority of County and in lieu of any other third party providing such
inmate communications. The above notwithstanding, if Contractor fails to
deploy Tablet and eMessaging Applications to County’s reasonable
satisfaction by June 18, 2018, the exclusivity obligations outlined herein
will not apply to those products, and the parties will renegotiate the
Minimum Annual Guarantee on page 8 of the Agreement. At least once
every six (6) months, Contractor shall provide a training session for
County’s staff that addresses how to use the System, advances and
upgrades to technology, and any other matters that have created issues in
the effective use of the System. Contractor shall provide user manuals as
needed and each time that manuals are updated.

b. Minimum Annual Guaraniee

Based on expected revenues and call performance, Contractor will pay
County’s commissary fund an estimated $365,000 annual on purchases
funded using inmate debit and inmate trust fund accounts based on
percentages listed in this Agreement and Schedules. In addition, it's
expected the County will earn an estimated $235,000 annually on
purchases funded by friends and family based on percentages listed in this
Agreement and Schedules. In any event, no less than $600,000 will be paid
to County on an annual basis for services provided and commissions
earned. The parties understand and acknowledge, however, that the MAG
is contingent upon the exclusivity obligations. If Contractor fails to deploy
its Tablet and eMessaging applications to County’s reasonable satisfaction
by June 18, 2018 and County elects to use another provider for those two
applications, the parties will renegotiate the MAG terms in good faith.
Commission payments to County shall be categorized as either funded by
purchases from friends and family or funded from purchases using inmate
debit and inmate trust fund accounts. Payment shall be sent in accordance
with the identified addresses listed in the “Notices” Section of this
Agreement.

c. Video Relay Services: Contractor will provide Video Relay Service software on all
multi-function kiosks at no cost to County.

d. eMessaging: eMessaging prices and quantities will be mutually agreed upon when
application becomes available.
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e. Tablets
i. Tablet rental cost will reduce to $5 per month when premium content is
made available.
ii. Contractor will pay County 100% of tablet commissions if premium content
is not available or if an inmate self-funding model is not available by June
30, 2018.

f.  Equipment Costs: Contractor will provide all equipment at no upfront cost.

g. Video Visitation: Remote visitation must be available 75 hours per week without
quantity limits, with behavior exceptions, and onsite video visitation should be
scheduled.

h. Calling Rates and Fees: Contractor will charge the following calling rates and fees
(see chart below):

Collect $0.00
(All Call Types, except International: $0.20 50,20
Local/IntralATA/InterLATA/Intrastate/Interstate)
Debit $0.00
(All Call Types, except International: $0.16 $0.16
Local/IntralATA/InterLATA/Intrastate/Interstate)
International Calls $0.00 $0.50 $0.50
Plus applicable taxes and other governmental fees

Account Setup Fee S0 No S0 No $0 No charge
charge charge &
Securus Refund Fee S0 No S0 No $0 No charge
charge charge &
*Sacurus Funding S0 No S0 No
Transaction Fee charge charge PR tiocharge
Minimum Funding Amount S0 None S0 None S0 None
*|f payments are made by mail or online banking. $3.00 for automated
payments. $3.95 for funding via a live agent.

C. In the provision of services, Contractor shall meet or exceed the requirements of the
advertised bid specifications of FBC RFP 18-021 unless requirements are modified as
stated in this executed document or in accordance with the “Modifications and Waivers”
section of this Agreement.
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. At least once every six (6) months, Contractor shall provide a training session for County’s
staff that addresses how to use the System, advances and upgrades to technology, and
any other matters that have created issues in the effective use of the System. Contractor
shall provide user manuals as needed and each time that manuals are updated.

Contractor shall ensure that the Applications will perform according to Contractor’s
documentation and any agreed County specifications (implementation, testing, warranty,
and support); that they are free from viruses and other destructive code and that neither
the Applications nor the use of Contractor’s services will infringe the patents, copyrights
or other intellectual property rights of any third party.

All performance of the Scope of Services by Contractor including any changes in the Scope
of Services and revision of work satisfactorily performed will be performed only when
approved in advance and authorized by County.

Section Two Personnel

. Contractor represents that it presently has, or is able to obtain, adequate qualified
personnel in its employment for the timely performance of the Scope of Services required
under this Agreement and that Contractor shall furnish and maintain, at its own expense,
adequate and sufficient personnel, in the opinion of County, to perform the Scope of
Services when and as required and without delays.

. All employees of Contractor shall have such knowledge and experience as will enable
them to perform the duties assigned to them. Any employee of Contractor who, in the
opinion of County, is incompetent or by his conduct becomes detrimental to the project
shall, upon request of County, immediately be removed from association with the project.

Section Three Compensation and Fiscal Funding Clause

. Contractor will be responsible for the payment of all expenses and fees associated with
the Performance of this Agreement, including but not limited to wages, salaries, labor,
services, materials, supplies, transportation, communications licensing and inspection,
taxes, insurance and bonds. Compensation for each Application, if any, and the applicable
payment addresses are as stated in the Schedules. Both Parties acknowledges that this
Agreement is revenue generating and therefore, Contractor will not pass any costs on to
County.

Contractor acknowledges that County’s obligations under this Agreement are expressly
contingent upon the availability of funding for each item or obligation during the Term of
this Agreement. Contractor shall have no right of action against County in the event
County is unable to fulfill its obligations under this Agreement due to lack of sufficient
funding for any item or obligation from any source utilized to fund this Agreement or
failure to budget or authorize funding for this Agreement during County’s current or
future fiscal years. If County is unable to fulfill its obligations under this Agreement as a
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result of lack of sufficient funding, or if funds become unavailable, County, at its sole
discretion, may provide funds from a separate source or may terminate this Agreement
by written notice to Contractor at the earliest possible time prior to the end of County’s
fiscal year.

County will endeavor to provide Contractor with sixty (60) days advanced written notice
of such non-appropriation termination. Contractor shall not be entitled to lost or
anticipated profits should County exercise termination for non-appropriation of funds.
County will refund the prorated amount of the Total Cost as set forth in the attached
Sales Order Form. County will pay such refund within 60 days after such termination, or,
at Contractors election and advance written notification to County, Contractor may
deduct the refund from any Commission owed to County.

Section Four Modifications and Waijvers

. The parties may not amend or waive this Agreement, except by a written agreement
executed by both parties.

No failure or delay in exercising any right or remedy or requiring the satisfaction of any
condition under this Agreement, and no course of dealing between the parties, operates
as a waiver or estoppel of any right, remedy, or condition.

. The rights and remedies of the parties set forth in this Agreement are not exclusive of,
but are cumulative to, any rights or remedies now or subsequently existing at law, in
equity, or by statute.

Section Five Term and Termination

. The initial term of this Agreement (the “Initial Term”) will begin on the Effective Date and
will end on the date that is 60 months thereafter, unless terminated sooner as provided
herein. Notwithstanding anything to the contrary, the terms and conditions of this
Agreement will continue to apply to each Schedule for so long as Contractor continues to
provide the Application to County after the expiration or earlier termination of this
Agreement.

If either party defaults in the performance of any obligation under this Agreement, then
the nondefaulting party shall give the defaulting party written notice of its default setting
forth with specificity the nature of the default. If the defaulting party fails to cure its
default within thirty (30) days after receipt of the notice of default, then the non-
defaulting party shall have the right to terminate this Agreement upon thirty (30) days
written notice and pursue all other remedies available to the non-defaulting party, either
at law or in equity. Notwithstanding the foregoing, the thirty (30) day cure period shall be
extended to ninety (90) days if the default is not reasonably susceptible to cure within
such thirty (30) day period, but only if the defaulting party has begun to cure the default
during the thirty (30) day period and diligently pursues the cure of such default,

Page 5 of 17




Notwithstanding the foregoing, if either party breaches the obligations in the section
entitled “Confidentiality”, then the non-breaching party shall have the right to terminate
this Agreement immediately. Notwithstanding any other provision of this Agreement,
County may terminate this Agreement for convenience by giving Contractor 90 days’
notice,

C. In the event of early termination, County will, however, refund the prorated amount of
the Total Cost as set forth in the attached Sales Order Form, County will pay such refund
within 60 days after such termination, or, at Contractor’s election, Contractor may deduct
the refund from any Commission owed to County.

Section Six Inspection of Books and Records

Contractar will permit County, or any duly authorized agent of County, to inspect and
examine the books and records of Contractor for verifying the performance of any obligation
performed under the Scope of Services or commission. County's right to inspect survives the
termination of this Agreement for a period of four years.

Section Seven Insurance

A. Prior to commencement of the Services, Contractor shall furnish County with properly
executed certificates of insurance which shall evidence all insurance required and provide
that such insurance shall not be canceled, except on 30 days’ prior written notice to
County. Contractor shall provide certified copies of insurance endorsements and/or
policies if requested by County. Contractor shall maintain such insurance coverage from
the time Services commence until Services are completed and provide replacement
certificates, policies and/or endorsements for any such insurance expiring prior to
completion of Services. Contractor shall obtain such insurance written on an Occurrence
form from such companies having Bests rating of A/VIl or better, licensed or approved to
transact business in the State of Texas, and shall obtain such insurance of the following
types and minimum limits:

1. Workers’ Compensation  insurance. Substitutes to  genuine
Workers’  Compensation Insurance will not be allowed.

2. Employers’ Liability insurance with limits of not less than $1,000,000 per
injury by accident, $1,000,000 per injury by disease, and $1,000,000 per
bodily injury by disease.

3. Commercial general liability insurance with a limit of not less than
$1,000,000 each occurrence and $2,000,000 in the annual
aggregate. Policy shall cover liability for bodily injury, personal injury, and
property damage and products/completed operations arising out of the
business operations of the policyholder.
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4, Business Automobile Liability coverage with a combined Bodily
Injury/Property Damage limit of not less than $1,000,000 each
accident. The policy shall cover liability arising from the operation of
licensed vehicles by policyholder.

5. Cyber Liability insurance with limits not less than $1,000,000. Such
insurance may be included with Contractor's Professional Liability
insurance policy.

. County and the members of Commissioners Court shall be named as additional insured
to all required coverage except for Workers’ Compensation and Professional Liability (if
required). All Liability policies written on behalf of Contractor shall contain a waiver of
subrogation in favor of County and members of Commissioners Court.

If required coverage is written on a claims-made basis, Contractor warrants that any
retroactive date applicable to coverage under the policy precedes the effective date of
the Contract and that continuous coverage will be maintained or an extended discovery
period will be exercised for a period of 2 years beginning from the time the work under
this Contract is completed.

. Contractor shall not commence any portion of the work under this Contract until it has
obtained the insurance required herein and certificates of such insurance have been filed
with and approved by Fort Bend County.

No cancellation of or changes to the certificates, or the policies, may be made without
thirty (30) days prior, written notification to Fort Bend County.

Approval of the insurance by Fort Bend County shall not relieve or decrease the liability
of the Contractor.

Section Eight Indemnity

. EXCEPT FOR THOSE APPLICATIONS BEING PROVIDED AT NO COST TQO COUNTY, AND AT
NO COMMISSON TO CONTRACTOR, CONTRACTOR SHALL SAVE HARMLESS COUNTY
FROM AND AGAINST ALL CLAIMS, LIABILITY, AND EXPENSES, INCLUDING REASONABLE
ATTORNEY’S FEES, ARISING FROM ACTIVITIES OF CONTRACTOR, ITS AGENTS, SERVANTS
OR_EMPLOYEES, PERFORMED UNDER THIS AGREEMENT THAT RESULT FROM THE
NEGLIGENT ACT, ERROR, OR OMISSION OF CONTRACTOR OR ANY OF CONTRACTOR’S

AGENTS, SERVANTS OR EMPLOYEES.

. Contractor shall timely report all such matters to Fort Bend County and shall, upon the
receipt of any such claim, demand, suit, action, proceeding, lien or judgment, not later
than the fifteenth day of each month; provide Fort Bend County with a written report on
each such matter, setting forth the status of each matter, the schedule or planned
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proceedings with respect to each matter and the cooperation or assistance, if any, of Fort
Bend County required by Contractor in the defense of each matter.

Contractor's duty to defend indemnify and hold Fort Bend County harmless shall not
abate or end by reason of the expiration or termination of any contract unless otherwise
agreed by Fort Bend County in writing. The provisions of this section shall survive the
termination of the contract and shall remain in full force and effect with respect to all
such matters no matter when they arise.

. In the event of a good faith dispute between the parties as to whether a claim, demand,
suit, action, proceeding, lien or judgment appears to have been caused by or appears to
have arisen out of or in connection with acts or omissions of Contractor, Contractor shall
never-the-less fully defend such claim, demand, suit, action, proceeding, lien or judgment
until and unless there is a determination by a court of competent jurisdiction that the acts
and omissions of Contractor are not at issue in the matter.

The provision by Contractor of insurance shall not limit the liability of Contractor under
an agreement.

Contractor shall cause all subcontractors who may have a contract to perform services
under this request, to agree to indemnify Fort Bend County and to hold it harmless from
all claims for bodily injury and property damage that arise may from said Contractor's
operations. Such provisions shall be in form satisfactory to Fort Bend County.

. Loss Deduction Clause - Fort Bend County shall be exempt from, and in no way liable for,
any sums of money which may represent a deductible in any insurance policy. The
payment of deductibles shall be the sole responsibility of Contractor and/or trade
Contractor providing such insurance,

Section Nine Confidential Information

Fach party acknowledges that it and its employees or agents may, in the course of
performing their responsibilities under this Agreement, be exposed to or acquire
information that is confidential to the other party. Any and all information of any form
obtained by a party (“Receiving Party”) or its employees or agents from the other party
(“Disclosing Party”) in the performance of this Agreement shall be deemed to be
confidential information (“Confidential Information”). Both parties agree to hold
Confidential Information in strict confidence, using at least the same degree of care the
other party uses in maintaining the confidentiality of its own confidential information,
and not to copy, reproduce, sell, assign, license, market, transfer or otherwise dispose of,
give, or disclose Confidential Information to third parties or use Confidential Information
for any purposes whatsoever other than as provided by this Agreement, and to advise
each of its employees and agents of their obligations to keep Confidential Information
confidential.
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B. Confidential Information shall not include information that:

1. Was in the public domain when disclosed;

2. Entered the public domain subsequent to disclosure, through no fault of the
receiving party;

3. Was in the Receiving Party’s possession free of any obligation of confidence
prior to disclosure;

4. Was developed by the Receiving Party’s employees or agents independently
of any Confidential Information of the Disclosing Party; and

5. Was communicated by the Disclosing Party to an unaffiliated third party free
of any obligation of confidence.

C. Each party shall use its best efforts to assist the other party in identifying and preventing
any unauthorized use or disclosure of any Confidential Information. Without limitation of
the foregoing, each party shall advise the other party immediately in the event a party
learns or has reason to believe that any person who has had access to Confidential
Information has violated or intends to violate the terms of this Agreement. The parties
agree to cooperate with each other in seeking injunctive or other equitable relief in the
name of County against any such person. Upon termination of this Agreement or at the
other party’s request, the Receiving Party will promptly turn over to the Disclosing Party
all documents, papers, and other matter in Disclosing Party’s possession which emhbody
Confidential Information.

D. The parties agree and acknowledge that money damages may not be an adequate remedy
for any breach of this Section 5 and that either party may, in its sole discretion, apply to
any court of law or equity of competent jurisdiction for injunctive relief in order to prevent
any such breach.

E. Contractor in providing all services hereunder, agrees to abide by the provisions of any
applicable Federal or State Data Privacy Act. '

E. Contractor expressly acknowledges that County is subject to the Texas Public Information
Act, TEX. GOV'T CODE ANN. §§ 552.001 et seq., as amended, and notwithstanding any
provision in the Agreement to the contrary, County will make any information related to
the Agreement, or otherwise, available to third parties in accordance with the Texas
Public Information Act. Any proprietary or confidential information marked as such
provided to County by Contractor shall not be disclosed to any third party, except as
required by the Texas Public Information Act. The terms and conditions of the Agreement
are not proprietary or confidential information.

G. The System, the Applications, and related records, data, and information (except
recorded communications and, if applicable, e-mails, for which County retains ownership)
will at all times remain Contractor’s sole and exclusive property unless prohibited by law,
in which event, Contractor will have the unlimited right to use such records, data, and
information for investigative and law enforcement purposes. Contractor (or Contractot’s

Page 9 of 17




licensors, if any) has and will retain all right, title, interest, and ownership in and to (i) the
Software and any copies, custom versions, modifications, or updates of the Software, (ii)
all related documentation, and (i) any trade secrets, know-how, methodologies, and
processes related to our Applications, the System, and our other products and services
(the “Materials”). Contractor has advised County that the Materials constitute
proprietary information and trade secrets of Contractor and its licensors, whether or not
any portion thereof is or may be the subject of a valid copyright or patent

Section Ten Independent Contractor

In the performance of work or services hereunder, Contractor shall be deemed an
independent contractor, and any of its agents, employees, officers, or volunteers
performing work required hereunder shall be deemed solely as employees of contractor
or, where permitted, of its subcontractors.

Contractor and its agents, employees, officers, or volunteers shall not, by performing
work pursuant to this Agreement, be deemed to be employees, agents, or servants of
County and shall not be entitled to any of the privileges or benefits of County
employment.

Section Eleven Notices

Each party giving any notice or making any request, demand, or other communication
(each, a “Notice”) pursuant to this Agreement shall do so in writing and shall use one of
the following methods of delivery, each of which, for purposes of this Agreement, is a
writing: personal delivery, registered or certified mail (in each case, return receipt
requested and postage prepaid), or nationally recognized overnight courier (with all fees
prepaid).

Each party giving a Notice shall address the Notice to the receiving party at the address
listed below or to another address designated by a party in a Notice pursuant to this
Section:

County: Fort Bend County
Attn: County Judge
401 Jackson Street
Richmond, Texas 77469

With a copy to: Fort Bend County
Attn: Sheriff
1410 Williams Way Dr,
Richmond, TX 77469
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County
Payment Addresses:

Contractor:

Contractor
Payment Address:

C. Notice is effective only if the party giving or making the Notice has complied with the
subsections of this Section and if the addressee has received the Notice. A Notice is
deemed received as follows:

1. If the Notice is delivered in person, or sent by registered or certified mail or a
nationally recognized overnight courier, upon receipt as indicated by the date
on the signed receipt.

2. If the addressee rejects or otherwise refuses to accept the Notice, or if the
Notice cannot be delivered because of a change in address for which no Notice
was given, then upon the rejection, refusal, or inability to deliver.

For Services funded using
Inmate Debit and Trust Accounts:

Fort Bend County
Detention Facility

1410 Williams Way Blvd.
Richmond, TX 77469

For Services funded by
Friends and Family:

Fort Bend County

Attn: Fort Bend County Treasurer
301 Jackson Street, Suite 514
Richmond, TX 77469.

Securus Technologies

4000 International Parkway
Carrollton, Texas 75007
Attention: General Counsel

Securus Technologies

4000 International Parkway
Carrollton, Texas 75007
Attention: Accounts Receivable
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Section Twelve Compliance with Laws

Contractor shall comply with all applicable federal, state, and local laws, statutes,
ordinances, rules and regulations, and the orders and decrees of any courts or administrative
bodies or tribunals in any matter affecting the performance of this Agreement, including, without
limitation, Worker’s Compensation laws, minimum and maximum salary and wage statutes and
regulations, licensing laws and regulations. When required by County, Contractor shall furnish
County with certification of compliance with said laws, statutes, ordinances, rules, regulations,
orders, and decrees above specified.

Section Thirteen Performance Warranty

A. Contractor warrants to County that Contractor has the skill and knowledge ordinarily
possessed by well-informed members of its trade or profession practicing in the greater
Houston metropolitan area and Contractor will apply that skill and knowledge with care
and diligence to ensure that the Services provided hereunder will be performed and
delivered in accordance with the highest professional standards.

B. Contractor warrants to County that the Services will be free from material errors and will
materially conform to all requirements and specifications contained in the attached
Exhibit A.

C. Contractor will provide the maximum warranty offered by the manufacturer (not less
than one year). Warranty will begin after installation is complete, the system has been
fully tested and operational and has been accepted by County.

D. Contractor warrants that that it owns all right, title and interest in and to the Applications
or has obtained rights in such Applications sufficient to grant the licenses granted to
County under this Agreement.

Section Fourteeen Assignment and Delegation

A. Except for assignments to Contractor’s affiliates or to any entity that succeeds to
Contractor’s business in connection with a merger or acquisition, neither party may assign
any of its rights under this Agreement, except with the prior written consent of the other
party. That party shall not unreasonably withhold its consent. All assignments of rights
by Contractor are prohibited under this subsection, whether they are voluntarily or
involuntarily, without first obtaining written consent from County.

B. Neither party may delegate any performance under this Agreement.
C. Any purported assignment of rights or delegation of performance in violation of this

Section is void.
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Section Fifteen Applicable Law

The laws of the State of Texas govern all disputes arising out of or relating to this
Agreement. The parties hereto acknowledge that venue is proper in Fort Bend County, Texas,
for all legal actions or proceedings arising out of or relating to this Agreement and waive the right
to sue or be sued elsewhere. Nothing in the Agreement shall be construed to waive the County’s
sovereign immunity.

Section Sixteen Successors and Assigns

County and Contractor bind themselves and their successors, executors, administrators
and assigns to the other party of this Agreement and to the successors, executors, administrators
and assigns of the other party, in respect to all covenants of this Agreement.

Section Seventeen Third Party Beneficiaries

This Agreement does not confer any enforceable rights or remedies upon any person
other than the parties.

Section Eighteen Severability

If any provision of this Agreement is determined to be invalid, illegal, or unenforceable,
the remaining provisions remain in full force, if the essential terms and conditions of this
Agreement for each party remain valid, binding, and enforceable.

Section Nineteen Publicity

Contact with citizens of Fort Bend County, media outlets, or governmental agencies shall
be the sole responsibility of County. Under no circumstances whatsoever, shall Contractor
release any material or information developed or received in the performance of the Services
hereunder without the express written permission of County, except where required to do so by
law.

Section Twenty Captions

The section captions used in this Agreement are for convenience of reference only and
do not affect the interpretation or construction of this Agreement.

Section Twenty One Conflict

In the event of a conflict between or among any of the elements of the Agreement, the
parties agree that conflicting provisions will be given effect in the order of precedence shown
helow:
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FIRST: THIS EXECUTED DOCUMENT TITLED MASTER SERVICES
AGREEMENT FOR SHERIFF’S OFFICE INMATE TECHNOLOGY
SYSTEMS

SECOND: EXHIBIT A: FBC RFP 18-021 SOLICITATION DOCUMENT

THIRD: EXHIBIT B: CONTRACTOR'’S SUBMISSION TO RFP 18-021
DATED OCTOBER 17, 2017

FOURTH; EXHIBIT C: APPLICATION SCHEDULES
Section Twenty Two Certain State Law Requirements for Contracts:

The contents of this Section are required by Texas Law and are included by
County regardless of content.

Agreement to Not Boycott Israel Chapter 2270 Texas Government Code: By signature

below, Contractor verifies Contractor does not boycott Israel and will not boycott israel
during the term of this Agreement.

B. Texas Government Code Section 2251.152 Acknowledgment: By signature below,

Contractor represents pursuant to Section 2252.152 of the Texas Government Code, that
Contractor is not listed on the website of the Comptroller of the State of Texas concerning
the listing of companies that are identified under Section 806.051, Section 807.051 or
Section 2253.153.

IN WITNESS WHEREOF, the parties hereto have signed or have caused their respective

names to be signed to multiple counterparts to be effective on the day of ,
2018.
FORT BEND COUNTY SECURUS TECHNOLOGIES, INC.
-

Robert E. Hebert, County Judge Robert E. Pickens, President & CEO
ATTEST: Céo. fresulen L

Title

2--18

Laura Richard, County Clerk Date
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APPROVED:

Troy E. Nehls
Sheriff

Exhibits
Exhibit A:

Exhibit B:
Exhibit C:

FBC RFP 18-021 solicitation document
Contractor’s Submission to RFP 18-021 dated October 17, 2017
Application Schedules
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AUDITOR’S CERTIFICATE

| hereby certify that funds are available in the amount of S to accomplish and
pay the obligation of Fort Bend County under this contract.

Robert Ed Sturdivant, County Auditor

i\agreements\2018 agreements\securus phone\agreement draft 1.16.18.docx
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EXHIBIT A:

FBC RFP 18-021 SOLICITATION DOCUMENT

AS ATTACHED TO
MASTER SERVICES AGREEMENT FOR
SHERIFF’S OFFICE INMATE TECHNOLOGY SYSTEMS
PURSUANT TO RFP 18-021



Fort Bend County, Texas
Request for Proposals

Term Contract for Sheriff’s Office Inmate Technology Systems

RFP 18-021
SUBMIT BIDS TO: SUBMIT NO LATER THAN:
Fort Bend County Tuesday, October 17, 2017
Purchasing Department 2:00 PM (Central)
Travis Annex
301 Jackson, Suite 201 | MARK ENVELOPE:
Rosenberg, TX 77469

RFP 18-021

Note: All correspondence must include the term Inmate Technology Systems
“Purchasing Department” in address to assist in
proper delivery

ALL RFPS MUST BE RECEIVED IN AND TIME/DATE STAMPED BY THE PURCHASING OFFICE
OF FORT BEND COUNTY ON OR BEFORE THE SPECIFIED TIME/DATE STATED ABOVE.

NAMES OF ALL RFPS RECEIVED WILL THEN BE READ.

RFPS RECEIVED AFTER THE SPECIFIED TIME, WILL BE RETURNED UNOPENED.

Results will not be given by phone. Requests for information must be in
Results will be provided to bidder in writing writing and directed to:
after Commissioners Court award. Jaime Kovar

Assistant County Purchasing Agent
Jaime.kovar@fortbendcountytx.gov

Vendor Responsibilities:
» Download and complete any addendums. (Addendums will be posted on the Fort Bend County website no
Later than 48 hours prior to bid opening)
»  Submit response in accordance with requirements stated on the cover of this document.
» DO NOT submit responses via email or fax.

Prepared: 9/14/17
Issued: 10/2/17



mailto:Jaime.kovar@fortbendcountytx.gov

Debbie Kaminski, CPPB
County Purchasing Agent

COUNTY PURCHASING AGENT
Fort Bend County, Texas

Vendor Information

Office (281) 341-8640

Legal Company Name

Federal ID # or S.S. #

Type of Business

] Corporation/LLC

[] Sole Proprietor/Individual

[] Partnership

[] Tax Exempt Organization

Remittance Address

City/State/Zip

Physical Address

City/State/Zip

Phone/Fax Number

Phone:

Contact Person

E-mail

Check all that apply to
the company listed
above and provide
certification number.

[] DBE-Disadvantaged Business Enterprise

[] SBE-Small Business Enterprise

] HUB —Texas Historically Underutilized Business
[] WBE-Women’s Business Enterprise

Certification #
Certification #
Certification #
Certification #

Company’s gross
annual receipts

1 <$500,000

1 $500,000-$4,999,999

] $5,000,000-$16,999,999

1 $17,000,000-$22,399,999

1 >$22,400,000

NAICs codes (Please
enter all that apply).

Signature of
Authorized
Representative

Printed Name

Title

Date

THIS FORM MUST BE SUBMITTED WITH THE SOLICITATION RESPONSE.
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1.0 INTRODUCTION:

Fort Bend County, Texas (hereafter referred to as the “County”) seeks Proposals
(“Proposals”)(“RFP”) from qualified firms (“Respondent”) who can provide an inmate phone
system, video visitation system, inmate tablet system, multi-function inmate kiosk with a variety of
software applications, and a monetary transaction kiosk solution for the public lobby and inmate
booking areas (“Project”) at the Fort Bend County Jail (“Facility”), in accordance with the terms,
conditions and requirements set forth in this Request For Proposals.

2.0 GUIDELINES:
By virtue of submitting a proposal, interested parties are acknowledging:

2.1  The County reserves the right to reject any or all proposals if it determines that select
proposals are not responsive to the RFP. The County reserves the right to reconsider
any proposal submitted at any phase of the procurement. It also reserves the right to
meet with select Respondents at any time to gather additional information.
Furthermore, the County reserves the right to delete or add scope up until the final
contract signing.

2.2 All Respondents submitting proposals agree that their pricing is valid for aminimum
of sixty (60) days after proposal submission to the County. Furthermore, the County
is by statute exempt from the State Sales Tax and Federal Excise Tax; therefore,
proposal prices shall not include taxes.

2.3 This Proposal does not commit the County to award nor does it constitute an offer of
employment or a contract for services. Costs incurred in the submission of this
proposal, or in making necessary studies or designs for the preparation thereof, are
the sole responsibility of the Respondents. Further, no reimbursable cost may be
incurred in the anticipation of award. Proposals containing elaborate artwork,
expensive paper and binding and expensive visual or other presentations are neither
necessary nor desired.

2.4 In an effort to maintain fairness in the process, all inquiries concerning this
procurement are to be directed only to the County’s Purchasing Agent in writing.
Attempts to contact any members of the County’s Commissioners’ Court or any other
County employee to influence the procurement decision may lead to immediate
elimination from further consideration.

2.5  Whenresponding to this Proposal, follow all instructions carefully. Submit proposal
contents according to the outline specified and submit all hard copy and electronic
documents according to the instructions. Failure to follow these instructions may be
considered a non-responsive proposal and may result in immediate elimination from
further consideration.
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3.0 PROPOSAL CONTACT:

This Proposal is being issued by the County Purchasing Agent on behalf of Fort Bend County, Texas.
Thus, responses should be directed to the Purchasing Agent, as outlined below. Respondents are
specifically directed NOT to contact any County personnel for meetings, conferences or
technical discussions that are related to this Proposal other than specified herein.
Unauthorized contact of any County personnel will likely be cause for rejection of the
Respondent’s proposal. All communications regarding the Proposal shall be directed to the
County’s Proposal Contact. Communication with the Proposal Contact is permitted via email,
facsimile, or written correspondence.

PROPOSAL CONTACT:

Jaime Kovar

Assistant County Purchasing Agent
Fort Bend County, Texas

301 Jackson, Suite 201

Richmond, Texas 77469
Jaime.Kovar@fortbendcountytx.qov

4.0 SUBMISSION REQUIREMENTS:

4.1  Tofacilitate evaluation of proposals, one (1) original, six (6) copies and one (1) one
electronic response on CD or flash drive is required. CD or flash drive must contain
only one (1) PDF format and must match written response identically.  Failure to
provide proper CD or flash drive is cause for disqualification. Confidential
information is to be placed in a separate envelope denoted as “confidential”.
Proposal shall be submitted to the address shown below. Proposal shall be signed, in
ink, by a person having the authority to bind the firm in a contract.

Fort Bend County Proposal Number: 18-021
Purchasing Agent’s Office Opening Date: October 17, 2017
301 Jackson Street, Suite 201  Opening Time: 2:00 PM (CST)
Richmond, Texas 77469 For: Inmate Technology Systems

4.2 Respondent’s may submit their proposal any time prior to the Opening Date and time.
The Respondent’s name and address as well as a distinct reference to the Proposal
number above shall be marked clearly on the submission. All proposals are time-
stamped upon receipt and are securely kept, unopened, until the Opening Date. No
responsibility will attach to the County, or any official or employee thereof, for the
pre-opening of, post-opening of, or the failure to open a proposal not properly
addressed and identified. No oral, telegraphic, telephonic, or facsimile proposals will
be considered.

4.3  Proposals may be modified or withdrawn prior to the established opening date by


mailto:Jaime.Kovar@fortbendcountytx.gov
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delivering written notice to the proposal contact. Any alteration made prior to
opening date and time shall be initialed by the signer of the proposal, guaranteeing
authenticity.

4.4  Proposals time-stamped after the due date and time will not be considered and will be
returned to the Vendor unopened. Regardless of the method used for delivery,
respondents shall be wholly responsible for the timely delivery of submitted
proposals.

45  The Respondent’s name and address shall be clearly marked on all copies of the
proposal.

5.0 INCURRED COSTS:

Those submitting proposals do so entirely at their expense. There is no expressed or implied
obligation by the County to reimburse any individual or firm for any costs incurred in preparing or
submitting proposals, for providing additional information when requested by the County or for
participating in any selection interviews, including discovery (pre-contract negotiations) and contract
negotiations.

6.0 ACCEPTANCE:

6.1  Submission of any proposal indicates a Respondent’s acceptance of the conditions
contained in this Proposal unless clearly and specifically noted otherwise in their
proposal.

6.2  Furthermore, the County is not bound to accept a proposal on the basis of lowest
price, and further, the County has the sole discretion and reserves the right to cancel
this Proposal, to reject any and all proposals, to waive any and all informalities and or
irregularities, or to re-advertise with either the identical or revised specifications, if it
is deemed to be in the County's best interests. The County reserves the right to accept
or reject any or all of the items in the proposal, and to award the contract in whole or
in part and/or negotiate any or all items with individual Respondents if it is deemed
in the County’s best interest.

6.3  Although Fort Bend County desires to negotiate toward a contract with a selected
Respondent, the Commissioners’ Court may award the contract on the basis of the
initial proposals received, without discussions. Therefore, each initial proposal
should contain the Respondent’s best terms.

7.0 INTERPRETATIONS, DISCREPANCIES, AND OMISSIONS:
7.1 Itisincumbent upon each potential Vendor to carefully examine these specifications,

terms, and conditions. Should any potential Respondent find discrepancies, omissions
or ambiguities in this Proposal, the Respondent shall at once request in writing an



Fort Bend County RFP 18-021

7.2

interpretation from the County’s Proposal Contact. Any inquiries, suggestions, or
requests concerning interpretation, clarification or additional information shall be
made in writing via e-mail only to the County’s Proposal Contact, as specified in
Section 3.0. Deadline for submission of questions and/or clarification is Tuesday,
October 10, 2017, no later than 12:00 p.m. (CST). Requests received after the
deadline will not be responded to due to the time constraints of this Proposal process.

The issuance of a written addendum is the only official method by which
interpretation, clarification or additional information will be given by the County.
Only questions answered by formal written addenda will be binding. Oral and other
interpretations or clarification will be without legal effect. If it becomes necessary to
revise or amend any part of this Proposal, notice will be given by the County
Purchasing Agent to all prospective Respondents who were sent a Proposal. The
Respondent in their proposal shall acknowledge receipts of amendments. Each
Respondent shall ensure that they have received all addenda and amendments to this
Proposal before submitting their proposals.

8.0 PRE-PROPOSAL CONFERENCE:

A pre-RFP conference will be conducted on Monday, October 9, 2017 at 9:00AM (CST) at the
Fort Bend County Sheriff’s Office Media Room, 1410 Williams Way, Richmond, TX 77469
with a site visit immediately following the pre-RFP conference, if necessary. Attendance is non-
mandatory; however, all bidders are encouraged to attend.

9.0 TENTATIVE PROCUREMENT SCHEDULE:

Release of RFP: October 2, 2017

Pre-RFP Conference: October 9, 2017

Submission due date: October 17, 2017

Evaluation of Submissions: October 20, 2017

Respondent Interviews (if necessary): October 25, 2017
Commissioners Court Permission to Negotiate: November 7, 2017
Negotiations: Beginning November 8, 2017

Final Contract Approval to Commissioners Court: November 28, 2017

10.0 RETENTION OF RESPONDENT’S MATERIAL:

The County reserves the right to retain all proposals regardless of which response is selected. All
proposals and accompanying documents become the property of the County.

11.0 CERTIFICATE OF INDEPENDENT PRICE DETERMINATION:

By submission of a proposal, each VVendor certifies, that in connection with this procurement:

111

The prices in this proposal have been arrived at independently, without consultation,
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11.2

11.3

communication, or agreement with any other Respondent; with any competitor; or
with any County employee(s) or consultant(s) for the purpose of restricting
competition on any matter relating to this Proposal.

Unless otherwise required by law, the prices which have been quoted in this proposal
have not been knowingly disclosed by the Respondent and will not knowingly be
disclosed by the Respondent prior to award directly or indirectly to any other
Respondent or to any competitor; and;

No attempt has been made or will be made by the Respondent to induce any other
person or firm to submit or not to submit a proposal for the purpose of restricting
competition.

12.0 ASSIGNMENT:

The Respondent may not sell, assign, transfer or convey the contract resulting from this Proposal, in
whole or in part, without the prior written approval from Fort Bend County Commissioners’ Court.

13.0 CONFIDENTIAL MATTERS:

131

13.2

All data and information gathered by the Respondent and its agents, including this
Proposal and all reports, recommendations, specifications, and data shall be treated
by the Respondent and its agents as confidential. The Respondent and its agents shall
not disclose or communicate the aforesaid matters to a third party or use them in
advertising, publicity, propaganda, and/or in another job or jobs, unless written
consent is obtained from the County.

Proposals will only be publicly received and acknowledged only so as to avoid
disclosure of the contents to competing Vendors and kept secret during negotiation.
However, all proposals shall be open for public inspection after the contract is
awarded. Trade secrets and any material that is considered to be confidential
information contained in the proposal and identified by Respondent as such, will be
treated as confidential to the extent allowable under the Texas Public Information
Act.

14.0 CONFLICT OF INTEREST:

No County public official shall have interest, direct or indirect, in any contract resulting from this
Proposal, in accordance with Texas Local Government Code Chapter 171. Furthermore, the
Respondent shall comply with Commissioners’ Court Order No. 96-680-10-28, Establishment of
Guidelines and Restrictions Regarding the Acceptance of Gifts by County Officials and County

Employees.

15.0 LIMITS OF SUBRESPONDENTS:
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15.1 The County has approval rights over the use and/or removal of all
subcontractorsand/or vendor(s). Respondents shall identify all subrespondents in their
proposal and these subcontractors shall conform to all County policies regarding
subcontractors.

15.2  Any dispute between the Respondent and subcontractor(s), including any payment
dispute, will be promptly remedied by the Vendor. Failure to promptly remedy or to
make prompt payment to subrespondent may result in the withholding of funds from
the Vendor by the County for any payments owed to the subcontractor.

16.0 JURISDICTION, VENUE, CHOICE OF LAW:

This Proposal and any contract resulting there from shall be governed by and construed according to
the laws of the State of Texas. Should any portion of any contract be in conflict with the laws of the
State of Texas, the state laws shall invalidate only that portion. The remaining portion of the
contract(s) shall remain in effect. Any lawsuit shall be governed by Texas law and Fort Bend County,
Texas shall be the venue for any action or proceeding that may be brought or arise out of, in
connection with or by reason of this Proposal process and resulting Agreements.

17.0 INDEPENDENT CONTRACTOR:

The Respondent is an independent contractor and no employee or agent of the Respondent shall be
deemed for any reason to be an employee or agent of the County.

18.0 AMERICANS WITH DISABILITIES ACT (ADA)

Proposals shall comply with all federal, state, county, and local laws concerning this type of
products/service/equipment/project and the fulfillment of all ADA requirements.

19.0 DRUG-FREE WORKPLACE:

All Respondents shall provide any and all notices as may be required under the Drug-Free
Workplace Act of 1988, 28 CFR Part 67, Subpart F, to their employees and all subrespondents to
insure that the County maintains a drug-free workplace.

20.0 PERFORMANCE AND PAYMENT BOND:
Not required for this project.

21.0 TEXASETHICS COMMISSION FORM 1295:
21.1 Effective January 1, 2016 all contracts executed by Commissioners Court, regardless
of the dollar amount, will require completion of Form 1295 "Certificate of Interested

Parties"”, per the new Government Code Statute 82252.908. All  firms submitting a
response to a formal Bid, RFP, SOQ or any contracts, contract amendments, renewals
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22.0

or change orders are required to complete the Form 1295 online through the State of Texas
Ethics Commission website. Please visit:

21.2

21.3

https://www.ethics.state.tx.us/whatsnew/elf info form1295.htm.

On-line instructions:

22.2.1 Name of governmental entity is to read Fort Bend County.

22.2.2 ldentification number use: RFP 18-021

22.2.3 Description is: Inmate Technology Systems

Highest evaluated respondent will be required to provide the Form 1295 within
three (3) calendar days from notification. In the event the respondent does not

provide the document in the stated time period the respondent’s response will be
marked as disqualified and the next highest evaluated respondent will be contacted.

INSURANCE:

22.1

22.2

All respondents must submit, with response, a current certificate of insurance
indicating coverage in the amounts stated below. In lieu of submitting a certificate of
insurance, respondents may submit, with response, a notarized statement from an
Insurance company, authorized to conduct business in the State of Texas, and
acceptable to Fort Bend County, guaranteeing the issuance of an insurance policy,
with the coverage stated below, to the firm named therein, if successful, upon award
of this Contract. Failure to provide current insurance certificate or notarized
statement will result in disqualification of submittal.

At contract execution, contractor shall furnish County with property executed
certificates of insurance which shall evidence all insurance required and provide that
such insurance shall not be canceled, except on 30 days prior written notice to
County. Contractor shall provide certified copies of insurance endorsements and/or
policies if requested by County. Contractor shall maintain such insurance coverage
from the time Services commence until services are completed and provide
replacement certificates, policies and/or endorsements for any such insurance
expiring prior to completion of Services. Contractor shall obtain such insurance
written on an Occurrence form (or a Claims Made form for Professional Liability
insurance) from such companies having Best’s rating of A/VII or better, licensed or
approved to transact business in the State of Texas, and shall obtain such insurance of
the following types and minimum limits:

22.2.1 Workers’ Compensation insurance. Substitutes to genuine Workers’
Compensation Insurance will not be allowed.


https://www.ethics.state.tx.us/whatsnew/elf_info_form1295.htm
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22.3

22.4

22.2.2 Employers’ Liability insurance with limits of not less than $1,000,000 per
injury by accident, $1,000,000 per injury by disease, and $1,000,000 per
bodily injury by disease.

22.2.3 Commercial general liability insurance with a limit of not less than
$1,000,000 each occurrence and $2,000,000 in the annual aggregate. Policy
shall cover liability for bodily injury, personal injury, and property damage
and products/completed operations arising out of the business operations of
the policyholder.

22.2.4 Business Automobile Liability coverage with a combined Bodily
Injury/Property Damage limit of not less than $1,000,000 each accident. The
policy shall cover liability arising from the operation of licensed vehicles by
policyholder.

County and the members of Commissioners Court shall be named as additional
insured to all required coverage except for Workers’ Compensation and Professional
Liability (if required). All Liability policies including Workers’ Compensation
written on behalf of contractor, excluding Professional Liability, shall contain a
waiver of subrogation in favor of County and members of Commissioners Court.

If required coverage is written on a claims-made basis, contractor warrants that any
retroactive date applicable to coverage under the policy precedes the effective date of
the contract; and that continuous coverage will be maintained or an extended
discovery period will be exercised for a period of two (2) years beginning from the
time that work under the agreement is completed.

23.0 INDEMNIFICATION:

Respondent shall save harmless County from and against all claims, liability, and expenses,
including reasonable attorney’s fees, arising from activities of Respondent, its agents, servants or
employees, performed under this agreement that result from the negligent act, error, or omission of
Respondent or any of Respondent’s agents, servants or employees.

23.1

23.2

Respondent shall timely report all such matters to Fort Bend County and shall, upon
the receipt of any such claim, demand, suit, action, proceeding, lien or judgment, not
later than the fifteenth day of each month; provide Fort Bend County with a written
report on each such matter, setting forth the status of each matter, the schedule or
planned proceedings with respect to each matter and the cooperation or assistance, if
any, of Fort Bend County required by Respondent in the defense of each matter.

Respondent's duty to defend indemnify and hold Fort Bend County harmless shall be
absolute. It shall not abate or end by reason of the expiration or termination of any
contract unless otherwise agreed by Fort Bend County in writing. The provisions of
this section shall survive the termination of the contract and shall remain in full force
and effect with respect to all such matters no matter when they arise.

10
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23.3 In the event of any dispute between the parties as to whether a claim, demand, suit,
action, proceeding, lien or judgment appears to have been caused by or appears to
have arisen out of or in connection with acts or omissions of Respondent,
Respondent shall never-the-less fully defend such claim, demand, suit, action,
proceeding, lien or judgment until and unless there is a determination by a court of
competent jurisdiction that the acts and omissions of Respondent are not at issue in
the matter.

23.4 Respondent's indemnification shall cover, and Respondent agrees to indemnify Fort
Bend County, in the event Fort Bend County is found to have been negligent for
having selected Respondent to perform the work described in this request.

23.5 The provision by Respondent of insurance shall not limit the liability of Respondent
under an agreement.

23.6  Respondent shall cause all subcontractors who may have a contract to perform
services under this request, to agree to indemnify Fort Bend County and to hold it
harmless from all claims for bodily injury and property damage that arise may from
said Respondent's operations. Such provisions shall be in form satisfactory to Fort
Bend County.

23.7  Loss Deduction Clause - Fort Bend County shall be exempt from, and in no way
liable for, any sums of money which may represent a deductible in any insurance
policy. The payment of deductibles shall be the sole responsibility of Respondent
and/or trade respondent providing such insurance.

240 REQUESTED PRODUCTS AND SERVICES:

The County requests a proposal for all of the below listed products and services. The County is
searching for a vendor that can provide a single interface to accommodate as many inmate
communication products and services as possible. Respondent shall include each product and/or
service in their response with a separate section for each product and/or service. Respondent shall
clearly state whether they will provide each product and/or service with explanations for any
unavailable products, services, or features. Individual Respondents will not be disregarded solely on
their inability to provide a particular product and/or service. The County may exclude any individual
product or service for which the County determines no acceptable response was received.

25.0 SCOPE OF WORK:

The purpose of this RFP is to make available to the designated inmate population access to a variety of
technology products and services.

25.1  Inmate telephone system, inmate and public video visitation system, a wireless inmate
tablet system, inmate multi-function kiosk solution, and a monetary acceptance kiosk

11
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26.0

25.2

25.3

254

solution will be installed and available based on schedules managed by the County.

Access to all systems will be supervised and monitored by County staff. Systems
furnished shall be of advanced technology with state of the art equipment provided.

The County requires a concession-type contract whereby the Respondent provides all
inmate and public equipment and services without any cost to the County and pays an
agreed upon commission percentage of gross revenue generated from usage determined
by final contract.

With the exception of any wiring or cabling installed by the Respondent within walls,
floors, or ceilings of facility structures, all equipment and software provided by the
Respondent shall remain the property of the Respondent. All equipment and software
provided, including any wiring or cabling installed by the Respondent within walls,
floors, or ceilings of facility structures shall remain the responsibility of the Respondent
for maintenance purposes.

GENERAL INFORMATION:

26.1

26.2

26.3

26.4

26.5

26.6

To provide data necessary for the evaluation of competitive proposals submitted by
qualified firms.

To provide a fair method for analyzing submitted proposals.

To result in a contract between the successful Respondent (unless all proposals are
rejected) and County.

Services to include: Inmate Telephone Control System, Inmate Telephones, Public
Telephones, Video Visitation Control System, Inmate Video Visitation Terminals,
Public Video Visitation Terminals, Remote Video Visitation Software and
Applications, Inmate Tablet Control System, Inmate Tablets, Inmate Multi-
Function Kiosk Control System, Inmate Multi-Function Kiosks, Inmate Multi-
Function Kiosk Software and Applications, Monetary Transaction Acceptance
Kiosk Control System or Integration, Monetary Transaction Acceptance Kiosk for
Jail Lobby, and Monetary Transaction Acceptance Kiosk for Inmate Booking
Area.

County will demonstrate reasonable care but will not be liable in the event of loss,
destruction, or theft of Respondent owned equipment, software, or technical literature
to be delivered or to be used in the installation of deliverables. The Respondent is
required to retain total liability for the system. At no time will County be responsible
or accept liability for any Respondent owned items.

Respondent will assume prime contractor responsibility for the contract and will be
the sole point of contact with regard to the system, installation, maintenance and

12



Fort Bend County RFP 18-021

training. Respondent required to assume responsibility for all services obtained

under contracts resulting from this RFP.

26.7

Respondent must comply with any mandatory licensing requirement. Respondent
must state that, if selected, will furnish and install all equipment, cable,
miscellaneous hardware and materials in compliance with all applicable codes,
whether local, state or federal, and that all permits or licenses required for installation
will be obtained without cost to County.

27.0 INDIVIDUAL UNIT REQUIREMENTS
27.1  The locations and number of individual units initially required are listed below, but
may need to be adjusted during the course of the contract to accommodate significant
changes in inmate population. Respondent must agree to adjust the number of
individual units or to relocate existing units as needed at no cost to County.
Additionally, individual unit requirements may vary based on the individual units’
ability to perform multiple functions.
27.2  Facility list and number of individual units required:
Facility | Address ADP | # Inmate | # # # # # # Multi- | #
Phones | Public | Inmate | Public | Inmate | Officer | Function | Money
Phones | VV \AY Tablets | Tablets | Kiosks Kiosks
Units | Units
Adult 1410 950 See Appendix #1
Detention | Williams
Center Way,
Richmond,
TX 77469
Juvenile | 122 N/A See Appendix #2
Detention | Golfview,
Center Richmond,
TX 77469

28.0 TECHNICAL SPECIFICATIONS (TELEPHONES):

28.1

Telephone service requirement: The system must be capable of providing local,

inter-LATA, intra-LATA, and international telephone service to inmates.

28.2  Telephone hardware requirements:

28.2.1

Suitable for inmate environment:
telephones that are suitable for an inmate environment, meaning that
telephones are equipped with durable housings and reinforced cords
of a length determined by County which may vary based on

13

The Respondent is to provide
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installation location. Each telephone is to be a non-coin, “dumb” type
unit that is tamper-resistant. Equipment must not contain any external
removable parts.

28.2.2 Volume control: All inmate telephones will have adjustable volume
control.

28.2.3 TDD/TTY compatible: Inmate telephones must be compatible with
the use of TDD/TTY units that may be required for hearing impaired
inmates.

28.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

28.3.1 Automated direct call processing: Only automated call processing of
collect and pre-paid intra-LATA, inter-LATA, interstate, and prepaid
international calls will be allowed. The system shall require a
positive acceptance by the called party. Only after positive acceptance
will the inmate and the called party be allowed to talk. The system
shall create and save a call detail record of all call attempts, whether
accepted or rejected and the fate of the call shall be noted in the
record.

28.3.2 Pre-Pay Calling Service: Inaddition to traditional collect call service,
County requires that the Respondent provide pre-pay options for called
parties. The pre-pay calling option must allow friends and family
members (Users) the ability to establish an account directly with the
Respondent. The Respondent to describe their proposed Pre-Pay
Calling Option to include at a minimum their proposed approach to the
following:

e Customer Service

Payment/Account Replenishment Options and Methods

Billing Options and Methods

Balance Notification

Supported Call Types (Local, IntraLata, etc.)

28.3.3 Real-Time Called Party Prepaid Account Set Up Method: At the time
of an inmate’s attempted collect call to a number that cannot receive
collect calls (due to billing restrictions, cell phone, etc.), the system
shall put the inmate on hold and offer the called party the option to set
up a prepaid account using a credit or debit card. This payment
method will allow the collect call that would have otherwise been
blocked to be connected as soon as the account is set up. If the called
party elects not to set up an account, the inmate is to be informed and

14
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28.3.4

28.3.5

28.3.6

28.3.7

28.3.8

28.3.9

28.3.10

the call attempt terminated.

International Calling: Respondents shall describe the system’s method
for the completion of international calls outside of the North America
Dialing Plan.

User-Friendly Voice Prompts: The system shall provide an automated
operator with friendly voice prompts that give information and
instructions to both the inmate and the called party. The automated
voice prompts must be capable of facilitating an inmate’s call from off
the hook to hang up. Explain the types of prompts available through the
automated operator system.

Restricted Incoming Calls: The system shall restrict incoming calls,
allowing outgoing calls only.

Call Restriction Capabilities: The system shall have the capability to
restrict area code, exchange, single number or range of numbers. The
system shall disallow 800/900/information/operator call options.
Prefixes such as 900, 950, 800, 888. 700. 976, 411, and 911 shall be
automatically blocked. Calls to the operator through 0, 00, 10xxXx,
950xxx, etc. shall be disallowed.

Name Recording Capability: The proposed Inmate Telephone System
must have the capability to record the inmate's name either at the time
they place their first (1%) call attempt or by the Respondent's provided
administrative personnel. The inmate's recorded name must be stored
by the Inmate Telephone System and utilized on all future call
attempts in the announcement to the called party. The system must
allow for the maintenance of such recorded names.

Disallowance of Chain Dialing and Secondary Dial Tones: The
system shall disallow chain dialing and secondary dial tones. The
inmate must hang up before dialing a new number.

Services for the Hearing Impaired: The system must be capable of
providing telephone service, as well as call restrictions, for hearing
impaired inmates usinga TDD/TTY device. The system must also be
capable of providing video relay services, as well as call restrictions,
for hearing impaired inmates using a video relay device. The system
must provide functionality that allows facility personnel to monitor
and record-for-replay calls transmitted through both devices. The
system should also have the capability to record the call and convert it
to text so that it can be stored and reviewed via the inmate telephone
system user interface. Explain how the proposed system meets these

15



Fort Bend County RFP 18-021

requirements.

28.3.11 Three-Way Calling Detection: The system must be able to detect,
alert and mark (flag) three-way calling. Such detection of each three-
way call attempt shall have the ability to mark (or flag) in the call
detail record such call attempt as a fraudulent call attempt. The system
shall monitor each line for events that appear to be a three-way call
attempt from the called party.

28.3.12 Inmate Crime Tip Line: The system must provide a no-charge, speed-
dial number that connects to a recorded message system that can be
used by inmates to anonymously report criminal activity within the
facility or to provide information related to criminal investigations.

28.3.13 Reverse Lookup: The system must provide, at no cost to the County,
a mechanism for looking up the name and address of a called-to
telephone number for a call in progress, a call attempt, or a completed
call. Name and address information must be reported in text and
displayed on a map.

28.3.14 IVR: The proposed system must provide an automated answering
service. Respondents must provide a solution for all incoming calls to
a desired phone line. This service will provide assistance for general
public callers with frequently asked questions. The Respondent will
partner with the County on the necessary features, functionality and
interface. There shall be no cost to the County for this feature.

29.0 TECHNICAL SPECIFICATIONS (VIDEO VISITATION):

29.1 Video visitation service requirement: The system must be capable of providing on-
site and remote video visitation service.

29.2  Video visitation hardware requirements:

29.2.1 Suitable for inmate environment: The Respondent is to provide video
visitation units that are suitable for an inmate environment, meaning
that units are equipped with durable housings and reinforced cords of
a length determined by County which may vary based on installation
location. Each unit is to be tamper-resistant. Equipment must not
contain any external removable parts.

29.2.2 Volume control: All units will have adjustable volume control.

29.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
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detailing and explaining how the system proposed will accomplish each specification.

29.3.1

29.3.2

29.3.3

29.34

Visitation processing: The Respondent is to provide a system that
processes on-site and pre-paid remote visits automatically using a
customizable scheduling function. County personnel must be able to
override scheduling for on-demand visits as required. The system
shall require a positive acceptance by the inmate using an assigned
PIN. Only after positive acceptance will the inmate and the visitor be
allowed to talk. The system shall create and save a visit detail record
of all visit attempts, whether accepted or rejected and the fate of the
visit shall be noted in the record.

Attorney Visitors: Approved professional/attorney visitors, under no
circumstances, will be recorded or monitored. Describe in detail how
the system will handle pre-approved professional visitors. Individual
attorney visitors must be configurable for predefined visit durations
as necessary.

Free Onsite and Remote Visits: The System shall have the capability to
provide free onsite and remote visits to pre-approved visitors which
serve a County function.

Visitation Networking Requirements: The Respondent is to provide a
system that runs all visitation network traffic on a stand-alone network
and does not compete for bandwidth with other features and services.

30.0 TECHNICAL SPECIFICATIONS (TABLETYS):

30.1

30.2

Tablet service requirement: The system must be capable of providing wireless tablet

services including multiple software applications.

Tablet hardware requirements:

30.2.1

30.2.2

Suitable for inmate environment: The Respondent is to provide
tablets that are suitable for an inmate environment, meaning that
tablets are equipped with durable housings, any available camera
functionality is disabled unless approved by County, and applications
shall not access the internet without express knowledge and approval
by County. Each tablet is to be tamper-resistant. Equipment must not
contain any external removable parts other than earbud or headphone
and tablet case approved by County.

Volume control: All inmate tablets will have adjustable volume
control and will be furnished with one earbud or headphone.
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30.3 Minimum technical requirements: The following items outline the minimum

specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

30.3.1

30.3.2

30.3.3

30.3.4

Tablet Funding by Friends and Family: The Respondent must
provide the ability for friends and family members (Users) to fund
tablet rental and/or applicable features via Respondent’s website,
automated IVR system, and via a customer service representative.
The Respondent must allow Users the ability to establish an account
directly with the Respondent. The Respondent is to describe their
proposed Tablet Funding Options. Rental price, including fees
charged for applications, shall be agreed upon by County and shall
not change without an updated agreement.

Tablet Funding by Inmate: The Respondent must provide the ability
for inmates to self-fund tablet rental and/or applicable features via
Respondent’s automated IVR system, by using inmate’s debit account
managed by Respondent, or by using inmate’s trust fund account
managed by County commissary vendor. The Respondent is to
describe their proposed Tablet Funding Options. Rental price,
including fees charged for applications, shall be agreed upon by
County and shall not change without an updated agreement.

Standard Applications: The Respondent shall provide a set of standard
applications. Standard application set shall include at least the

following:
30.3.3.1 Phone
30.3.3.2 Music

30.3.3.3 Podcasts
30.3.34 Books

30.3.35 Religious Material

30.3.3.6 Law Library

30.3.3.7 Inmate Requests/Grievances
30.3.3.8 Electronic Messaging

30.3.3.9 Games
30.3.3.10 Applications geared specifically to Mental Health

Consumers
30.3.3.11 Commissary ordering integrated with County vendor
30.3.3.12 Inmate mail review with leading vendor

30.3.3.13 All applications available on multi-function kiosk
should also be available on tablet. Any exceptions
should be explained in RFP response.

Additional and Custom Applications: The Respondent shall describe
any additional available applications. The Respondent shall describe
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their ability to provide custom applications as desired by County.

30.3.5 Facility Tablets: The Respondent shall have the capability to provide
the County with a sub-set of tablets to be used by the County at the
County’s sole discretion. The Respondent and County will agree upon
the number of facility tablets required.

30.3.6 Tablet Network Requirements: The Respondent shall provide each
housing unit and select other areas of the facility with wireless network
capacity to function effectively with one tablet for every one inmate.
County facility includes housing units with up to 56 inmate capacity.
Tablet Network must be able to accommodate up to 56 simultaneous
connections per area.

30.3.7 Tablet Phone Calls: The Respondent’s tablet shall allow for phone
calls. Tablet phone calls shall be managed by the same tool used for all
other inmate phone calls. All phone options and restrictions, including
call schedules, shall be available on the tablet phone application.

31.0 TECHNICAL SPECIFICATIONS (MULTI-FUNCTION KIOSKYS):

31.1 Multi-Function Kiosk service requirement: The system must be capable of providing
multiple secure software applications to inmates.

31.2 Multi-Function Kiosk hardware requirements:

31.2.1 Suitable for inmate environment: The Respondent is to provide
kiosks that are suitable for an inmate environment, meaning that
kiosks are equipped with durable housings and reinforced cords of a
length determined by County which may vary based on installation
location, if applicable. Each kiosk is to be tamper-resistant.
Equipment must not contain any external removable parts.

31.2.2 Volume control: All kiosks will have adjustable volume control, if
applicable.

31.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

31.3.1 Electronic Messaging Application: The Respondent shall make
available an electronic messaging application for two-way
communication between friend and family members and inmates.
Electronic Messaging shall perform as a closed-loop system and not
permit the inmate to initiate communication via public email or other
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31.3.2

31.3.3

31.34

31.35

public means. Electronic Messaging communications shall be
initiated by friends and family initially and may be initiated by
inmates after County has approved initial contact. Electronic
Messaging should include raw text with the ability to attach standard
image file types. Electronic Messaging system shall provide County
the ability to approve all messages, some messages, or no messages as
determined by County. Electronic Messaging service should be a
revenue generating service. Electronic Messaging communications
must be printable in a format approved by County.

Commissary Ordering: The Respondent shall make available a
Commissary Ordering Application. The Respondent shall create an
agreement and integration with County commissary vendor to provide a
functional application capable of performing full-function commissary
ordering.  County’s current commissary vendor is Aramark.
Agreement and integration shall be completed with no cost to County
and shall be updated at no cost to County as commissary vendor
changes occur.

Inmate Request Application: The Respondent shall make available
an inmate request application providing two-way communication
capability between inmates and County staff. Both parties, inmate
and County staff, shall have the ability to initiate communication
through this application. System must provide the ability for multi-
level routing that can be modified by County. Status tracking with
dashboards and historical reporting capabilities must be available.
All communication made in this application shall be kept for the life
of the contract and made available to County upon demand via a
reporting tool.

Inmate Grievance Application: The Respondent shall make available
an inmate grievance application providing two-way communication
capability between inmates and County staff. Both parties, inmate and
County staff, shall have the ability to initiate communication through
this application. System must provide the ability for multi-level
routing that can be modified by County. Status tracking with
dashboards and historical reporting capabilities must be available.
All communication made in this application shall be kept for the life
of the contract and made available to County upon demand via a
reporting tool.

Law Library Application: The Respondent shall make available a law
library application approved by the County providing capability for
inmates to research case law.
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31.3.6 Document and Video Display Application: The Respondent should
make available an application that can manage acceptance and viewing
of standard document, image, and video file types for view only.
Document and Video Display Application should provide the ability
to initiate messages to users and manage acceptance upon viewing.
System must provide a reporting feature for all items managed by
system.

31.3.7 Inmate Mail Application: The Respondent shall make available an
application that can integrate with one of the leading inmate mail and
correspondence scanning vendors. If requested, the Respondent shall
create an agreement and integration with said vendor to provide a
functional application capable of performing full-function inmate
mail review and reporting.

32.0 TECHNICAL SPECIFICATIONS (MONEY KIOSKS):

32.1 Money Kiosk service requirement: The system must be capable of providing
monetary transaction acceptance of U.S. currency and credit/debit cards via a public
kiosk in the Jail lobby and an inmate kiosk inside the Jail.

32.2 Money Kiosk hardware requirements:

32.2.1 Suitable for inmate environment: The Respondent is to provide
kiosks that are suitable for an inmate environment, meaning that
kiosks are equipped with durable housings and reinforced cords of a
length determined by County which may vary based on installation
location, if applicable. Each kiosk is to be tamper-resistant.
Equipment must not contain any external removable parts, unless
approved by County.

32.2.2 Jail lobby kiosks must accept bills in United States currency. Bill
acceptor must be omnidirectional. Kiosks must reject and swiftly
return all bills which system is unable to process. Kiosks must accept
credit and debit card transactions. Kiosks must integrate with current
and future County money management software, currently Aramark’s
Core Banking software, at no cost to County or other vendors.
Kiosks must automatically print receipt for all transactions and may
offer option for email receipt.

32.2.3 Booking kiosk must accept bills and coins in United States currency.
Bill acceptor must be omnidirectional. Kiosk must reject and swiftly
return all bills and coins which system is unable to process. Kiosk
must accept credit and debit card transactions. Kiosk must integrate
with current and future County money management software,
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currently Aramark’s Core Banking software, at no cost to County or
other vendors. Kiosk must automatically print two receipts for all
transactions.

32.3 Minimum technical requirements: The following items outline the minimum

specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

3231

32.3.2

United States Currency Transactions: The system must be capable of
providing monetary transaction acceptance of U.S. currency. All
kiosks shall interface with County’s inmate trust fund management
vendor at no cost to County and funds shall credit immediately
without holds. Funding limitations and fees shall be approved by
County and will not change without updated approval.

Credit and Debit Card Transactions: The system must be capable of
providing monetary transaction acceptance of credit and debit cards.
All Kkiosks shall interface with County’s inmate trust fund
management vendor at no cost to County and funds shall credit
immediately without holds. Funding limitations and fees shall be
approved by County and will not change without updated approval.

33.0 TECHNICAL SPECIFICATIONS (ALL SYSTEMS):

33.1 Minimum technical requirements: The following items outline the minimum

specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

33.11

33.1.2

33.1.3

Electronic Inmate Debit Payment Method: The system shall provide
an option for inmates to pay for devices, features, and services
themselves from their personal debit or trust accounts. Describe the
system’s capability of electronic debit funding that is integrated with
the County’s inmate banking or commissary system (inmate trust
accounts).

Electronic Inmate Debit Funds Return Method: The system shall
provide an option for inmates to receive funds back into their
personal debit or trust accounts upon being released from custody.
Describe the system’s capability of returning electronic debit funds
that integrates with the County’s inmate banking or commissary
system (inmate trust accounts).

Allowed Contact List: Respondents shall describe the system’s
capability to provide allowed contact lists to limit contacts to only those
individuals listed on an inmate’s approved contact list.
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33.1.4

33.15

33.1.6

33.1.7

33.1.8

33.1.9

33.1.10

Inmate Personal Identification Number (PIN): All Respondent
provided systems must have an integrated PIN assignment and
management function that allows any or all inmates to be identified.
The system must be capable of requiring the entry of a valid PIN at
selected or all devices for successful usage. The proposed system
must have the capability to record and save the inmate's name during
the inmate’s first call attempt, to be automatically retrieved by the
system for subsequent calls. The proposed system shall provide the
ability for inmates to self-manage their PIN by changing it at any time
or as often as necessary. Describe the system’s capability of
permitting inmates the ability to self-manage their own PIN.

PIN Control and Suspension: The system must allow an authorized
person to add, change, or suspend an inmate’s System usage
privileges by altering settings associated with the inmate’s PIN. Such
changes shall be implemented immediately; as soon as the change is
made and saved. In the case of a suspended PIN, the system must
have the capability to automatically reactivate the inmate’s System
usage privileges and assigned restrictions after a user-specified date.

Individual Contacts Per PIN: The system shall have the ability to
assign a limited number of allowable individual contacts per PIN. The
system should have the ability to record in a self-learning mode,
contacts to be added to the inmate's PIN.

Contact  Processing/Blocking  System: The  contact
processing/blocking system controller shall be external from the
phone. The contact processing/blocking system controller shall be
centralized for all facilities to allow inmates to move to another facility
without having to re-enter information.

Uninterruptible Power Source: An uninterruptible filtered power
source must be provided for any hardware maintained at each of the
facilities. In the event of a commercial power failure, the
uninterruptible power source will provide a minimum backup power of
at least fifteen (15) minutes to the system.

System Failure Device Disconnection: If the system fails, all inmate
communication devices must be automatically disconnected.

English and Spanish System Capability: The system must be capable
of communicating to English and Spanish speaking inmates. There
shall be instructions provided in English and Spanish on each inmate
device. System prompts, warnings and messages must be available in
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33.1.11

33.1.12

33.1.13

33.1.14

33.1.15

33.1.16

English and Spanish. The Respondent must describe how this will be
accomplished with the proposed inmate devices. If needed, additional
languages must be available at no cost to County.

Remote Diagnostics. Programming, Polling and System Alarm
Reporting: The system shall support remote diagnostics,
programming, polling, and system alarm reporting directly to the
Respondent, with the ability of notification to County of any alarm
reporting issues.

Programmable Contact Length: The system shall support a
programmable maximum allowed contact time length (example: 15
minute calls, 30 minute visits, etc.) with time remaining warning
message audible and/or visible to both parties prior to contact
termination. The maximum allowed contact length shall be
programmable by inmate, phone, phone number dialed, housing unit,
and facility as a whole. The proposed Inmate Technology System
must also have the ability to support different maximum allowable
contact lengths for inmate contacts, including calls made with the
assistance of a TTY/TDD/VRS device.

Programmable Inmate Access: The system shall support a
programmable inmate access based on location, time, date, and day of
week. This access shall be programmable by inmate, unit, destination
phone number, housing unit, facility, and by the system as a whole.
System must limit an inmate’s ability to use system to certain units or
groups of units. Additional holiday settings shall be available to
allow alternate scheduling of device usage for specific holidays.

Programmable On/Off Service: The system shall support a daily
programmable on/off service by individual device, a group of devices,
or by destination number and shall have the ability to shut down all or
some of the devices from the system workstation.

Manual On/Off Switch: A manual on/off switch for each device shall
be located in a secured office or area specified by County.

On-Site PC Administration Workstation: The system shall include at
each facility at least five (5) on-site personal computer workstations
at each site that provides: an access program to the system’s
centralized controls and databases, speakers for real time monitoring
and replay of recorded conversations, a DVDRW drive for transfer of
contact data and contact recordings to DVDs, and a compatible
printer for contact data reporting. The on-site administration PCs
must exist only as a portal to the centralized control system, meaning
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33.1.17

33.1.18

33.1.19

that underlying system functionality and all service must operate
completely independent of any administration terminal. Should an on-
site computer “crash” or otherwise become disabled the central
system must continue to function normally, maintaining full control
of all systems according to preprogrammed settings. Additionally, and
system controls and contact data shall remain accessible from
authorized remote computers until the on-site workstation computer
is repaired or replaced.

On-Site PC Administration Software: System software must be
security-level based and password protected. A system user who is
properly authorized to perform different administrative tasks must be
able do so with a single log-in to the system. Describe the proposed
system’s password security system. The user interface software must
provide County staff with the ability to control, monitor, and report
inmate system usage. Describe common administrative tasks performed
at the system workstation.

Contact Detail Records: The system must generate a detailed contact
record for every inmate contact attempt. All contact detail records must
be collected and stored in real-time at a central, secure location with
redundancy. All contact detail records shall be stored on-line, available
at the system workstation, for the entire duration of the contract.

Contact Detail Reports: Contact Detail Reports should be available to
County on a real time basis via the on-site PC workstation and using a
secure online portal. The system must be capable of allowing the user
to specify limiting parameters for contact searches, such as a search for
all contacts during a specified period of time, contacts initiated by a
specific inmate, contacts to a specific destination, etc.

Each Contact Detail Report must provide at a minimum for each record
returned the station, destination, facility name, PIN, date, time, length,
cost, acceptance or rejection code, and reason for incomplete contacts.

Each Contact Detail Report must provide the option to sort in
ascending or descending order by the station, destination, facility
name, PIN, date, time, length, cost, acceptance or rejection code, and
reason for incomplete contacts.

Each Contact Detail Report must provide a summary of the total
revenue and total minutes for all contacts in the report.

Within the Contact Detail Report, the PIN number must provide the
inmates name if listed in the PIN database.
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33.1.20

33.1.21

Within the Contact Detail Report, the PIN number must provide a
direct link to edit PIN settings for a specific inmate without leaving the
current reporting screen.

Within the Contact Detail Report, attempted three-way calls must be
flagged for visual identification.

Other Administrative and Investigative Reports: In addition to contact
detail reports, the system must provide a variety of other administrative
and investigative reports. When appropriate, the user must be able to
limit the search to contact records that meet specified criteria. Describe
the report capabilities of the proposed system and discuss the system’s
ability to provide the special types of reports listed below.

For specified periods of time, the desired reports should include, but
not be limited to:

e Contact frequency reports by origination number, destination
number, PIN, and trunk line ID.

e Report of all contacts made by more than one inmate.

e PIN report showing when and by whom the accounts were
created and/or modified.

e Hot PIN report that identifies PINs of special interest and their
assigned Alert Groups.

e Hot number report that shows all contacts/attempts to
numbers of special interest.

e Contact recording playback history report (showing when and
who listened to a recording).

e Debit account information and transaction reports (if
applicable).

e System activity and user log reports that include among
others, a report of users who have downloaded and copied
contacts to CD or other portable medium.

e Contact statistic report providing a numerical count of total
completed contacts and total incomplete contacts with
separate counts for contacts that did not complete because
they were blocked, refused, not answered, or not completed
due to another reason.

Contact Traffic Analysis Graphs: The system shall have the capability
to display in graphical format contact statistics for the current day,
month, or other designated time periods. The purpose of graphs is to
provide the County a quick way to verify that contacts are being made
and to determine the overall contact traffic patterns and revenue. For
example, for the day (or month or other designated time period) the
County would like to see at a glance the fraction of attempted
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33.1.22

33.1.23

33.1.24

33.1.25

33.1.26

33.1.27

contacts that are completed; and the fraction of contact revenue that is
generated by recipient funded contacts compared to inmate debit or
contacted party prepaid. Graphs must be automatically or otherwise
easily generated and displayed.

Contact Security and Contact Blocking: The system shall provide
complete contact security and contact blocking at the unit location. It
shall also have a programmable reestablishment mode for restrictions
place on the inmate's use of the system. All contact security and
blocking settings must take place in real-time with no delay in system
changes.

100% Contact Recording Feature: The system shall have 100%
digital contact recording as a feature; however, contacts with
attorneys will not be recorded. This feature will allow real time
recording of individual contacts, online storage of each recording for a
minimum of three (3) years, and shall have the ability to off-load a
specific contact to a recording medium that retains a chain of
evidence admissible in a court of law. The recording feature must be
able to be deactivated on a per number dialed and/or per PIN basis.
The system must allow for the ability to mark individual recorded
contacts to prevent the deletion when the normal storage period is
expired. Such protected contacts shall be maintained until such
protection is removed.

Attorney Contacts: Approved legal/attorney contacts, under no
circumstances, will be recorded or monitored. Describe in detail how
the system will handle pre-approved attorney contacts. Individual
attorney contacts must be configurable for predefined contact
durations as necessary.

Free Contacts: The System shall have the capability to provide free
contacts to pre-approved recipients.

Warning Statement: The system must provide a “warning statement”,
determined by County, in both English and Spanish on each device.
This statement must also be given as a message on the initiation of the
contact for both party’s information. Such message and capability
must be disabled on contact between inmates and contacts which are
not recorded.

Capability to Interject Messages: If deemed necessary by County, the
system shall have the capability to interject messages into an inmate’s
contact at random intervals.
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33.1.28

33.1.29

33.1.30

33.1.31

33.1.32

33.1.33

Administrative Functions Password Protection: It is required that
access to administrative functions and data be password protected
within the system. Each proposal must detail the level of password
protection provided with each proposed system.

Audit Log Reporting: The system must have the ability to report user
activity within the system. Such report shall list the user logged into the
system at the time, the date, and activity. The system must allow
authorized County staff options to generate audit reports for all users
and for individual users and for all activities and specified activities.
Describe the system’s user auditing capabilities.

Centralized Processing and Data Storage: The system must provide
secure, centralized storage of both contact records and recordings.
Records and recordings are to be stored in a RAID (Redundant Array
of Independent Devices) environment to provide maximum protection
of each recording.

Each facility must have independent control of the inmate devices at
that facility and have on-site access to the facility’s contact records and
recordings through a workstation computer. The system at each facility
must be tied together in a secure Wide Area Network (WAN) that
allows properly authorized staff at one location to carry out
investigations by accessing contact records or recordings from any or
all sites. Reporting capabilities must allow for the reporting of a single
location or all locations within the network.

Remote System Access: The system must allow properly authorized
County administrators and investigators to remotely access the inmate
telephone system’s user interface and centrally stored data using
personal desktop or laptop computers that have not been provided by
the Respondent. Explain how remote access is accomplished.

Access to Recorded Contacts: Access and playback of recorded
contacts shall not require a manual media change. County desires that
inmate contact recordings be maintained on-line for a minimum of
three (3) years and be readily available for identification, selection
and playback. The search for and ability to playback recorded
contacts shall be performed on either a system Workstation at the
main facility, or may be accomplished by searching and retrieving
recorded contacts from other facilities covered under the scope of this
RFP. Remote access to contact recordings for authorized users
working from offsite PCs must also be provided.

Recording Playback Features: The system must provide two options

28



Fort Bend County RFP 18-021

33.1.34

33.1.35

33.1.36

33.1.37

for recording replay: 1) Begin the replay immediately while the audio
file is streaming, and 2) Allow the recording to be fully downloaded
to the computer’s hard drive before the investigator begins the replay.
With one or both of these replay options, the system must allow
investigators to slow-down the playback to better understand unclear
passages; pause and fast forward as needed; mark significant points
within a recording; add text notes that will remain with the recording
when it is copied to a DVD or other portable medium, and provide
the ability to replay a selected segment of a contact, once or many
times, without having to replay the entire recording.

Simultaneous Contact Retrieval for Investigations:  Multiple
authorized operators must be able to simultaneously access the
centralized recording database to retrieve contacts for investigations
without having to change or exchange recording media.

The system shall provide for an unlimited number of operators to
search and download recorded contacts across the WAN for all
facilities without the degradation of any and all facilities within the
provided WAN.

Inmate Management System Interfaces: Describe the Respondent’s
capability to provide software interfaces to other facility programs
that would, for example, allow inmate PINs to be automatically
transferred into the system’s database from the facility’s jail
management system, or would allow monies in an inmate’s
commissary account to be used for pre-paid inmate (debit) calls.
Describe how such interfaces would work. Respondent will be
financially responsible for paying for any such interface required for
these services.

Hot Alerts: Describe the system’s capability to provide hot alerts,
which will alert investigators when a specific contact is initiated.
System must provide capability for alerts to be emailed to
investigators, and for the contact to be forwarded to an investigator’s
telephone and/or cell phone for real-time monitoring of the contact in
progress. Such real-time monitoring must be undetectable by the
inmate and the other party and must not interfere with contact
recording.

Email or Download Contact Recordings: The system shall provide
the capability for investigators to email contact recordings directly
from the system’s user interface, and to download contact recordings
directly from the system to a local drive or to a “flash drive,” “thumb
drive,” or other removable storage device.
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33.1.38

33.1.39

33.1.40

33.1.41

33.1.42

Real-Time Contact Monitoring: The system must allow authorized
users to monitor ongoing inmate contacts in real-time, from an onsite
workstation or from a remote PC. Real-time contact monitoring must
not interfere with contact recording and must be undetectable by the
inmate and the other party. Explain in detail how your system will
provide these features.

Voice biometric: The proposed system must offer inmate voice
biometric technology that validates the inmate’s identity based on the
inmate PIN. The voice biometric feature must be fully integrated with
the proposed system. No fee may be charged for this function.
Explain in detail how your system will provide this feature.

Keyword Search: The proposed system should have a recording
scanning function that allows recorded contacts to be automatically or
selectively scanned for specified keywords or phrases that are of
special interest to investigators or facility administrators. Authorized
facility staff must be able to add or delete words or phrases of interest
on the scanning list as well as form groups of words or phrases into
categories. Users must be able to automatically produce transcribed
details of each recording for use in investigations. Additionally, the
keyword search feature must allow an alert to be sent out via email if
an inmate uses a word or phrase selected by the investigator.

Ownership of Information: Throughout the term of the contract and
upon termination or expiration of the contract, County shall own the
information and reports stored or produced by the inmate technology
system. Respondent shall be required to provide County with the
capability to access all such information and reports upon termination
or expiration of the contract. The Respondent must describe its plan
for meeting this requirement. A statement of concurrence with this
requirement must be included in Respondent’s proposal. County
shall not incur any expense for providing this service.

Existing and Historical Contact Recording Access: The Respondent
must make readily available in a usable format current and historical
recordings and contact detail records from the current system without
loss of information and playback ability. The Respondent must
describe its plan for this requirement. County shall not incur any
expense for this process.

33.2 Equipment specifications and additional items:

33.2.1

Four (4) standard TDD units and two (2) video relay service devices
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capable of functioning interchangeably with the proposed inmate
telephone system.

33.2.2 Five (5) of the 35 public video visitation terminals must be hands-free
and shall not require the user to pick up or hold a handset to participate
in the visit.

33.2.3 Six (6) of the 145 inmate video visitation terminals must be mobile and

capable of connecting in various parts of the Jail based on requirements
set by County and installed by Respondent.

33.24 Two (2) enrollment terminals will be required for public enrollment for
future visits and will be fully installed in the public video visitation
room.

33.25 Twenty five (25) earbuds or headphones, certified to work with all

audio related applications on provided tablets, provided to County each
month at no cost to County. This stock of earbuds or headphones are in
addition to the initial earbud or headphone, which is supplied with each
inmate tablet. This stock of earbuds or headphones is intended as
replacement equipment and will be used by County at sole discretion of
County.

33.2.6 Six (6) of the 68 multi-function kiosks must be mobile and capable of
connecting in various parts of the Jail based on requirements set by
County and installed by Respondent.

34.0 MAINTENANCE AND SUPPORT

34.1

34.2

34.3

Support and Service Capability: Each Respondent will maintain sole and absolute
responsibility for maintenance and service of the proposed system at no cost to County.
Respondent provided on-site technician, alternate technicians, trainers, and other staff
must pass background checks and be approved by County.

Trouble Help Desk: Respondent shall provide facility staff a toll-free Help Desk
number that can be reached 24 hours a day, 365 days a year to report system
problems. The Help Desk should be Respondent-run and staffed and located in the
United States. Respondents are required to detail in their proposal the location and
staffing of the help desk.

Ticket Escalation: Respondent must have and include in the proposal a well defined
escalation procedure for dealing with issues that are not resolved within the agreed
upon time frame. Upon contract award, the Respondent is to provide County with
specific names, titles, and personal-contact information for the individuals involved
in ticket escalation.
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34.4

345

34.6

34.7

34.8

External Customer Support: Respondent shall provide a Respondent-run and staffed
billing customer support help desk. Respondents are required to detail in their proposal
the location, staffing, and availability of the help desk; as well as the services provided
to the external party by this support group.

Training: At no additional cost to County, hands-on training is to be provided on-site
for all personnel using the proposed systems. Continuing education and training should
be made available either on-site or using a remote online feature without cost to the
County. Atno charge, the Respondent must provide, upon completion of training, one
(1) set of appropriate training documentation per installed facility. Describe, in the
proposal, the training program, including description of course and any applicable
documents or training aids.

Service and Support Policies: Respondent shall explain in detail the maintenance
service and support provided for the proposed systems, including the company’s
policy for updating the user interface software as new versions are released.

Trouble Ticket Flow and Escalation Procedures: Respondent shall explain in
detail the process for trouble tickets and the escalation procedures for service and
support issues.

On-site Technician: Respondent shall provide onsite technician familiar with and
able to maintain all proposed system hardware, including regular preventative
maintenance. On-site technician will also be responsible for:
e Providing reports and records to approved requestors on a one-time
and reoccurring basis
e Investigating and answering inmate requests regarding systems
provided by Respondent, including PIN theft complaints and other
topics as determined by County
e Activating and distributing new tablets to inmates as determined by
County
e Managing earbud or headphone replacement as determined by County
e Testifying on behalf of Respondent in court when required

For pricing purposes Respondent is to propose the following:

34.8.1 16 hours on-site per week for population less than 700 ADP

34.8.2 24 hours on-site per week for population greater than 700 ADP and
less than 1,100 ADP

34.8.3 40 hours on-site per week for population greater than 1,100 ADP

35.0 INSTALLATION

35.1

Installation Expense: Installation of the system shall be at the awarded Respondent's
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36.0

37.0

35.2

35.3

354

355

35.6

expense as will removal of same upon cancellation or completion of the contract. The
Respondent shall provide local service maintenance and replace equipment as
required. The Respondent shall be totally responsible for all equipment and service.

Risk of Loss: The risk of loss and/or damage of Respondent’s equipment will be
fully assumed by the Respondent during shipment, unloading and installation.

Delivery and Unloading: The Respondent must provide transportation to and
unloading at County's designated location. County will not be liable for any charges
for drayage, packing, cartage, boxing, insurance, crating or storage in addition to the
price proposed by the Respondent. All packing crates, boxes, paper, packing
materials, and all other such extraneous material shall be removed from the premises
by the Respondent at his/her expense after installation.

System Acceptance: System acceptance shall be determined by a consecutive thirty
(30) day period during which the system must function "error free". The Respondent
must work with County to determine the actual definition of "error free" operation.

Implementation Plan:  Respondent must submit with proposal a detailed
implementation plan that indicates the time and activities required for installation,
utility coordination, training, cut-over and testing. The system must be installed in a
manner and under a time-frame designed to minimize disruption of the normal
functioning of County and its security concerns. Any delay in Respondent's
implementation schedule that is caused by County personnel will increase the
Respondent'’s time allowed to cut-over by the length of such delay.

Staff: Respondent to provide details on the implementation and support staff that
will install and service the account.

BILLING

36.1

36.2

36.3

Responsibility for Billing and Collections: The Respondent shall be responsible for
billing and collections. Describe the Respondent’s billing and collection processes.

Responsibility for Fraudulent and Uncollectible Contacts: The Respondent shall be
responsible for any financial losses due to fraudulent billing and/or uncollectible
contacts. The Respondent must agree that any losses due to fraudulent contacts or
uncollectible bills will not be subtracted from the gross revenue prior to the
calculation of commission.

Responsibility for Monthly Line Fees: The Respondent shall assume the responsibility
for all monthly line fees associated with the system.

RATES AND COMMISSION
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37.1 Rates:

37.2

37.1.1

37.1.2

37.1.3

37.1.4

37.1.5

Commission:

37.2.1

Respondent shall define the proposed flat calling rates for all
domestic calls. All international calls will also be a flat rate, but may
be different from the domestic call rate. All call rates must be in
compliance with current FCC rate caps. Rates for debit calls and
collect calls should be listed and described separately in response, but
should be consistent.

Respondent must describe any other fees or charges over and above
the approved call rates, other than normal taxes, that will be included
in the cost of a call. If applicable, any fees charged to the called
party, including any potential additional fees or charges to called
parties for optional features that the facility might choose.

Respondent shall define the proposed remote visitation rates,
including fees for additional or optional features.

Respondent shall define the proposed tablet rates including rental,
purchase, and usage fees for all revenue based features and services.

Respondent shall define the proposed rates for any and all other
revenue generating features and services available to inmates and
public users covered under this RFP.

Respondent shall pay a percentage of the revenue generated by inmate
calls of all types, whether collect or prepaid. Respondent shall pay a
percentage of the revenue generated by all remote video visits.
Respondent shall pay a percentage of the revenue generated by all
tablet rentals, purchases, and revenue generating application usage.
Respondent shall pay a percentage of the revenue generated by all
electronic messages. Respondent shall pay a percentage of the
revenue generated by all other revenue generating applications and
systems approved to be used by County. All completed calls that
generate revenue for the Respondent, third parties or sub-
Respondents utilized in the performance of this contract, regardless of
the call’s classification, are considered part of “Gross Billed
Revenue” and are subject to the same commission proposed, not an
alternate commission percentage or bonus. The agreed upon
commission rate shall remain fixed during the contract term, unless
County and the Respondent mutually agree to modify the commission
rate at any time during the contract term.
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37.2.2 Commission shall be paid monthly. The Respondent shall provide with
each commission payment, revenue detail reports that clearly show
total revenue from each inmate telephone, broken down by call type, as
well as total revenue for all calls during the billing period. Call
revenues must be verifiable at the on-site system workstation and by
remote access from original call detail reports. Commission created
from all products and services should be broken down in a similar way
as described for call revenue. Explain how your system will break
down commission by revenue stream.

37.2.3 Commission paid shall be based on the agreed upon percentage of all
revenue generated by all revenue generating products and services
through the system during the billing cycle, without deductions for
fraudulent or uncollectible bills.

37.24 Rates and commission shall be split into two categories:

37.24.1 Revenue generated via transactions from an inmate’s
commissary account, as determined by final contract,
will result in commissions being paid to the Sheriff’s
commissary fund.

37.24.2 All other commissions will be paid to County.

38.0 COMPANY BACKGROUND

38.1 Experience, Expertise and Qualifications: Respondent’s Resume — Provide a detailed
description of Respondent’s experience within the last five (5) years, including:

Any and all names used to provide inmate telephone services. Include
the following information:

> Areas served

» Credentials, licenses and abilities of Respondent

» Provide criteria and procedures used in hiring, training and
monitoring staff

38.2  Proposed Organizational Charts and Staffing: Provide an organizational chart that
describes the Respondent's overall organization. Describe management structure,
sufficiency of resources and rationalization for allocation of resources.

38.3 Staff Resumes: Respondent shall provide resumes of all owners and technical
managerial personnel who will be assigned to the project in the event of award,
including a description of anticipated roles in the project. All resumes must clearly
indicate skills commensurate with the technical and professional requirements of this
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RFP. Information on related experience, education and knowledge should include a
delineation of work on specific projects, which relate to County's requirements. You
do NOT need to include the # of line staff unless they have decision-making authority
in the performance of their duties.

38.4 Government Contracts: List of similar Government contracts and include type of
contracted services, length of contract, performance outcomes, and compliance
issues. Please explain if Respondent or any of its officers are presently the target or
subject of any investigation, accusation or charges by any federal, State or local law
enforcement, licensing or certification body.

38.5 Fiscal: Provide the following information for the last three (3) fiscal years:

» Audited financial statements with applicable notes;

» Independent Auditor's Report on Compliance and Internal
Control over Financial Report based on an Audit of the
Financial Statements in Accordance with Government
Account Standards;

» Independent Auditor's Statement of Findings and Questioned
Costs.

If Respondent has not had an audit conducted within the past three (3)
fiscal years, Respondent shall provide the following:

Unaudited financial statements for the last three (3) fiscal years:
» Statement of Financial Position (Balance Sheet);
» Statement of Activities (Income Statement);
» Statement of Cash Flows.

39.0 COMPANY BACKGROUND

39.1 Demonstration: County may require a demonstration of Respondent’s proposed
system and software during the presentation phase. In addition, County may conduct
a site visit of the two (2) highest evaluated firms to ensure proposed solution is
operational in a current jail setting.

39.2 Value added services: Please list any additional value added features or services that
may benefit Fort Bend County. These should be categorized as “Cost to County” or
“No Cost to County”. Any associated fees or charges to the county, inmate or called
party must be identified in the Respondent’s response.

40.0 EVALUATION CRITERIA:

In order to facilitate the analysis of responses to this Proposal, Respondents are required to prepare
their proposals in accordance with the instructions outlined in this part. Proposals should
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be prepared as simply as possible and provide a straightforward, concise description of the
Respondent’s capabilities to satisfy the requirements of the Proposal. Emphasis should be
concentrated on accuracy, completeness, and clarity of content. All parts, pages, figures, and tables
should be numbered and clearly labeled.

40.1

40.2

40.3

40.4

Respondents are required to follow the outline below when preparing their proposals:

Tab  Title
Title Page
Letter of Transmittal
Table of Contents
Executive Summary

Technical

Rate and Revenue Generation Plan and Commission Percentage
Maintenance and Support

Company Background

Value Added Features and Services

Installation

Required forms

~NOoO OBk Wb

Any exceptions to the Proposal requirements shall be identified in the applicable
section.

Executive Summary - This part of the response to the Proposal should be limited to a
brief narrative highlighting the Respondent’s proposal. This section should not
include cost quotations. Note that the executive summary should identify the primary
contacts for the Respondent.
Respondents will be evaluated utilizing the factors, as weighted below:
Tab 1

Technical (weight factor = 25%)

» Hardware, software, and minimum technical requirements.

Tab 2

Rate and Revenue Generation Plan and Commission Percentage (weight
factor = 20%)

> Rate options, including customizable options, and number of other

revenue generating options. Commission available for different
revenue generating options.
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Tab 3

Tab 4

Tab 5

Tab 6

Tab 7

Maintenance and Support (weight factor = 20%)
> Availability and quality of on-going support and maintenance
procedures and personnel. Multi-layer support structure. Training
options. Support plan, trouble ticket flow and escalation procedures.

Company Background (weight factor = 10%)

» Market share, number of employees, experience providing proposed
services, name/qualifications/experience of staff.

Value Added Features and Services (weight factor = 10%)

> Features and services available which will add value to our
relationship with Respondent and products they propose.

Installation (weight factor = 10%)

» Implementation plan and staff resumes

Overall Completeness of Proposal (weight factor = 5%)

» Proof of Insurance, completed respondent forms, completed W9
form, completed debt form

41.0 EVALUATION PROCESS:

41.1

After the proposals are received, the evaluation team shall evaluate each proposal that
was timely submitted and the evaluation shall be based on the criteria listed in the
proposal. Selection committee members will conduct a quantitative evaluation
according to a numerical ranking system and a qualitative evaluation for over all
proposal content and its conformance to requirements. The entire evaluation
committee will then meet to discuss the strong and weak points of each proposal to
assure that it has been evaluated fairly, impartially and comprehensively. Following
this initial evaluation, the evaluation team may recommend contract award without
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41.2

41.3

41.4

41.5

41.6

further discussion with Vendor(s), or the firms submitting the top rated proposals
may be asked to make an oral presentation to the evaluation team for the propose of
further clarification and evaluation of the proposals.

If oral presentations are scheduled, the representatives of the firm who will be
directly assigned to the account must be present at the interview. During the
interview portion of the meeting, the evaluation team shall advise the Respondent of
deficiencies in the proposal, if any, and shall allow the Respondent to satisfy the
requirements, questions, or concerns by submitting a final offer. The Respondent
may choose not to modify their proposal and may inform Fort Bend County that the
offer is firm and final.

The evaluation team shall not disclose any information included in a Respondent’s
proposal to another firm during the RFP process and shall not disclose any
information for the purpose of bringing one firm’s proposal up to that of a
competitor’s proposal.

After final offers are received, the evaluation team shall reevaluate each of the final
offers, including those deemed final at the interview. The final offers shall be
evaluated on the same criteria used in the first evaluation.

Fort Bend County reserves the right to reject any and all proposals received for any
reason that would be to the benefit of Fort Bend County.

All proposals submitted are to be valid for a period of ninety (90) days.

420 AWARD:

The County will select the respondent whose proposal is the highest evaluated and responsible for
the County. Contractual commitments are contingent upon the availability of funds, as evidenced by
the issuance of a purchase order. All contracts are subject to the approval of the County’s legal
counsel and Commissioners’ Court, prior to execution. Once awarded, the contract will be the final
expression of the agreement between the parties and may not be altered, changed, or amended except
by mutual agreement, in writing.

440 CONTRACTUAL OBLIGATIONS:

This Request for Proposals, response and associated documentation, any negotiations and final
contract, when properly accepted by Fort Bend County, shall constitute a contract equally binding
between the Vendor and Fort Bend Sheriffs Office.

450 TERM:

45.1

The contract resulting from this RFP will have an initial period starting 30 days
after execution of agreement and continues through November 30, 2018. Fort
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Bend County may request to renew the original contract as amended from time to
time, at the same terms, conditions, and pricing. Each renewal, if any, will be in
one (1) year increments, not to exceed four (4) additional years past the initial
term.
45.2  This contract may be terminated by either party for any reason by giving ninety
(90) days written notice of intent to terminate.
46.0 REQUIRED FORMS:
All respondents submitting are required to complete the attached and return with submission:
37.1 Vendor Form
37.2 W9 Form
37.3 Tax Form/Debt/Residence Certification
47.0 EXHIBITS:
Exhibit 1: Housing Unit Breakdown — Jail

Exhibit 2: Housing Unit Breakdown — Juvenile Detention

Exhibit 3: Inmate Tech Activity
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w-9
Form

(Rev. December 2014)

Department of the Treasury
Internal Revenue Service

Request for Taxpayer
Identification Number and Certification

Give Form to the
requester. Do not
send to the IRS.

1 Name (as shown on your income tax return). Name is required on this line; do not leave this line blank.

2 Business name/disregarded entity name, if different from above

hdividual/sole proprietor or
===ingle-member LLC

C Corporation

he tax classification of the single-member owner.

Print or type

Dther (see instructions) »

3 Check appropriate box for federal tax classification; check only one of the followi
5 Corporation

imited liability company. Enter the tax classification (C=C corporation, S=S corporation, P=partnership) »
ote. For a single-member LLC that is disregarded, do not check LLC; check the appropriate box in the line above for

ina seven boxes: 4 Exemptions (codes apply only to
X certain entities, not individuals; see
Partnership lrust/estate | instructions on page 3):

Exempt payee code (if any)

Exemption from FATCA reporting
code (if any)

(Applies to accounts maintained outside the U.S.)

Address (number, street, and apt. or suite no.)

Requester’s name and address (optional)

6 City, state, and ZIP code

See Specific Instructions on page 2.

7 List account number(s) here (optional)

Taxpayer Identification Number (TIN)

Enter your TIN in the appropriate box. The TIN provided must match the name given on line 1 to avoid
backup withholding. For individuals, this is generally your social security number (SSN). However, for a
resident alien, sole proprietor, or disregarded entity, see the Part | instructions on page 3. For other - -
entities, it is your employer identification number (EIN). If you do not have a number, see How to get a

TIN on page 3.

Note. If the account is in more than one name, see the instructions for line 1 and the chart on page 4 for [ Employer identification number

guidelines on whose number to enter.

| Social security number

or

Part i Certification

Under penalties of perjury, | certify that:

1. The number shown on this form is my correct taxpayer identification number (or | am waiting for a number to be issued to me); and

2. | am not subject to backup withholding because: (a) | am exempt from backup withholding, or (b) | have not been notified by the Internal Revenue
Service (IRS) that | am subject to backup withholding as a result of a failure to report all interest or dividends, or (c) the IRS has notified me that | am

no longer subject to backup withholding; and

3. Iam a U.S. citizen or other U.S. person (defined below); and

4. The FATCA code(s) entered on this form (if any) indicating that | am exempt from FATCA reporting is correct.

Certification instructions. You must cross out item 2 above if you have been notified by the IRS that you are currently subject to backup withholding
because you have failed to report all interest and dividends on your tax return. For real estate transactions, item 2 does not apply. For mortgage
interest paid, acquisition or abandonment of secured property, cancellation of debt, contributions to an individual retirement arrangement (IRA), and
generally, payments other than interest and dividends, you are not required to sign the certification, but you must provide your correct TIN. See the

instructions on page 3.

Slgn Signature of
Here U.S. person >

Date >

General Instructions
Section references are to the Internal Revenue Code unless otherwise noted.

Future developments. Information about developments affecting Form W-9 (such
as legislation enacted after we release it) is at www.irs.gov/fw9.

Purpose of Form

An individual or entity (Form W-9 requester) who is required to file an information
return with the IRS must obtain your correct taxpayer identification number (TIN)
which may be your social security number (SSN), individual taxpayer identification
number (ITIN), adoption taxpayer identification number (ATIN), or employer
identification number (EIN), to report on an information return the amount paid to
you, or other amount reportable on an information return. Examples of information
returns include, but are not limited to, the following:

e Form 1099-INT (interest earned or paid)

e Form 1099-DIV (dividends, including those from stocks or mutual funds)

® Form 1099-MISC (various types of income, prizes, awards, or gross proceeds)

® Form 1099-B (stock or mutual fund sales and certain other transactions by
brokers)

® Form 1099-S (proceeds from real estate transactions)
® Form 1099-K (merchant card and third party network transactions)

* Form 1098 (home mortgage interest), 1098-E (student loan interest), 1098-T
(tuition)
® Form 1099-C (canceled debt)
* Form 1099-A (acquisition or abandonment of secured property)

Use Form W-9 only if you are a U.S. person (including a resident alien), to
provide your correct TIN.

If you do not return Form W-9 to the requester with a TIN, you might be subject
to backup withholding. See What is backup withholding? on page 2.

By signing the filled-out form, you:

1. Certify that the TIN you are giving is correct (or you are waiting for a number
to be issued),

2. Certify that you are not subject to backup withholding, or

3. Claim exemption from backup withholding if you are a U.S. exempt payee. If
applicable, you are also certifying that as a U.S. person, your allocable share of

any partnership income from a U.S. trade or business is not subject to the
withholding tax on foreign partners' share of effectively connected income, and

4. Certify that FATCA code(s) entered on this form (if any) indicating that you are
exempt from the FATCA reporting, is correct. See What is FATCA reporting? on
page 2 for further information.

Cat. No. 10231X

Form W=9 (Rev. 12-2014)



Form W-9 (Rev. 12-2014)

Page 2

Note. If you are a U.S. person and a requester gives you a form other than Form
W-9 to request your TIN, you must use the requester’s form if it is substantially
similar to this Form W-9.

Definition of a U.S. person. For federal tax purposes, you are considered a U.S.
person if you are:

¢ An individual who is a U.S. citizen or U.S. resident alien;

* A partnership, corporation, company, or association created or organized in the
United States or under the laws of the United States;

* An estate (other than a foreign estate); or
¢ A domestic trust (as defined in Regulations section 301.7701-7).

Special rules for partnerships. Partnerships that conduct a trade or business in
the United States are generally required to pay a withholding tax under section
1446 on any foreign partners’ share of effectively connected taxable income from
such business. Further, in certain cases where a Form W-9 has not been received,
the rules under section 1446 require a partnership to presume that a partner is a
foreign person, and pay the section 1446 withholding tax. Therefore, if you are a
U.S. person that is a partner in a partnership conducting a trade or business in the
United States, provide Form W-9 to the partnership to establish your U.S. status
and avoid section 1446 withholding on your share of partnership income.

In the cases below, the following person must give Form W-9 to the partnership
for purposes of establishing its U.S. status and avoiding withholding on its
allocable share of net income from the partnership conducting a trade or business
in the United States:

¢ In the case of a disregarded entity with a U.S. owner, the U.S. owner of the
disregarded entity and not the entity;

¢ In the case of a grantor trust with a U.S. grantor or other U.S. owner, generally,
the U.S. grantor or other U.S. owner of the grantor trust and not the trust; and

¢ In the case of a U.S. trust (other than a grantor trust), the U.S. trust (other than a
grantor trust) and not the beneficiaries of the trust.

Foreign person. If you are a foreign person or the U.S. branch of a foreign bank
that has elected to be treated as a U.S. person, do not use Form W-9. Instead, use
the appropriate Form W-8 or Form 8233 (see Publication 515, Withholding of Tax
on Nonresident Aliens and Foreign Entities).

Nonresident alien who becomes a resident alien. Generally, only a nonresident
alien individual may use the terms of a tax treaty to reduce or eliminate U.S. tax on
certain types of income. However, most tax treaties contain a provision known as
a “saving clause.” Exceptions specified in the saving clause may permit an
exemption from tax to continue for certain types of income even after the payee
has otherwise become a U.S. resident alien for tax purposes.

If you are a U.S. resident alien who is relying on an exception contained in the
saving clause of a tax treaty to claim an exemption from U.S. tax on certain types
of income, you must attach a statement to Form W-9 that specifies the following
five items:

1. The treaty country. Generally, this must be the same treaty under which you
claimed exemption from tax as a nonresident alien.

2. The treaty article addressing the income.

3. The article number (or location) in the tax treaty that contains the saving
clause and its exceptions.

4. The type and amount of income that qualifies for the exemption from tax.

5. Sufficient facts to justify the exemption from tax under the terms of the treaty
article.

Example. Article 20 of the U.S.-China income tax treaty allows an exemption
from tax for scholarship income received by a Chinese student temporarily present
in the United States. Under U.S. law, this student will become a resident alien for
tax purposes if his or her stay in the United States exceeds 5 calendar years.
However, paragraph 2 of the first Protocol to the U.S.-China treaty (dated April 30,
1984) allows the provisions of Article 20 to continue to apply even after the
Chinese student becomes a resident alien of the United States. A Chinese student
who qualifies for this exception (under paragraph 2 of the first protocol) and is
relying on this exception to claim an exemption from tax on his or her scholarship
or fellowship income would attach to Form W-9 a statement that includes the
information described above to support that exemption.

If you are a nonresident alien or a foreign entity, give the requester the
appropriate completed Form W-8 or Form 8233.

Backup Withholding

What is backup withholding? Persons making certain payments to you must
under certain conditions withhold and pay to the IRS 28% of such payments. This
is called “backup withholding.” Payments that may be subject to backup
withholding include interest, tax-exempt interest, dividends, broker and barter
exchange transactions, rents, royalties, nonemployee pay, payments made in
settlement of payment card and third party network transactions, and certain
payments from fishing boat operators. Real estate transactions are not subject to
backup withholding.

You will not be subject to backup withholding on payments you receive if you
give the requester your correct TIN, make the proper certifications, and report all
your taxable interest and dividends on your tax return.

Payments you receive will be subject to backup withholding if:
1. You do not furnish your TIN to the requester,

2. You do not certify your TIN when required (see the Part Il instructions on page
3 for details),

3. The IRS tells the requester that you furnished an incorrect TIN,

4. The IRS tells you that you are subject to backup withholding because you did
not report all your interest and dividends on your tax return (for reportable interest
and dividends only), or

5. You do not certify to the requester that you are not subject to backup
withholding under 4 above (for reportable interest and dividend accounts opened
after 1983 only).

Certain payees and payments are exempt from backup withholding. See Exempt
payee code on page 3 and the separate Instructions for the Requester of Form
W-9 for more information.

Also see Special rules for partnerships above.

What is FATCA reporting?

The Foreign Account Tax Compliance Act (FATCA) requires a participating foreign
financial institution to report all United States account holders that are specified
United States persons. Certain payees are exempt from FATCA reporting. See
Exemption from FATCA reporting code on page 3 and the Instructions for the
Requester of Form W-9 for more information.

Updating Your Information

You must provide updated information to any person to whom you claimed to be
an exempt payee if you are no longer an exempt payee and anticipate receiving
reportable payments in the future from this person. For example, you may need to
provide updated information if you are a C corporation that elects to be an S
corporation, or if you no longer are tax exempt. In addition, you must furnish a new
Form W-9 if the name or TIN changes for the account; for example, if the grantor
of a grantor trust dies.

Penalties

Failure to furnish TIN. If you fail to furnish your correct TIN to a requester, you are
subject to a penalty of $50 for each such failure unless your failure is due to
reasonable cause and not to willful neglect.

Civil penalty for false information with respect to withholding. If you make a
false statement with no reasonable basis that results in no backup withholding,
you are subject to a $500 penalty.

Criminal penalty for falsifying information. Willfully falsifying certifications or
affirmations may subject you to criminal penalties including fines and/or
imprisonment.

Misuse of TINs. If the requester discloses or uses TINs in violation of federal law,
the requester may be subject to civil and criminal penalties.

Specific Instructions

Line 1

You must enter one of the following on this line; do not leave this line blank. The
name should match the name on your tax return.

If this Form W-9 is for a joint account, list first, and then circle, the name of the
person or entity whose number you entered in Part | of Form W-9.

a. Individual. Generally, enter the name shown on your tax return. If you have
changed your last name without informing the Social Security Administration (SSA)
of the name change, enter your first name, the last name as shown on your social
security card, and your new last name.

Note. ITIN applicant: Enter your individual name as it was entered on your Form
W-7 application, line 1a. This should also be the same as the name you entered on
the Form 1040/1040A/1040EZ you filed with your application.

b. Sole proprietor or single-member LLC. Enter your individual name as
shown on your 1040/1040A/1040EZ on line 1. You may enter your business, trade,
or “doing business as” (DBA) name on line 2.

c. Partnership, LLC that is not a single-member LLC, C Corporation, or S
Corporation. Enter the entity's name as shown on the entity's tax return on line 1
and any business, trade, or DBA name on line 2.

d. Other entities. Enter your name as shown on required U.S. federal tax
documents on line 1. This name should match the name shown on the charter or
other legal document creating the entity. You may enter any business, trade, or
DBA name on line 2.

e. Disregarded entity. For U.S. federal tax purposes, an entity that is
disregarded as an entity separate from its owner is treated as a “disregarded
entity.” See Regulations section 301.7701-2(c)(2)(iii). Enter the owner's name on
line 1. The name of the entity entered on line 1 should never be a disregarded
entity. The name on line 1 should be the name shown on the income tax return on
which the income should be reported. For example, if a foreign LLC that is treated
as a disregarded entity for U.S. federal tax purposes has a single owner that is a
U.S. person, the U.S. owner's name is required to be provided on line 1. If the
direct owner of the entity is also a disregarded entity, enter the first owner that is
not disregarded for federal tax purposes. Enter the disregarded entity's name on
line 2, “Business name/disregarded entity name.” If the owner of the disregarded
entity is a foreign person, the owner must complete an appropriate Form W-8
instead of a Form W-9. This is the case even if the foreign person has a U.S. TIN.
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Line 2

If you have a business name, trade name, DBA name, or disregarded entity name,
you may enter it on line 2.

Line 3

Check the appropriate box in line 3 for the U.S. federal tax classification of the
person whose name is entered on line 1. Check only one box in line 3.

Limited Liability Company (LLC). If the name on line 1 is an LLC treated as a
partnership for U.S. federal tax purposes, check the “Limited Liability Company”
box and enter “P” in the space provided. If the LLC has filed Form 8832 or 2553 to
be taxed as a corporation, check the “Limited Liability Company” box and in the
space provided enter “C” for C corporation or “S” for S corporation. If it is a
single-member LLC that is a disregarded entity, do not check the “Limited Liability
Company” box; instead check the first box in line 3 “Individual/sole proprietor or
single-member LLC.”

Line 4, Exemptions

If you are exempt from backup withholding and/or FATCA reporting, enter in the
appropriate space in line 4 any code(s) that may apply to you.

Exempt payee code.

¢ Generally, individuals (including sole proprietors) are not exempt from backup
withholding.

e Except as provided below, corporations are exempt from backup withholding
for certain payments, including interest and dividends.

e Corporations are not exempt from backup withholding for payments made in
settlement of payment card or third party network transactions.

e Corporations are not exempt from backup withholding with respect to attorneys'
fees or gross proceeds paid to attorneys, and corporations that provide medical or
health care services are not exempt with respect to payments reportable on Form
1099-MISC.

The following codes identify payees that are exempt from backup withholding.
Enter the appropriate code in the space in line 4.

1—An organization exempt from tax under section 501(a), any IRA, or a
custodial account under section 403(b)(7) if the account satisfies the requirements
of section 401(f)(2)

2—The United States or any of its agencies or instrumentalities

3—A state, the District of Columbia, a U.S. commonwealth or possession, or
any of their political subdivisions or instrumentalities

4—A foreign government or any of its political subdivisions, agencies, or
instrumentalities

5—A corporation

6—A dealer in securities or commodities required to register in the United
States, the District of Columbia, or a U.S. commonwealth or possession

7—A futures commission merchant registered with the Commodity Futures
Trading Commission

8—A real estate investment trust

9—An entity registered at all times during the tax year under the Investment
Company Act of 1940

10—A common trust fund operated by a bank under section 584(a)
11—A financial institution

12—A middleman known in the investment community as a nominee or
custodian

13—A trust exempt from tax under section 664 or described in section 4947

The following chart shows types of payments that may be exempt from backup
withholding. The chart applies to the exempt payees listed above, 1 through 13.

IF the payment is for. .. THEN the payment is exempt for . ..

Interest and dividend payments All exempt payees except

for 7

Broker transactions Exempt payees 1 through 4 and 6
through 11 and all C corporations. S
corporations must not enter an exempt
payee code because they are exempt
only for sales of noncovered securities

acquired prior to 2012.

Barter exchange transactions and
patronage dividends

Exempt payees 1 through 4

Payments over $600 required to be
reported and direct sales over $5,000

Generally, exempt payees

! 1 through 52

Payments made in settlement of
payment card or third party network
transactions

Exempt payees 1 through 4

"See Form 1099-MISC, Miscellaneous Income, and its instructions.

®However, the following payments made to a corporation and reportable on Form
1099-MISC are not exempt from backup withholding: medical and health care
payments, attorneys' fees, gross proceeds paid to an attorney reportable under
section 6045(f), and payments for services paid by a federal executive agency.

Exemption from FATCA reporting code. The following codes identify payees
that are exempt from reporting under FATCA. These codes apply to persons
submitting this form for accounts maintained outside of the United States by
certain foreign financial institutions. Therefore, if you are only submitting this form
for an account you hold in the United States, you may leave this field blank.
Consult with the person requesting this form if you are uncertain if the financial
institution is subject to these requirements. A requester may indicate that a code is
not required by providing you with a Form W-9 with “Not Applicable” (or any
similar indication) written or printed on the line for a FATCA exemption code.

A—An organization exempt from tax under section 501(a) or any individual
retirement plan as defined in section 7701(a)(37)

B—The United States or any of its agencies or instrumentalities

C—A state, the District of Columbia, a U.S. commonwealth or possession, or
any of their political subdivisions or instrumentalities

D—A corporation the stock of which is regularly traded on one or more
established securities markets, as described in Regulations section
1.1472-1(c)(1)(i)

E—A corporation that is a member of the same expanded affiliated group as a
corporation described in Regulations section 1.1472-1(c)(1)(i)

F—A dealer in securities, commodities, or derivative financial instruments
(including notional principal contracts, futures, forwards, and options) that is
registered as such under the laws of the United States or any state

G—A real estate investment trust

H—A regulated investment company as defined in section 851 or an entity
registered at all times during the tax year under the Investment Company Act of
1940

|—A common trust fund as defined in section 584(a)

J—A bank as defined in section 581

K—A broker

L—A trust exempt from tax under section 664 or described in section 4947(a)(1)
M—A tax exempt trust under a section 403(b) plan or section 457(g) plan

Note. You may wish to consult with the financial institution requesting this form to
determine whether the FATCA code and/or exempt payee code should be
completed.

Line 5

Enter your address (number, street, and apartment or suite number). This is where
the requester of this Form W-9 will mail your information returns.

Line 6

Enter your city, state, and ZIP code.

Part I. Taxpayer Identification Number (TIN)

Enter your TIN in the appropriate box. If you are a resident alien and you do not
have and are not eligible to get an SSN, your TIN is your IRS individual taxpayer
identification number (ITIN). Enter it in the social security number box. If you do not
have an ITIN, see How to get a TIN below.

If you are a sole proprietor and you have an EIN, you may enter either your SSN
or EIN. However, the IRS prefers that you use your SSN.

If you are a single-member LLC that is disregarded as an entity separate from its
owner (see Limited Liability Company (LLC) on this page), enter the owner’s SSN
(or EIN, if the owner has one). Do not enter the disregarded entity’s EIN. If the LLC
is classified as a corporation or partnership, enter the entity’s EIN.

Note. See the chart on page 4 for further clarification of name and TIN
combinations.

How to get a TIN. If you do not have a TIN, apply for one immediately. To apply
for an SSN, get Form SS-5, Application for a Social Security Card, from your local
SSA office or get this form online at www.ssa.gov. You may also get this form by
calling 1-800-772-1213. Use Form W-7, Application for IRS Individual Taxpayer
Identification Number, to apply for an ITIN, or Form SS-4, Application for Employer
Identification Number, to apply for an EIN. You can apply for an EIN online by
accessing the IRS website at www.irs.gov/businesses and clicking on Employer
Identification Number (EIN) under Starting a Business. You can get Forms W-7 and
SS-4 from the IRS by visiting IRS.gov or by calling 1-800-TAX-FORM
(1-800-829-3676).

If you are asked to complete Form W-9 but do not have a TIN, apply for a TIN
and write “Applied For” in the space for the TIN, sign and date the form, and give it
to the requester. For interest and dividend payments, and certain payments made
with respect to readily tradable instruments, generally you will have 60 days to get
a TIN and give it to the requester before you are subject to backup withholding on
payments. The 60-day rule does not apply to other types of payments. You will be
subject to backup withholding on all such payments until you provide your TIN to
the requester.

Note. Entering “Applied For” means that you have already applied for a TIN or that
you intend to apply for one soon.

Caution: A disregarded U.S. entity that has a foreign owner must use the
appropriate Form W-8.
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Part Il. Certification

To establish to the withholding agent that you are a U.S. person, or resident alien,
sign Form W-9. You may be requested to sign by the withholding agent even if
items 1, 4, or 5 below indicate otherwise.

For a joint account, only the person whose TIN is shown in Part | should sign
(when required). In the case of a disregarded entity, the person identified on line 1
must sign. Exempt payees, see Exempt payee code earlier.

Signature requirements. Complete the certification as indicated in items 1
through 5 below.

1. Interest, dividend, and barter exchange accounts opened before 1984
and broker accounts considered active during 1983. You must give your
correct TIN, but you do not have to sign the certification.

2. Interest, dividend, broker, and barter exchange accounts opened after
1983 and broker accounts considered inactive during 1983. You must sign the
certification or backup withholding will apply. If you are subject to backup
withholding and you are merely providing your correct TIN to the requester, you
must cross out item 2 in the certification before signing the form.

3. Real estate transactions. You must sign the certification. You may cross out
item 2 of the certification.

4. Other payments. You must give your correct TIN, but you do not have to sign
the certification unless you have been notified that you have previously given an
incorrect TIN. “Other payments” include payments made in the course of the
requester’s trade or business for rents, royalties, goods (other than bills for
merchandise), medical and health care services (including payments to
corporations), payments to a nonemployee for services, payments made in
settlement of payment card and third party network transactions, payments to
certain fishing boat crew members and fishermen, and gross proceeds paid to
attorneys (including payments to corporations).

5. Mortgage interest paid by you, acquisition or abandonment of secured
property, cancellation of debt, qualified tuition program payments (under
section 529), IRA, Coverdell ESA, Archer MSA or HSA contributions or
distributions, and pension distributions. You must give your correct TIN, but you
do not have to sign the certification.

What Name and Number To Give the Requester

For this type of account: Give name and SSN of:

1. Individual The individual
2. Two or more individuals (joint The actual owner of the account or,
account) if combined funds, the first

individual on the account’

3. Custodian account of a minor
(Uniform Gift to Minors Act)

4. a. The usual revocable savings
trust (grantor is also trustee)
b. So-called trust account that is
not a legal or valid trust under
state law

5. Sole proprietorship or disregarded
entity owned by an individual

6. Grantor trust filing under Optional
Form 1099 Filing Method 1 (see
Regulations section 1.671-4(b)(2)(i)
(A)

The minor’
The grantor-trustee’

The actual owner'

The owner’

The grantor*

For this type of account: Give name and EIN of:

7. Disregarded entity not owned by an | The owner
individual

. A valid trust, estate, or pension trust | Legal entity’

© ®

Corporation or LLC electing
corporate status on Form 8832 or
Form 2553

10. Association, club, religious,
charitable, educational, or other tax-
exempt organization

11. Partnership or multi-member LLC
12. A broker or registered nominee

The corporation

The organization

The partnership
The broker or nominee

13. Account with the Department of
Agriculture in the name of a public
entity (such as a state or local
government, school district, or
prison) that receives agricultural
program payments

14. Grantor trust filing under the Form
1041 Filing Method or the Optional
Form 1099 Filing Method 2 (see
Regulations section 1.671-4(b)(2)(i)
B)

The public entity

The trust

" List first and circle the name of the person whose number you furnish. If only one personon a
joint account has an SSN, that person’s number must be furnished.

? Gircle the minor’s name and furnish the minor's SSN.

3You must show your individual name and you may also enter your business or DBA name on
the “Business name/disregarded entity” name line. You may use either your SSN or EIN (if you
have one), but the IRS encourages you to use your SSN.

4 List first and circle the name of the trust, estate, or pension trust. (Do not furnish the TIN of the
personal representative or trustee unless the legal entity itself is not designated in the account
title.) Also see Special rules for partnerships on page 2.

*Note. Grantor also must provide a Form W-9 to trustee of trust.

Note. If no name is circled when more than one name is listed, the number will be

considered to be that of the first name listed.

Secure Your Tax Records from Identity Theft

Identity theft occurs when someone uses your personal information such as your
name, SSN, or other identifying information, without your permission, to commit
fraud or other crimes. An identity thief may use your SSN to get a job or may file a
tax return using your SSN to receive a refund.

To reduce your risk:
¢ Protect your SSN,
® Ensure your employer is protecting your SSN, and
® Be careful when choosing a tax preparer.

If your tax records are affected by identity theft and you receive a notice from
the IRS, respond right away to the name and phone number printed on the IRS
notice or letter.

If your tax records are not currently affected by identity theft but you think you
are at risk due to a lost or stolen purse or wallet, questionable credit card activity
or credit report, contact the IRS Identity Theft Hotline at 1-800-908-4490 or submit
Form 14039.

For more information, see Publication 4535, Identity Theft Prevention and Victim
Assistance.

Victims of identity theft who are experiencing economic harm or a system
problem, or are seeking help in resolving tax problems that have not been resolved
through normal channels, may be eligible for Taxpayer Advocate Service (TAS)
assistance. You can reach TAS by calling the TAS toll-free case intake line at
1-877-777-4778 or TTY/TDD 1-800-829-4059.

Protect yourself from suspicious emails or phishing schemes. Phishing is the
creation and use of email and websites designed to mimic legitimate business
emails and websites. The most common act is sending an email to a user falsely
claiming to be an established legitimate enterprise in an attempt to scam the user
into surrendering private information that will be used for identity theft.

The IRS does not initiate contacts with taxpayers via emails. Also, the IRS does
not request personal detailed information through email or ask taxpayers for the
PIN numbers, passwords, or similar secret access information for their credit card,
bank, or other financial accounts.

If you receive an unsolicited email claiming to be from the IRS, forward this
message to phishing@irs.gov. You may also report misuse of the IRS name, logo,
or other IRS property to the Treasury Inspector General for Tax Administration
(TIGTA) at 1-800-366-4484. You can forward suspicious emails to the Federal
Trade Commission at: spam@uce.gov or contact them at www.ftc.gov/idtheft or
1-877-IDTHEFT (1-877-438-4338).

Visit IRS.gov to learn more about identity theft and how to reduce your risk.

Privacy Act Notice

Section 6109 of the Internal Revenue Code requires you to provide your correct
TIN to persons (including federal agencies) who are required to file information
returns with the IRS to report interest, dividends, or certain other income paid to
you; mortgage interest you paid; the acquisition or abandonment of secured
property; the cancellation of debt; or contributions you made to an IRA, Archer
MSA, or HSA. The person collecting this form uses the information on the form to
file information returns with the IRS, reporting the above information. Routine uses
of this information include giving it to the Department of Justice for civil and
criminal litigation and to cities, states, the District of Columbia, and U.S.
commonwealths and possessions for use in administering their laws. The
information also may be disclosed to other countries under a treaty, to federal and
state agencies to enforce civil and criminal laws, or to federal law enforcement and
intelligence agencies to combat terrorism. You must provide your TIN whether or
not you are required to file a tax return. Under section 3406, payers must generally
withhold a percentage of taxable interest, dividend, and certain other payments to
a payee who does not give a TIN to the payer. Certain penalties may also apply for
providing false or fraudulent information.



Job No.:

TAX FORM/DEBT/ RESIDENCE CERTIFICATION
(for Advertised Projects)

Taxpayer ldentification Number (T.I.N.):

Company Name submitting Bid/Proposal:

Mailing Address:

Are you registered to do business in the State of Texas? Yes No

If you are an individual, list the names and addresses of any partnership of which you are a general partner or any
assumed name(s) under which you operate your business

l. Property: List all taxable property in Fort Bend County owned by you or above partnerships as well as any d/b/a
names. Include real and personal property as well as mineral interest accounts. (Use a second sheet of paper if
necessary.)

Fort Bend County Tax Acct. No.* Property address or location**

* This is the property account identification number assigned by the Fort Bend County Appraisal District.

** For real property, specify the property address or legal description. For business personal property, specify the
address where the property is located. For example, office equipment will normally be at your office, but inventory
may be stored at a warehouse or other location.

1. Fort Bend County Debt - Do you owe any debts to Fort Bend County (taxes on properties listed in | above,
tickets, fines, tolls, court judgments, etc.)?

Yes No If yes, attach a separate page explaining the debt.

Il. Residence Certification - Pursuant to Texas Government Code §2252.001 et seq., as amended, Fort Bend County
requests Residence Certification. 82252.001 et seq. of the Government Code provides some restrictions on the
awarding of governmental contracts; pertinent provisions of 82252.001 are stated below:

(3) "Nonresident bidder" refers to a person who is not a resident.

(4) "Resident bidder" refers to a person whose principal place of business is in this state, including a
contractor whose ultimate parent company or majority owner has its principal place of business in

this state.
| certify that is a Resident Bidder of Texas as defined in Government Code
[Company Name]
§2252.001.
| certify that is @ Nonresident Bidder as defined in Government Code
[Company Name]

§2252.001 and our principal place of business is

[City and State]
Created 05/12
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Mandatory Form

Contractor Acknowledgement of Stormwater Management Program

I hereby acknowledge that | am aware of the stormwater management program and standard operating
procedures developed by Fort Bend County in compliance with the TPDES General Permit No.
TXR040000. | agree to comply with all applicable best management practices and standard operating
procedures while conducting my services for Fort Bend County. | agree to conduct all services in a
manner that does not introduce illicit discharges of pollutants to streets, stormwater inlets, drainage
ditches or any portion of the drainage system. The following materials and/or pollutant sources must not
be discharged to the drainage system as a result of any services provided:

1. Grass clippings, leaves, mulch, rocks, sand, dirt or other waste materials resulting from
landscaping activities, (except those materials resulting from ditch mowing or maintenance
activities)

Herbicides, pesticides and/or fertilizers, (except those intended for aquatic use)

Detergents, fuels, solvents, oils and/or lubricants, other equipment and/or vehicle fluids,

Other hazardous materials including paints, thinners, chemicals or related waste materials,
Uncontrolled dewatering discharges, equipment and/or vehicle wash waters,

Sanitary waste, trash, debris, or other waste products

Wastewater from wet saw machinery,

Other pollutants that degrade water quality or pose a threat to human health or the environment.

O N GOrWDN

Furthermore, | agree to notify Fort Bend County immediately of any issue caused by or identified by:

(Company/Contractor)

that is believed to be an immediate threat to human health or the environment.

Contractor Signature Date

Printed Name

Title



Appendix 1 - Housing Unit Breakdown - Jail

Fort Bend County Sheriff's Office

Detention Facility
Inmate Technology Request for Proposal Housing Unit Breakdown

Housing Unit Name Money Kiosks Telephones Visitation Units Multi-Function Kiosks Multi-Function Kiosks Multi-Function Kiosks
(If kiosk does not perform phone or visits) (If kiosk does not perform phone or visits) (If kiosk performs phone and visits) (If kiosk performs phone, but not visits) (If kiosk performs visits, but not phone)
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Fort Bend County Sheriff's Office

Detention Facility
Inmate Technology Request for Proposal Housing Unit Breakdown

Housing Unit Name Money Kiosks Telephones Visitation Units Multi-Function Kiosks Multi-Function Kiosks Multi-Function Kiosks
(If kiosk does not perform phone or visits) (If kiosk does not perform phone or visits) (If kiosk performs phone and visits) (If kiosk performs phone, but not visits) (If kiosk performs visits, but not phone)

Kiosks Telephones VV Unit Kiosks Telephones VV Unit Kiosks Telephones VV Unit
West Tower
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Housing Unit Name

Old Jail

Money Kiosks

Fort Bend County Sheriff's Office

Detention Facility

Inmate Technology Request for Proposal Housing Unit Breakdown

Telephones
(If kiosk does not perform phone or visits)

Visitation Units
(If kiosk does not perform phone or visits)

Kiosks

Telephones

Multi-Function Kiosks
(If kiosk performs phone and visits)

VV Unit

Multi-Function Kiosks
(If kiosk performs phone, but not visits)

Kiosks Telephones

VV Unit

Multi-Function Kiosks

(If kiosk performs visits, but not phone)

Kiosks

Telephones

VV Unit
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IFSEP (mobile units)
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Appendix #2 - Housing Unit Breakdown - Juvenile Detention

Fort Bend County Juvenile

Detention Facility
Inmate Technology Request for Proposal Housing Unit Breakdown

Housing Unit Name Occupancy  Money Kiosks Multi-Function Kiosks Multi-Function Kiosks Multi-Function Kiosks Telephones Visitation Units
(If kiosk performs phone and visits) (If kiosk performs phone, but not visits) (If kiosk performs visits, but not phone) (If kiosk does not perform phone or visits) (If kiosk does not perform phone or visits)
Kiosks Telephones VV Unit Kiosks Telephones VV Unit Kiosks Telephones VV Unit
Housing Locations 80 0 9 0 0 9 0 0 9 9 0 9 0
Non-Housing Locations 0 0 1 0 0 1 0 1 1 0 0 0 1
Total 80 10 0 0 10 0 1 10 9 0 1

Page 1of1




Appendix #3 - Inmate Tech Activity

Page 1 of 1

Fort Bend County Sheriff's Office

Detention Facility
Inmate Tech Activity (July 1, 2016 - June 30, 2017)

Telephone Calls Video Visits Tablet Rentals eMessages Money Kiosks
All (including attempts) Completed On-Site Legal On-Site Personal Remote Annual Rentals Sent by Inmates Sent by Fr/Fam Intake Kiosk  All Other (Total before fees)
2,189,205 612,233 | 8,064 29,532 7,695 | 1,678 | 11,261 9,968 [ $712,542.90 $1,170,509 |




EXHIBIT B:

CONTRACTOR’S SUBMISSION TO RFP 18-021 DATED OCTOBER 17, 2017

AS ATTACHED TO
MASTER SERVICES AGREEMENT FOR
SHERIFF’S OFFICE INMATE TECHNOLOGY SYSTEMS
PURSUANT TO RFP 18-021



%
| _
| . i’iﬁ T E A r"
5 - T /
i 3

REQUEST FOR PROPOSALS RFP 18-021
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An RFP Solution Prepared for:
Fort Bend County, TX

Request for Proposals Term Contract
for Sheriff's Office Inmate Technology
Systems Fort Bend County
RFP 18-021

October 17,2017 @ 2:00 Pm

Presented to:

Jaime Kovar

Assistant County Purchasing Agent
Fort Bend County, TX

Travis Annex

301 Jackson, Suite 201

Richmond, TX, 77469

Presented by:

Robert E. Pickens
President

Securus Technologies, Inc.
4000 International Parkway
Carrollton, Texas 75007

We exist to

SERVE and
CONNECT
to make our
world safe.
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ECURUS

October 17, 2017 echnologies

Jaime Kovar

Assistant County Purchasing Agent
Fort Bend County

Purchasing Department

Travis Annex

301 Jackson, Suite 201

Richmond, Texas 77469

RE: Term Contract for Sheriff's Office Inmate Technology Systems (RFP 18-021)

Dear Ms. Kovar:

Securus Technologies, Inc. (Securus) is pleased to submit our response to the Fort Bend
County, Texas (County) Request for Proposal (RFP 18-021) for Inmate Technology Systems
for the Fort Bend Sheriff's Office. The following documents provide Securus’ proposed
solution. We have thoroughly reviewed your RFP and feel we are highly confident that we
can provide all the products and services that are outlined in this RFP. We are the only
vendor who can provide 100% of the technical requirements as well as the best vendor to
provide a financially strong offer that balances revenue, rates, commissions and services to
keep inmates connected to their loved ones and keep your facility running operationally
more efficient.

For the last four (4) years, Securus has served your inmate communications needs. Your
County is one of our most highly valued partners, and over the past four (4) years we have
developed a relationship built on trust, high quality products and services, superior
customer service, and the consistent ability to meet your critical needs. We have shown
that we can deliver solutions within your timeline, and have a proven track record of
providing products and services to fit your needs. Recent highlights of our relationship
include:

TECHNOLOGIES (installed and implemented):

e Secure Call Platform (SCP) - inmate calling platform

e Automated Information Services (AIS) - interactive voice response (IVR)
system

e Locations Based Services (LBS) - cell phone location tracking

e Investigator Pro (IPro) - voice biometric analysis of entire call

e THREADS - data analytics

¢ Inmate Tablets - handheld device with inmate-related applications



PROJECTS (ongoing and completed)
e |Pro, LBS, and THREADS Training - District Attorney office investigators and
sheriff investigative staff thru the years
* AIS Installation - Automated systems handles 85 percent of your incoming
calls to the facility

* Inmate Tablet Program - Full Facility deployment

e SCP Version Update Rollout - Securus' next generation of products and
services, including the integration of all inmate communications technologies
and user friendly interfaces providing rapid data analysis and interpretation

* Technology Center Visits (by Major Goodfellow, Captain Brownfield,
Lieutenant Quam and Sergeant Simpson) - able to share our roadmap for
current and future products and technologies, and hear your needs and
concerns (2 visits)

We are proud of these accomplishments, and honored that you are once again considering
Securus as your technology partner. We are the most qualified vendor to provide you with
the technology solutions we know you need, now and in the future.,

As President of Securus Technologies, | am authorized to contractually commit Securus
Technologies, Inc. to the terms of this proposal and resulting contract. Please do not
hesitate to contact me with any additional questions, or to request supporting information.
You may contact me by email at bpickens@securustechnologies.com, or by phone at (372)
277-0300. You may also contact your current Senior Account Manager, Sally Zeitvogel at
210-219-8934 or at szeitvogel@securustechnologies.com.

We thank you for your consideration of the attached proposed solution and look forward
to the opportunity to grow our partnership with Ford Bend County. What you do is
important to us, and we are grateful for the opportunity to serve when called.

Cordially,

Attewe—

Robert E. Pickens
President

Securus Technologies, Inc.
4000 International Parkway
Carrollton, Texas 75007
972-277-0300

bpickens@securustechnologies.com
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Executive Summary

Overview

Securus Technologies, Inc. (Securus) appreciates the opportunity
to submit our proposed solution to the Fort Bend County, Texas
(County) Request for Proposal (RFP) for the Sheriff's Office Inmate OUR MISSION
Technology Systems (RFP 18-021). Our response shows we meet

and exceed all the requirements set forth by the County. We exist to

Headquartered in Carrollton, Texas, and serving more than 3,450 SERVE and
public safety, law enforcement, and corrections agencies and over CONNECT
1,200,000 inmates across North America, Securus is committed to k

serve and connect the County. As a long time preferred provider to make our
of the County, Securus has unique insight into the specific needs world safe.
of the Fort Bend County Jail (Facility) facilities, inmates, and
constituents. After working side by side with the County for the
last four (4) years, we clearly understand your needs and will
continue to deliver enhanced communication capabilities to you, the inmates, and the
inmates’ families.

No one else in our industry is developing the technologies that keep inmates behind bars,
constituents safe at night, and our officers safe while they are on the job. Securus is the



ONLY vendor in the industry consistently developing advanced technology that will bring
our facility partners into the next generation of inmate communications. We work endlessly
with investigations officers throughout the United States, listening to what their needs are
so we can develop the tools they need to keep dangerous individuals off the street.

While our competitors are busy trying to acquire each other to expand their customer
base, Securus is focusing on strategies that will help our partners, such as your County,
meet your goals of building a jail environment where it is safe for officers to work, while at
the same time providing inmates with more ways to communicate with their loved ones, all
at the lowest possible cost. Our advanced technology provides you with more ways to
enhance operational efficiencies and pass on reduced costs to the public.

Experience

Over the past 30 years, Securus has consistently grown organically to where we now serve
over 3,000 correctional facilities throughout the United States. We have grown by winning
new business and NOT by acquiring companies who were in the same business. We focus
on acquiring companies that have technologies and capabilities that our customers have
been telling us they need. The result is today we have an extensive product portfolio that is
the result of over 17 acquisitions that focus on enhanced solutions for law enforcement
departments, public safety agencies, correctional facilities, investigators and investigations,
and inmates’ family members and friends. Our customers trust us to provide solutions that
assist them in making processes more efficient, creating a safer work environment for
officers, and providing inmates with more ways to communicate with loved ones in the
most cost effective way possible.

Not only is our presence strong across the nation, it is especially strong in our home state
of Texas. We are currently the provider for most of the largest counties in the state,
including Dallas, Denton, Collin, Travis, Brazoria, Comal and Tarrant, to name a few. The
following diagrams show customer penetration throughout the United States, as well as in
our home state of Texas.
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Customer Focused

Securus is committed to family members and friends of the incarcerated. Inmates’ families
and loved ones often play a critical role in the rehabilitation of offenders by staying in
contact during incarceration. This is why we are so focused on providing multiple ways to
communicate, including voice, video, and email, all at the lowest possible rates. Lower
rates lead to more communications. Securus works with facilities to set rates within
regulatory guidelines that strike the desired balance between revenue and call volume.

Securus offers friends and family members of inmates a wide variety of options to set up
and fund prepaid accounts. Convenience drives account creation, and account creation
drives more calling, so Securus has made the funding process easy. To create and fund a
pre-paid calling account, family members and friends can:

» (Call our Texas based Customer Service center and speak with a live operator
= Use our automated interactive voice response system

» Use our mobile-friendly website

* Fund accounts by mail

» Visit one of more than 35,000 MoneyGram locations such as Walmart and CVS
Pharmacy

= Visit one of more than 58,000 Western Union locations.

Supporting Fort Bend County

Letecia Garcia, your onsite Field Service Manager, has worked in the Facility for four (4)
years and will continue to assist the new on site Field Technician that you are requiring in
the RFP. Letecia is very familiar with the Facility’s operations, jail staff, and the equipment
on site. Itis her job to ensure that service is never compromised. The new on site
Technician and Letecia will focus on minimizing the length of time that equipment s in
need of repair. We also have four (4) other Field Service Technicians (FSTs) within a two (2)
hour drive that will assist as needed. Our Field personnel are required to carry equipment
and spare parts in their vehicles at all times in order to respond to the needs of the jail.

For the past seven (7) years, Sally Zeitvogel has been your Senior Account Manager and will
continue to provide overall support to the account. Sally is responsible for product
introduction, financials and commissions, contracts, account reviews, strategic account
planning, and customer satisfaction reviews. She has worked with the jail staff and Sheriff
executive team thru the years to ensure jail needs are met in a timely fashion as well as
kept the facility informed of new products and services and then scheduling
demonstrations.

Chris Shell, your Client Relations Manager, will also continue to work closely with the
County on service related items. Chris has been working with the County for almost a year.
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His role is to ensure tickets are resolved quickly and efficiently. He supports the County in
the following areas:

= Day-to-Day Service & Support

» Product Utilization Programs

= Pro-Active & Re-Active Communications

= Customer Satisfaction & Value

= Training Support

=  Account Review

This team will continue to support the County in the coming years.

Community Service that Cares

In order to better serve our customer base, Securus constructed a state-of-the-art Family
and Friends Call Center in Dallas in 2009. It was built in direct response to customer
feedback requesting a U.S.-based call center to provide more responsive service. Securus
currently responds to 42,000,000 calls each year from family members and friends of the
incarcerated.

In addition to the state-of-the-art technology used to support our customers, we have also
made a substantial investment in hiring and training our associates to allow them to assist
our customers as much as possible. We seek to provide our customers low wait times, first
call resolution, and high call completion rates for the millions of customers that we serve.

Security of Fort Bend Data:

Securus takes a ‘defense in depth’ to information security. This means we utilize multiple
layers of security controls to protect the environment from the latest threats so that we can
have the most up to date technologies and processes to protect our systems, data and our
customers’ data from misuse.

Fire Wall and Intrusion Detection Systems - Your data is protected behind strong
defenses. You should feel confident that Securus is watching the environment and
responding to anomalous activity.

Patch Management - You can rest easy knowing that systems and data are protected
from the latest threats and be confident that we are proactive about the security of your

data.

Antivirus and Content Filter Products - Securus servers and workstations are protected
against viruses, malware, and malicious emails.
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Penetration Testing - You are assured we are continually validating our own security
measures thru an unbiased third party.

Partnership Value

The County is not just a customer, but a true partner who understands the REAL VALUE of
our partnership goes far beyond profit margins. In fact, one of the biggest misconceptions
we hear is that we make significant profit from our counties and their constituents.
However, Securus profit margins are significantly lower than public communications
providers.

EBITDA + Revenue Net Income +
Revenue

Return Rank Return Rank
CenturyLink 38.0% #1 5.0% #4
Verizon 37.3% #2 14.0% #1
TimeWarner 34.3% #3 8.0% #3
AT&T 31.9% #4 9.1% #2
T-Mobile US 28.7% #5 4.5% #5

27.9% Lowest 2.9% Lowest

Availability

Securus is the only inmate communications provider with U.S. operations for both
technical support and customer service. Far too often we hear stories from our partners
describing how with their previous vendor outsourced the technical support function. Our
partners would then end up speaking to someone in another country that would try to
troubleshoot their critical systems over the phone. There would be no one available to
provide onsite service at the jail after 5pm. These situations are real and do happen.

Securus works long and hard to ensure that when our partners or your constituents need
assistance, they will get a ‘live’ person on the phone that can help them. We know your jail
never closes, and neither do we. Our Technical Support Center (TSC) is Texas-based and
takes calls from our facility partners 24/7/365. We have more full-time field service
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technicians than any other inmate technology provider. Our technicians usually arrive
onsite within two (2) hours of your initial service call.

We offer family members and friends of inmates a wide range of services from our Texas-
based Family and Friends Call Center. We have streamlined our Internet website so families
can easily manage their Securus accounts and fund phone time 24/7/365. We have also
added a chat line so that families can get answers quickly instead of being put on hold or
going to a voicemail box.

Securus Giving Back to Communities

Securus employees hold a strong belief that our every interaction should be done so as to
hold ourselves to the highest levels of service. We not only work to create safer and more
efficient facilities, but we seek to support law enforcement activities in the communities we
serve. Securus gives back to the Fort Bend community in several ways and we look forward
to sponsoring new events in the near future:

e Fort Bend County Behind the Badge Sponsorship

e Fort Bend County Sheriff's Association Golf Charity

EVALUATION CRITERIA

Technical (25%)

As your current provider, Securus is 100 percent compliant with all of the requirements
and specifications stated in the RFP. We are best positioned to continue to provide inmate
communications services to the County as we grow and expand our long term partnership.
By remaining with Securus, there will be minimal downtime during the installation of
products outlined in the RFP, as most products required are already in place. Our
responses in the RFP encompass the delivery of Inmate Phone System, Video Visitation,
Inmate Tablets, Multi-function kiosks and Lobby and Booking kiosks.

Securus is the most knowledgeable and experienced at delivering, installing and supporting
the products and services out lined in this RFP.

e Number of SCP Customers installed: over 2,700

¢ Number of Video Visitation Installations: 200, and 8,000 terminals deployed
¢ Number of Multi-Function Kiosk installations: 164

e Number of Tablets deployed: 125,000

e Number of Lobby and Booking Kiosks installed: 80 Lobby and 7 Booking
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Our fully turnkey solution is fully compliant with the RFP. Our phone system platform,
known as the Secure Call Platform (SCP), has over 700 integrated features. It has been
installed at more than 2,700 facilities, and is the industry’s most deployed inmate phone
system.

Integrated with our SCP is our industry leading Securus Video Visitation (SVV) technology.
We have coupled SVV with our proprietary ConnectUs software to provide an inmate
directed kiosk solution that delivers video visitation and a wide range of inmate care
applications. SVV has been installed in more than 200 facilities, with over 8,000 video
visitation terminals deployed.

In addition, our solution will include all installation, implementation, and ongoing service
and support for our powerful, wireless SecureView Tablet program. The SecureView system
combines our handheld tablet device with a robust set of applications that provide strong
inmate entertainment, education, and rehabilitation services. More than 125,000 Securus
tablets are currently in the hands of inmates.

Our proposal includes leading edge Investigative Products that are currently being used by
the County to help investigators solve current investigations and prevent future crime.
We conclude our proposal by detailing several optional value-added products that
complement the proposed solution.

All installation, implementation, and maintenance of the inmate communications system
will be provided at no cost. We will also offer full training at no cost for the duration of the
contract.

Rates and Revenue Generation Plan and Commission Percentage (20%)

Our calling rates abide by all implemented FCC guidelines, and our commission
percentages are some of the most attractive in the industry. We are pleased to offer two (2)
financial options to the County. The options allow the County to choose the cost proposal
that best meets its technology, call rate, and commission objectives. The financial options
are fully discussed in Tab 2 of this proposal.

Low Call Rates

Low call rates are important to Securus and we know they are important to the County.
They lead to more communication between loved ones and lower recidivism. We achieve a
low cost structure and lower rates by taking advantage of a large number of available
technologies and infrastructure, including large platforms, multiple data centers, cloud
computing and storage, internet telephony, efficient computer languages, and remote
monitoring of all technologies through our Network Operations Center (NOC). Securus uses
all of these proven high-technology tools to allow inmates to maintain their relationships
via voice and video calling at the lowest possible rates.
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Maintenance and Support (20%)

Securus' service and support program includes complete maintenance, support, and repair
of all Securus inmate communications system hardware and software. Specialized Securus
Account Teams ensure that our partners reap the full benefits of Securus’ service and
support resources. Along with the staff in Dallas, Texas, Fort Bend is supported daily by
Sally Zeitvogel, Senior Account Manager. She has been your first point of contact for 4
years. She has overall responsibility for the account and will continue to be your main point
of contact. Also working with Sally is Chris Sheil, Client Manager, who supports the County
from a customer service aspect. Your onsite Field Service Technician will be responsible for
the daily upkeep of equipment on site and handle any break/fix equipment as needed.

Equipment Replacement and Repair

Securus Field Services personnel carry extra inventory at all times. The current Securus on
site Field Service Personnel are required to keep inventory onsite to ensure a fast
turnaround of equipment that needs replacement. All parts and equipment follow our
standard warranty provisions. We traditionally replace equipment in less than 24 hours
from request, most being same day replacement. It is our job to ensure that service is
never compromised due to equipment downtime, so we focus on minimizing the length of
time that equipment is in need of repair.

Partner Support

Securus realizes that our partners have a full-time responsibility protecting and serving
their community, thus support from Securus’ NOC and TSC is available 24/7/365. Our
technicians can often find and fix problems before our partners are even aware of them.
All field technicians are experienced Securus employees, so our partners will always receive
service from individuals with the knowledge and expertise required to solve any problems
that may arise.

Maintenance and Updates

The Securus solution includes quarterly technology upgrades, thus ensuring that our
partners will always have the very latest in enhancements and features throughout their
partnership with Securus. Additionally, the SCP can be quickly and cost effectively updated
when new software and hardware is added. Hardware is replaced on an as needed basis.

Training

Securus will provide product training on all features of the new inmate communications
solution. Experienced Securus employees will conduct all training either through online
instructor-led classes, or one-on-one and classroom training sessions on site. We deliver
standard training, using both instructor demonstrations and hands-on instruction, to
ensure each trainee is comfortable with all system concepts. Securus also offers
customized online training courses to meet the unique needs of our partners’ staff and
facility.
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Company Background (10%)
Overview

Founded in 1986, Securus and its predecessor organizations have been providing
correctional facility communications systems for over 30 years. Headquartered in
Carrollton, Texas, Securus serves more than 3,450 safety, law enforcement, and corrections
agencies and 1,200,000 inmates across North America. We serve partners in 48 states. Our
entire operations including Technical Support and Customer Service are all located in
Texas.

We currently partner with over 90 facilities in Texas, including Fort Bend County Jail today
We also serve several of the County’s adjacent neighbors, including Brazoria County and
Harris County. Our network of facilities allows us to provide extended information sharing
capabilities to help support multi-jurisdictional investigations and drive greater shared
services among law enforcement departments.

Patents and Copyrights

Securus is the leading technology innovator in the inmate communications industry. We
have developed and currently own more than 200 technology patents, along with
approximately 90 more pending with the U.S. Patent Office. Virtually every large inmate
communications provider relies on Securus for technology development, and uses Securus’
patented technologies under license agreements.

Value Added Features and Services (10%)

Although not specifically requested by the RFP, Securus Also provides other products and
services that the County can consider in the future. These products can be added for a
minimal cost to the County. These products and services are outlined in the section of the
RFP titled “TAB 5.”
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Advanced Investigative Technologies
Guarded Exchange LLC (GEX)

Guarded Exchange (GEX) provides full monitoring of inmate calls. GEX operates an
investigative call center and utilizes call analysis software capabilities to guarantee a
minimum of (percentage defined by County officials during contract negotiations) of all calls
are listened to and analyzed for suspicious activity. We staff our secure investigative center
with Licensed Private Investigators so our partners can be assured that trained,
professional personnel have all the assets needed to assist in investigations.

Guarded Exchange's services also include forensic examination of recovered cell phones,
computers, and other digital devices. Trained Certified Forensic Examiners (CFEs) unlock,
download, and analyze devices, and provide information on pictures, email messages,
video, text messages, called parties, and calling parties. Guarded Exchange is a wholly-
owned subsidiary of Securus.

Video Relay Services

Securus Video Relay Services (VRS)

The Securus VRS application resides on the ConnectUs platform. Securus VRS provides a complete
VRS/VRI solution including all wide area network connectivity required to facilitate communications
and interpretation for inmates that are hard-of-hearing or deaf.

Securus Outbound Voicemail

Securus is the only provider in corrections to offer outbound voicemail. Outbound
Voicemail is completely unique and allows an inmate to leave a voice message for the
called party in the event the call goes unanswered.)

Digital Post Office

Securus' Digital Post Office dramatically reduces contraband entering through traditional
postal mail by scanning and electronically delivering mail to SecureView tablets and
ConnectUs inmate terminals. Covert Alerts can also be established to automatically text or
email investigators upon receipt and upload of mail for a particular inmate.

Televisit

Televisit is a FDA certified and HIPAA compliant telemedicine platform that allows facilities
to rapidly begin experiencing the advantages of telemedicine.

Securus EHR

Securus HER is a HIPAA compliant cloud-based Electronic Health Record solution that
provides the speed, functionality, and security required by corrections.
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Installation (10%)

Securus technicians work closely with our partners during the installation and
implementation stage of the process in order to minimize revenue loss and facility impact.
Securus technicians have developed a proven plan that takes into account the constraints
associated with the secure nature of both the inmates and the information housed at the
correctional facility. The plan calls for all new systems to be built and installed in parallel
operation with current systems to ensure proper functionality prior to transition. Securus
technicians also provide all needed integration with other facility technologies, including
commissaries, trust accounts, and jail management systems. Securus has worked with the
County on several installations of products and services, and we will continue to work
together on the installation of new services that are outlined in this RFP. We will assign a
Project Team who will work closely with your County to ensure each product is deployed on
time and to the County’s specifications.

Overall Completeness of Proposal (5%)

Securus’ response to the RFP is clear and complete. Our full proposal details our
comprehensive inmate phone, video visitation, tablet, and kiosk technology portfolio, and
discusses how these technologies will specifically address the County’s requirements. We
have also included all the forms required by the RFP.

WHY SECURUS IS THE BEST CHOICE

We know from working with the County for four (4) years that you want the best and you
will not settle for mediocrity in service or products. Therefore, Securus should be your only
choice.

We understand you have a choice when selecting providers. We hope to continue to grow
our partnership with the County. We ensure we will continue to supply you with excellent
products and services, delivering the highest levels of customer satisfaction, confidence,
and enthusiasm. We always seek to build trust through honesty, and we hope we have
achieved that goal in our relationship with the County over the last four (4) years.

The benefits you will gain from staying with Securus are:

e Our knowledge of your needs gained from working together over the last four
(4) years. You know our employees, and we know you. We understand your
internal operating procedures and how things get done within your facility. There is
no substitute for the experience we have both gained in working together.

¢ Integration with existing processes and vendors. We have integrated processes,
systems, and applications. We know how to work with your existing vendors and
equipment. No need to start over and go through the difficult process of re-
mapping, re-engineering, re-developing, and re-training integration links.
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¢ No impact on inmates or their family members and friends. No need to
establish new accounts, no need to arrange for refunds of existing accounts, and no
need to answer questions about how to set up new accounts from confused end-
users.

¢ Eliminate unnecessary work by staff. Staying with Securus means you do not
have to make your corrections staff learn to work with a new vendor. No extra
training and no new contacts to have to be established.

Best in Class

At Securus, we believe in best in class solutions that make a difference for our customers.
There is a clear difference between us and our competitors, and there are a number of
reasons why we are the premier choice in inmate communications providers:

Broad portfolio Top customer service
Patented products Nationwide adoption
Call completion Corporate strength
Technology ownership Competitive advantage

Primary Contacts

Robert E. Pickens Sally Zeitvogel

President Senior Account Manager
bpickens@securustechnologies.com szeitvogel@securustechnologies.com.
(972) 277-0300 (210)-219-8934

Conclusion

Securus wants to continue to be your chosen partner and has put forth an offer that
provides Fort Bend County with the best technology, the lowest cost to inmates and
families, and the best support in the industry. Most importantly, we believe it is our
obligation to deliver our services with quality and integrity. Our commitment to Fort Bend
County is that not only will we deliver the very best service and support, but we will do so
with the highest level of ethical standards. We respectfully, request the privilege of
continuing to serve Fort Bend County. Thank you for being a great partner. We look
forward to working with you in the coming years.
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TAB 1 - TECHNICAL

PROPOSAL

SECURUS Technologies
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28.0 TECHNICAL SPECIFICATIONS (TELEPHONES):

28.1 Telephone service requirement: The system must be capable of providing local, inter-
LATA, intra-LATA, and international telephone service to inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus SCP system provides local, inter-LATA, intra-LATA and international telephone
services.

28.2 Telephone hardware requirements:

28.2.1 Suitable for inmate environment: The Respondent is to provide telephones that are
suitable for an inmate environment, meaning that telephones are equipped with
durable housings and reinforced cords of a length determined by County which may
vary based on installation location. Each telephone is to be a non-coin, “dumb” type
unit that is tamper-resistant. Equipment must not contain any external removable
parts.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

As your incumbent provider, Securus has successfully implemented and installed
telephones suitable for an inmate environment, and of the strongest and most reliable
industry standards. Securus’ phones are equipped with durable housings and armored
handset cords are equipped with a steel lanyard (1000-pound pull strength) and secured
with a 14-gauge retainer bracket for maximum vandal resistance. However, we will gladly
continue to work with Fort Bend County to provide a cord length determined by County
which may vary based on installation location. All of our Securus’ phones are coinless and
tamper-resistant. Our units do not contain any external removable parts.

Below is a generic description of the phones proposed:

Securus’ inmate telephones are the strongest and most reliable units available and are
designed specifically for the prison environment. Securus is proposing Wintel® brand 7010
phone model. The following information is the manufacturer-provided telephone
specifications:

The Industry Standard

These phones are the overwhelming choice for state prison systems, the Federal Bureau of
Prisons, county, and city facilities nationwide because of their proven reliability, durability,
and flexibility.
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Features/Options

The proposed phone models include the following features:

= Built-in user controlled volume “LOUD" button for
ADA-mandated volume control (user must have
control of volume amplification, AND volume must
reset to normal with hang up to meet ADA
requirements)

= Cold rolled steel provides rugged vandal resistant
telephone housing designed for inmate use

» Confidencer technology, built into every dial, filters
out background noise at the user's location, allowing
better sound to the called party

= All-in-one electronic dial features modular incoming line and handset
connections for quick maintenance. Carbon (HS) and DuraClear® (DURA)
Handsets have separate 4-pin connections.

» Heavy chrome metal keypad bezel, buttons, and hook switch lever withstand
abuse and vandalism

= Armored handset cord is equipped with a steel lanyard (1000-pound pull
strength) and secured with a 14-gauge retainer bracket for maximum vandal
resistance

» Handset has sealed transmitter and receiver caps, suitable for heavy use and
abuse locations

* Pin-in-head security screws minimize tampering

= Hearing aid compatible and FCC registered US: 1DATEO5BITC-254, IC: 3267A-
ITC254

28.2.2 Volume control: All inmate telephones will have adjustable volume control.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

All Securus’ phones have adjustable volume control.

28.2.3 TDD/TTY compatible: Inmate telephones must be compatible with the use of TDD/TTY
units that may be required for hearing impaired inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

All Securus’ phones are hearing aid compatible and FCC registered US: 1DATEO5BITC-254,
IC: 3267A-ITC254. Our units have a built-in user controlled volume “LOUD” button for ADA-
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mandated volume control (user must have control of volume
amplification, AND volume must reset to normal with hang up to meet
ADA requirements)

Securus will continue to provide Fort Bend County with
accommodations necessary to comply with the Americans with
Disabilities Act (ADA). The Securus program for inmates who are deaf
or hearing impaired allows those inmates to place outgoing telephone
calls using a text telephone (TTY) device integrated with SCP.

TDD and TTY Telephones

The technology provided uses dedicated ports on the SCP system and eliminates the need
for a correctional officer or staff member initiating the call process. The inmate placing the
handset on the TTY device and entering the speed-dial number initiates the call. The
inmate then communicates using the TTY device through the Securus SCP to the state’s
telecommunication relay center (TRS). The information includes the option of including the
inmate’s PIN, along with a pre-set toll-free number that is direct-dialed to the TRS. With TRS,
a special operator communicates back to the inmate to confirm the connection and begins
the call connection process to the called party who receives the call on a collect basis.

Integrating the TTY call through SCP allows the facility to specify various policy and security
measures such as time limits, call recording, redial prevention and more. With TRS, a
special operator communicates back to the inmate to confirm the connection and begins
the call connection process to the called party. Charges to the called party will be rated and
billed by the relay service provider.

28.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

28.3.1 Automated direct call processing: Only automated call processing of collect and pre-
paid intra-LATA, inter-LATA, interstate, and prepaid international calls will be allowed.
The system shall require a positive acceptance by the called party. Only after positive
acceptance will the inmate and the called party be allowed to talk. The system shall
create and save a call detail record of all call attempts, whether accepted or rejected
and the fate of the call shall be noted in the record.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus' SCP allows only automated call processing of collect and pre-paid intra-LATA,
inter-LATA, interstate, and prepaid international. Securus’ SCP requires a positive
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acceptance by the called party, and only after positive acceptance will the inmate and the
called party will be allowed to talk. Securus’ SCP creates and saves a call detail record of a
call attempts, whether accepted or rejected and the fate of the call shall be noted in the
record.

Automated Call Processing - (Automated Operator Services)

SCP includes an Interactive Voice Response (IVR) system that provides Automated Operator
Services (AOS). This automated assistance uses clear and concise, professionally recorded

voice prompts to establish call acceptance and to assist inmates and called parties
throughout the calling process.

When the called party answers the phone, SCP’'s advanced answer detection triggers the

call acceptance voice prompt. The called party hears, “Hello, you are receiving a collect call

from [inmate’s name], an inmate at the Fort Bend County Jail. This call is subject to
monitoring and recording.” SCP then gives the called party the following menu options:
» “To accept this call, press 1.”
= “To refuse this call press 2.”
» “To hear the rates and charges for this call, press 7.”
= “To block future calls to your number, press 6.”

»= Additional options provided by AOS include:

Available Options to Called Parties Available Options to Inmates

Listen to prerecorded
announcements

e Request a rate quote o
e Hear the name of the facility and inmate

calling
Accept or reject the call

Request available balance of an
AdvanceConnect account or available credit
of the Direct Bill account

Hear instructions on how to add more
money to their prepaid account or pay their
Direct Bill Account

Connect to a live agent to setup a pre-paid
account

Choose to hear the prompts on the system in
English, or the language selected by the
inmate (if configured for this option)

Pay for the incoming call with InstantPay (if
available)

SECURUS Technologies

Choose to place a collect or debit call;
if debit, PIN entry is requested, the
inmate hears the available balance in
their account and the cost of the call

Select a specific language at the
beginning of the call (if configured)

Acknowledge that the call is going to
be monitored and recorded

Hear available call time (prompt will
tell the inmate call time limits based
on calling schedules or calling
restrictions)

Identify themselves by PIN or Voice
Biometrics (if configured)

Add, remove, and/or listen to the
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e Hear optional marketing message (by phone numbers on their PAN list (if

request of Fort Bend County) configured)
e Block their number prior to accepting a call e Hear optional marketing message (by
using SCP's Perma Block technology* request of Fort Bend County)

*SCP’s automated operator also provides a Perma Block process, which allows a called party to block
their number permanently. This feature may be used to block calls from any inmate in the facility. The
ability to immediately block calls helps reduce the number of called party complaints. The called party
can also choose to end the call by hanging up.

Positive Acceptance

SCP requires active “called party” acceptance using touch-tones to complete calls. When the
called party answers the phone, SCP’s answer detection triggers the call acceptance voice
message. This message announces the inmate's call and asks the called party to accept or
reject the charges of a collect call. The called party is instructed to dial a single digit on their
telephone to accept the collect call charges, or hang-up to disconnect the call and refuse
charges.

The SCP Mute Acceptance and Call Progression feature can be configured to mute call
progression for security purposes; SCP mutes the inmate's line until the system detects
positive acceptance key press by the called party. The inmate can never speak to the called
party until the end user positively accepts the call. This applies to both collect and prepaid
calls.

Creation of call detail records of all call attempts

The Securus Secure Call Platform (SCP) retains call detail records on all call attempts.
Authorized users can quickly run reports to spot calling trends, assess monitoring efforts,
investigate suspicious activities, and manage phone usage.

Users can customize reports by changing search criteria such as date, time, call duration,
telephone number, originating telephone, destination, inmate ID, termination reason, and
much more.

The following steps show the ease of producing valuable, customized reports:
1. Place the cursor over Tools. A drop down menu will appear.
2. Move the cursor over Reports to see a menu of standard reports.

3. Click on the type of report you want. SCP will display the appropriate fields
associated with that report.
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4. Verify the correct Management Level is displayed or make changes as necessary.
(This setting allows you to select the facilities, sites, phone groups, or phones you
want to search.)

5. Enter your search criteria in the appropriate fields and click Search.

The records matching the search criteria will display. With a single click, the data can be
instantly exported to Excel, CSV (Comma Separated Values), or Adobe PDF format.

Users will be able to sort on any of the following data elements.

Site

Phone Location
Country Code
Dialed Number

Start Date/Time
End Date/Time
Duration
Account #

PIN

Continuous
Voice
Verification

Agency Type
Call Type
Call Status

Termination
Category

Block Reason
Privacy
Watched
International
3-way Detected

Remote Call
Forward Detected

Promotional Call
Text Call
Language

DTMF Detection

DTMF Digits
Text2Connect Call
Prepaid

First Name
Promotional Call
Voice Biometrics

Amount

The resulting report can easily be saved, printed out, or emailed to others.

SECURUS Technologies
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Selecting a Report to Run

Secure Call Platform

...............

Mote Type:

Seasch  Save Criteria  EXCEL | PDF CSV  Reset

28.3.2 Pre-Pay Calling Service: In addition to traditional collect call service, County requires
that the Respondent provide pre-pay options for called parties. The pre-pay calling
option must allow friends and family members (Users) the ability to establish an
account directly with the Respondent. The Respondent to describe their proposed Pre-
Pay Calling Option to include at a minimum their proposed approach to the following:

. Customer Service

. Payment/Account Replenishment Options and Methods
. Billing Options and Methods

. Balance Notification

. Supported Call Types (Local, IntralLata, etc.)

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

S Securus offers friends and family members of inmates a wide variety of options to set up
and fund prepaid accounts. Convenience drives account creation, and account creation
drives more calling, so Securus has made the funding process is easy. Families can choose
to set up an Advance Connect Account to allow inmates to place calls to them. Families may
also put money on Inmate Debit accounts. To create and fund a pre-paid calling account,
friends and family members can:

» Call our Customer Service center (1-800-844-6591) and speak with a live
operator
» Use our automated interactive voice response system

» Use our mobile-friendly website (www.securusutech.net or
www.securustechnologies.com)

SECURUS Technologies 28



» Fund accounts by mail

» Visit one of more than 35,000 MoneyGram locations such as Walmart and CVS

Pharmacy

= Visit one of more than 58,000 Western Union locations.

Securus currently does not charge a fee to establishing a prepaid collect account. Friends
and family members can expedite the processing payment by utilizing a credit card for a
fee of up to $5.95. Securus presently does not charge refund fees.

Customer Service

Payment/Account Replenishment Options and Methods

Securus offers friends and family members of inmates a wide variety of options to set up

and fund prepaid accounts.

Friend and Family Funding Options

In-house Call Center

¢ Available 24 hours a day, seven days a week
and 365 days a year

¢ Staffed with Securus employees

e Use automated telephone access or talk to a
live agent

e Fund an account

0 Accept Visa and MasterCard (all options may
not be available to all customers based on
our risk management practices)

e Manage account (e.g. open accounts, make or
check payments, confirm rates, obtain credit
limits, review call history, review account
balances, manage account notifications, and
get questions answered)

Website Access
e Create an account

o Mobile-friendly
e Fund an account

0 Accept Visa, and MasterCard (all options may

not be available to all customers based on
our risk management practices)

e Manage account (see above description)

SECURUS Technologies

Means to Fort Bend County

Securus believes the customer experience
should not be out-sourced to an outside
vendor. As a result, our customer
satisfaction scores are 20 percent higher
than the industry standard. We are available
so that you do not have to use staff time to
answer questions on telephone account
issues.

This is a popular option for those parties that
wish to fund without interacting with a call
center agent. Funding drives more calls.
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Friend and Family Funding Options

Lockbox

e Accept personal checks, money orders, and
cashier's checks mailed to Securus

e No funding minimum
MoneyGram

e Fund at over 35,000 Walmart and CVS
Pharmacy locations

Western Union
e Fund at over 58,000 locations

Kiosks (optional)
e Available in lobby

Inmate Funding Options
Prepaid Card Vending Machine
e Maintenance free
e Available in lobby
e Promotes usage
Inmate Debit

e Integrated with trust fund or telephone fund
accounts

Kiosks (optional)
» Available in pod and at booking

Billing Options and methods

Means to Fort Bend County

Cash conscious parties can fund without a
transaction fee or a minimum. This allows
inmates to talk with called parties who would
not ordinarily be able to set-up accounts.

For those without credit cards or who want
immediate account set-up with no minimum
fee, we provide funding options at any
MoneyGram or Western Union location.

A funding source sent by friends and family
members when they visit inmates.

Means to Fort Bend County

You do not have to have your staff handling
money. Cards can be dispensed right in your
lobby without your involvement.

The integrated option allows inmates access
to other accounts to fund telephone calls.

A funding source sent by friends and family
members when they visit inmates.

Securus offers direct billing as an option to our end user customers. The two main forms of

billing including direct bill are:

» A Direct-billed account allows collect calls to be billed monthly from Securus
Correctional Billing Services. The called party creating the account will be
subject to a credit check (as allowed by state regulations) to create a Direct

Billed account

= An AdvanceConnect/Prepaid account allows the inmate’s friend or family to
fund an account in advance and manage how much money they would like to
spend on collect calls. If the inmate’s friend or family member wishes to receive
more calls, he or she may simply add more funds.

SECURUS Technologies
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Balance Notification

Securus Correctional Billing Services (SCBS) understands the importance of keeping
customers informed of their account balance. Customers can utilize the automated
interactive voice response (IVR), a personal website account or speak to a call center
representative to get their balance 24 hours a day, seven days a week. For customer
convenience, we also utilize an outbound dialer that will contact our prepaid customers
when their balance is $10 or less.

Securus also has outgoing message phone dialers for “low balance” and “invoice due”
notifications. AdvanceConnect customers will receive up to three, automated courtesy calls
when their account balance falls below $10.00. When the customer answers the automated
call, they are given the option to be connected with Securus customer service to fund their
account. Based on our experience with hundreds of facilities similar to Fort Bend County,
this arrangement is the most effective at making sure inmates and their friends and
families stay connected.

They are also given the option to pay their bill via our interactive voice response system. If
an account has been blocked because funds are low, or a bill is due, users can unblock
their account through this convenient payment method. Users can also access Securus
Online to pay bills and fund accounts.

When a customer’s AdvanceConnect account falls to a zero balance or a balance of less
than the average cost of a call, the customer will be blocked from receiving future calls. Our
AdvanceConnect customers will receive up to three more automated courtesy calls.

AdvanceConnect customers can place money into their accounts at any time to begin
receiving calls again. They have the convenience of calling our call center, going online at
www.securustech.net, going to any MoneyGram or Western Union location, or mailing a
check or money order.

Additionally, Securus sends low balance AdvanceConnect account notifications via text to a
mobile device or an email address provided by the user. Securus also sends direct bill
invoice due notifications via text or email.

Supported Call types

Securus Pre-paid calling services s support local, Intralata, Intrastate, Interlata, InterState
and International calls

28.3.3 Real-Time Called Party Prepaid Account Set Up Method: At the time of an inmate’s
attempted collect call to a number that cannot receive collect calls (due to billing
restrictions, cell phone, etc.), the system shall put the inmate on hold and offer the
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called party the option to set up a prepaid account using a credit or debit card. This
payment method will allow the collect call that would have otherwise been blocked to
be connected as soon as the account is set up. If the called party elects not to set up
an account, the inmate is to be informed and the call attempt terminated.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

With Securus' “Instant Pay™ Program”, real-time called parties are offered the option to set
up a prepaid account using a credit or a debit card. Fort Bend may also elect to choose
from the feature in Advance Connect called “Single Call Connect” that allows the called
party to pay for calls at a lower cost.

When an inmate at your facility attempts to make a call, our validation system will attempt,
through multiple means, to connect the call. If the called party does not have a prepaid or
post-paid accunt established with Securus, or we are unable to process the call due to local
phone company or other restrictions, the call will route to our Instant Pay™ platform.
Called parties will be given the option to receive and pay for a single call immediately using
one of our Instant Pay™ options rather than be blocked. With Instant Pay™, called parties
hear a promotional messaging offering the following options:

= Pay Now™ - Provides the called party with a 20-second promotional call every
15 to 30 days at no charge and then offers the option to Pay Now™ using a
credit or debit card. The called party also has the option to be transferred to our
Customer Service Center to open a prepaid, AdvanceConnect™ account.

» Text2Connect™ - Connects a promotional call made to a mobile phone
through the acceptance of a premium SMS text message. The called party’s
mobile provider charges for the message their mobile phone bill. The called
party receives a text message receipt for the SMS text message and is given the
option to learn how to open a prepaid AdvanceConnect™ Account.
Text2Connect™ is available through our third-party processor who maintains
relationships with select mobile phone companies around the country and
manages the connection.

The Instant Pay™ Program with Pay Now™ and Text2Connect™, from Securus, is unlike any
competitive solution because it enables an inmate’s critical “first call.” The program also
creates more prepaid accounts, completes more calls that others cannot, and allows
detainees to bond out quicker and more effectively. The Instant Pay™ program'’s ability to
connect almost any call results in increased revenue and reduced administrative burden
for our facility customers.

Additionally, Securus; offers our feature Account Activator. Securus completes as many calls
as possible, and provides the inmate with descriptive prompts as to why a call might be
blocked. One of our initiatives for completing every call is our Account Activator application.
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For calls to numbers that can’t be billed with traditional collect billing methods, Account
Activator allows a brief conversation to occur during the first call to that number and then
requires the called party to set up an account to receive future calls.

After the brief conversation, the inmate’s friend or family member is connected to Securus’
IVR in an attempt to set up a billing arrangement. During this time, the inmate is informed
of the blocked status and requested to call at a later time while an account is set up for the
called party.

Single Call, Advance Connect:

Also available is the Single Call feature in Securus’ AdvanceConnect payment product that
allows family members and friends to pre-pay for calls originating from inmates in
correctional facilities. AdvanceConnect is flexible in that it allows consumers the choice to
pre-pay for multiple calls or pre-pay for a single call just prior to connection using the
AdvanceConnect Single Call feature. AdvanceConnect Single Call allows F&F to fund the
bare minimum to complete the current inbound call.

» AdvanceConnect Single Call transactions are rated at the FCC-regulated fee ($3 for
automated transactions) plus the contracted per minute rate.

» AdvanceConnect Single Call is commissioned at the agreed-upon percentage of
minutes-of-use revenue stated in the ITS contract between the facility and Securus.

28.3.4 International Calling: Respondents shall describe the system’s method for the
completion of international calls outside of the North America

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus provides a robust and flexible prepaid calling program, in addition to traditional
collect call service to fund international calls:

* Inmate prepaid card - an inmate purchases prepaid calling card at the
commissary and uses their PIN to access the card’s funds

» Prepaid account for inmate - Friends and family members can fund an inmate
prepaid account through any of the Securus funding options

* |nmate trust fund account - inmate funds directly debited from the inmate’s
trust fund account (optional, requires trust fund integration)

International Collect Calls

Securus provides traditional Collect calling to North American Numbering Plan (NANP)
international destinations such as Canada and some Caribbean locations. Securus
recommends not enabling international collect calling to non-NANP countries due to
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greatly increased financial exposure. Billing and collection options are extremely limited
with little or no rights and remedies for non-payment. For this reason, Securus does not
process non-NANP international collect calls and provides additional options to process
International calls via prepaid services.

Dialing Plan.

28.3.5 User-Friendly Voice Prompts: The system shall provide an automated operator with
friendly voice prompts that give information and instructions to both the inmate and
the called party. The automated voice prompts must be capable of facilitating an
inmate’s call from off the hook to hang up. Explain the types of prompts available
through the automated operator system.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus' SCP provides an automated operator with friendly voice prompts that gives
information and instructions to both the inmate and the called party. The automated voice
prompts are capable of facilitating an inmate’s call from off the hook to hang up.

Below are the types of prompts available through the automated operator system.

Call Flow

SCP is capable of operating in a combination of collect call and debit modes depending on
the facility and the unique needs of Fort Bend County.

Specific Inmate Calling Process

The inmate calling process is:

1. The inmate picks up the telephone.

2. The inmate hears “For English press 1.” [In Spanish] For Spanish, press 2.”
(Securus can add additional languages on request)

3. “For a collect call, press 1.”
4. "“For a debit call, press 2.”

The following table provides calling options and the associated announcements:

Inmate Calling Options

Inmate Chooses Collect Call Inmate Chooses Debit Call Option
Option
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“Please enter your PIN number now.”
(repeated)

“Please enter the area code and
telephone number you are calling now.”
(repeated)

If voice biometrics is being used, “You will
be asked to verify your voice now. Please
say your name after the beep.”

If voice biometrics is being used, “Please
say the facility name after the beep.”

“This call is subject to monitoring and
recording. To continue, press 1. To
disconnect, press 2."

“You may hear silence during the
acceptance of your call. Please continue
to hold.”

“Please enter your PIN number now.” (repeated)
“You have (X) dollars and (X) cents.”

“Please enter the area code and telephone number
you are calling now.” (repeated)

“This call will cost (X) dollars and (X) cents for the
first minute and (X) dollars and (X) cents for each
additional minute, plus any applicable telecom and
sales taxes.”

If voice biometrics is being used, “You will be asked
to verify your voice now. Please say your name after
the beep.”

If voice biometrics is being used, “Please say the
facility name after the beep.”

“This call is subject to monitoring and recording. To
continue, press 1. To disconnect press 2."

“You may hear silence during the acceptance of your
call. Please continue to hold.”

Specific Friends and Family Process

The following table provides the friends and family process when receiving a call, and the

associated announcements:

Friends and Family Receiving Call Process

Collect Call

“Hello. This is a collect call from (/nmate

Name), an inmate at the Fort Bend County Jail.

This call is subject to monitoring and
recording.”

“To accept this collect call press 1. You may

start your conversation now.”

“To refuse this collect call, press 2.”

“To prevent calls from this facility, press 6.”

“For a rate quote press 7."
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Debit Call

“Hello. This is a debit call from (Inmate Name). An
inmate at the Fort Bend County Jail. This call is
subject to monitoring and recording.”

“To accept this debit call press 1. You may start
your conversation now.”

“To refuse this debit call, press 2.”
“To prevent calls from this facility, press 6.”

“For a rate quote press 7."
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During the call, random announcements (Voice Overlay) will be heard by both calling and
called parties as designated by the Fort Bend County. At one minute before the maximum
call duration, the “One Minute Remaining” message is played.

The Securus SCP plays Voice Overlay messages throughout the call as an additional fraud
deterrent. The established message may be programmed to play at one-minute increments
or random intervals. An example of a Voice Overlay message is “This call is from Fort Bend
County jail.”

Additionally, The Securus Secure Call Platform (SCP) provides customized, professionally
recorded voice prompts for specific call progressions and facility requirements. A facility
can brand personalized prompts for each attempted call.

SCP voice prompts are configurable and provide options to play multiple messages to

inmates and called parties during specified segments of a call. This feature can include
adding announcements during call setup, call acceptance, when an event occurs, or to
prompt an action from the inmate or called party.

28.3.6 Restricted Incoming Calls: The system shall restrict incoming calls, allowing outgoing
calls only.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

To ensure maximum security to the system, Securus provisions the trunks in the SCP data
center as outgoing-only; ensuring that no incoming calls can reach the inmate. Securus has
performed full testing of these trunks, verifying compliance with this requirement.

28.3.7 Call Restriction Capabilities: The system shall have the capability to restrict area code,
exchange, single number or range of numbers. The system shall disallow
800/900/information/operator call options. Prefixes such as 900, 950, 800, 888. 700. 976,
411, and 911 shall be automatically blocked. Calls to the operator through 0, 00, 10xxx,
950xxx, etc. shall be disallowed.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

With the SCP’s feature “Global Call Blocking”, Securus will establish a global call blocking
table during installation that prevents inmates from making calls to specific numbers.
Typically, the database includes numbers to local judges, sheriffs, facility personnel, jury
members, attorneys and witnesses. SCP offers unlimited blocking so the call blocking table
may contain as many entries as needed.

All dial-around area codes and exchanges, such as 800, 900, and 976, are blocked by
default. Access to live operator services, such as 0, 411, and 911, are also blocked by
default.
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Authorized facility personnel can administer blocked numbers using the SCP user interface.
All blocked numbers have an associated “Note” field stored in the blocked number
database to record specific information for future reference.

Global Lists - Number Blocking

FACILITY PORTAL

MANAGEMENT LEVEL

Securus Demo Site [ 7 | All Sites w | | AllPhone Groups || ©7 | AllPhones w

Global Lists Calling Restrictions

[+] Add New

—! GLOBAL LIST SEARCH CRITERIA

{Use * for wild card / partial searches)
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28.3.8 Name Recording Capability: The proposed Inmate Telephone System must have the
capability to record the inmate's name either at the time they place their first (1st)
call attempt or by the Respondent's provided administrative personnel. The inmate's
recorded name must be stored by the Inmate Telephone System and utilized on all
future call attempts in the announcement to the called party. The system must allow
for the maintenance of such recorded names.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus Secure Call Platform (SCP) allows inmates to record their name, associated with
their custody account and PIN, once. The recorded name is played on all calls the inmate
makes with their PIN. If PINs are not required, the system will ask the inmate to state their
name on each call, the recording of which is then played to the called party. All pre-
recorded inmate names are to be played to the called party when announcing the call.

For maximum flexibility, this function is configurable to use pre-recorded names, or not per
inmate, facility, and customer level. A pre-recorded name may also be reset, forcing the
inmate to record their name again.

28.3.9 Disallowance of Chain Dialing and Secondary Dial Tones: The system shall disallow
chain dialing and secondary dial tones. The inmate must hang up before dialing a new
number.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
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Securus’' SCP disallows chain dialing and secondary dial tones. All inmates must hang up
before dialing a new number.

Securus dual-tone-multi-frequency (DTMF) detection is part of the fraud prevention tools
provided with every SCP installation. The DTMF-detection feature prompts inmates and
called parties for keypad entries during call set up and acceptance. This feature prevents
inmates from obtaining and using a secondary dial tone to place additional calls.

The DTMF-feature listens for the inmate or called party to respond to a prompt with an
entry on their telephone keypad. Based on the keypad entry, the call is either connected or
blocked. Additionally, the system can also detect or reject pressed digits after call
completion on standard collect calls.

Three-Way Conference Calling Fraud Detection

Our system will also detect if an inmate has attempted to dial another number before
disconnecting from the first dialed number, such as a three way attempt Securus holds 15
patents on three-way prevention technology, the best in the industry. With the release of
SCP’'s new digitally clean line transmission; our three-way prevention system has
capabilities never before achieved.

After detecting a three-way event, the system will do one of three things (based on the
facility's preference):

= Disconnect the call with messaging to inmate and called party
» Mark the call with no interruption to the call

This feature prevents a major fraud practice possible with other automated and live-
operator systems. With older technology, inmates can enlist the aid of an outside
accomplice to “conference” them, via central office provided three-way calling, to an
“unrestricted” line, bypassing system controls. Without the Securus technology, inmates
have unrestricted access to the outside world, defeating the facility’s objectives and policies
and subjecting the public to inmate harassment and fraud. SCP is unique in its ability to
detect and foil an accomplice’s attempt to activate the three-way call feature by
immediately disconnecting the call upon detection. Securus SCP has the unique ability to
disable three-way call detection on a particular number or groups of numbers, such as
attorneys.

With an accurate three-way detection system, Fort Bend County can retain valuable
investigative intelligence while curtailing revenue leakage from calls, which should not be
connected. Securus’ patented three-way call detection feature has been proven and
certified in independent tests.
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With all three-way call blocking methods, the technology requires “specific usage finessing”
as well as science. Securus will customize its configuration to adjust sensitivity parameters
and thresholds for optimum performance.

Three-Way Detection and Prevention

Simply having the best three-way call detection in the industry was not enough for
Securus. Recent advancements in our three-way call detection technology leads
customers to report our three-way call detection operates almost flawlessly.

This claim is supported by a study by an independent third party, SIBRIDGE
consulting, that verified the accuracy of the three-way call detection feature.
SIBRIDGE collected and audited call recordings and event logs for approximately
6,000 calls. This test confirmed Securus’ overall performance was nearly perfect.
No other competitor comes close to our performance.

28.3.10 Services for the Hearing Impaired: The system must be capable of providing telephone
service, as well as call restrictions, for hearing impaired inmates using a TDD/TTY
device. The system must also be capable of providing video relay services, as well as
call restrictions, for hearing impaired inmates using a video relay device. The system
must provide functionality that allows facility personnel to monitor and record-for-
replay calls transmitted through both devices. The system should also have the
capability to record the call and convert it to text so that it can be stored and
reviewed via the inmate telephone system user interface. Explain how the proposed
system meets these requirements.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Securus’ SCP provides telephone service, as well as call restrictions, for hearing
impaired inmates using a TDD/TTY device. SCP also provides video relay services, as well as
call restrictions, for hearing impaired inmates using a video relay device. Securus’ SCP
provides functionality that allows facility personnel to monitor and record-for-replay calls
transmitted through both devices. The Securus’ SCP also has the capability to record the
call and convert it to text so that it can be stored and reviewed via the inmate telephone
system user interface. Explain how the proposed system meets these requirements.

Securus will provide accommodations necessary to comply with the Americans with
Disabilities Act (ADA). The Securus program for inmates who are deaf or hearing impaired
allows those inmates to place outgoing telephone calls using a text telephone (TTY) device
integrated with SCP.
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TDD and TTY Telephones

The technology provided uses dedicated ports on the SCP system
and eliminates the need for a correctional officer or staff member
initiating the call process. The inmate placing the handset on the TTY
device and entering the speed-dial number initiates the call. The
inmate then communicates using the TTY device through the Securus
SCP to the state’s telecommunication relay center (TRS). The
information includes the option of including the inmate’s PIN, along
with a pre-set toll-free number that is direct-dialed to the TRS. With
TRS, a special operator communicates back to the inmate to confirm
the connection and begins the call connection process to the called
party who receives the call on a collect basis.

Integrating the TTY call through SCP allows the facility to specify various policy and security
measures such as time limits, call recording, redial prevention and more. With TRS, a
special operator communicates back to the inmate to confirm the connection and begins
the call connection process to the called party. Charges to the called party will be rated and
billed by the relay service provider.
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Inmate Call Flow Using TTY to Voice

Inmate

Call Progress

iy PSTN

Lift handset
Friend or Family

Y

Enter digit 1, inmate
PIN plus #

TeleRelay Operator
A

Enter speed dial code
for TTY to Voice plus #

TTY to Voice

Called party answers.
TRS informs the party

Y of inmate name and
Place handset on request acceptance of
portable TTY device . call
A

\J
‘ Response sent to inmate

TRS operator answers

R R | : TRS Request number that number is being
Type “Hello" and send —# dc:r:]li";::] (IC:I[; ;?ti) ™ to be dialed dialed and request name
1 . for collect acceptance
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Inmate Call Flow Using Voice to TTY

Inmate

Friend or Family

Call Progress
Steps

v

Lift handset

TeleRelay Operator

v

Enter Language Choice

Voiceto TTY

Enter PIN Called party answers.
TRS informs the party
via TTY of inmate name
and request acceptance
of call

¥ A

Enter Speed dial
number for Voice to
TTY then press #

|

TRS operator answers
call with OLI 29 >
identifier (Inmate)

Response sent to inmate

TRS Request number _ | that number is being
to be dialed dialed and request name

for collect acceptance

Inmate Call Using TTY Phone Calling Another TTY (TTY to TTY).

When a hearing impaired inmate places a call utilizing a TTY phone to a friend or family
member utilizing a TTY phone must include the called party on their PAN list. Facilities can
apply the same calling restrictions to hearing and hearing impaired inmates. Charges to the
called party will be rated and billed by Securus and inmates can also place debit calls.
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Inmate Call Flow Using TTY to TTY

Inmate
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Place handset on both parties via TTY
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A

Called Party answers o Called party responds

Type “Hello" and send as a free call to inmate Hello

\

Video Relay Service (VRS)

SCP provides support for hearing impaired inmates through both VRS (Video Relay Service)
and TTY/TDD. The Securus VRS solution is a complete solution for correctional grade VRS
services which incorporates FCC regulations as well as the inmate call controls,
management, and investigative abilities expected for inmate calls.
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Video Relay Services offer unique challenges to the correctional industry due to its reliance
on American Sign Language (ASL) which requires visual communication, the automatic
insertion of an ASL interpreter when needed, and adherence to FCC regulations which
prohibit VRS Service providers from interfering with or recording the communication.

Securus VRS addresses all of these challenges so as to provide Fort Bend County with a VRS
solution which does more than meet the requirements of ADA compliance - Securus VRS
meets these challenges through a high level of integration with SCP. The high level of
integration between Securus VRS and SCP provides hearing impaired inmates with “equal
access” to communication services while providing Fort Bend County the ability to provide,
manage, and investigate inmate VRS calls in a manner consistent with traditional inmate
calls.

Securus VRS provides equal access by allowing Fort Bend County:

» To provide VRS capable inmate calling devices which fully conform to the
rigorous needs of the correctional environment

» To manage VRS calls using the same controls as are used for traditional inmate
calls

» To record VRS calls in accordance with the same recording controls which
govern whether or not to record traditional inmate calls

o Securus VRS is able to record VRS calls due to the fact that Securus is
not a “VRS Provider”. Instead, Securus is partnered with ZVRS/Purple to
be the “VRS Provider”. The nature of this relationship along with the
proprietary integration of technologies, allows SCP to record VRS calls
while still remaining compliant with FCC regulations.

To include VRS call recordings in investigations including inclusion in CD Images
and individual downloads

Securus VRS call recordings include the visual component of the inmate call for both the
inmate and the other end of the video portion of the VRS call. The other end of the VRS call
might be the inmate’s called party (if they are a registered subscriber to the public VRS
service) or the VRS interpreter (if the called party is not a registered subscriber to the public
VRS service). Since the public VRS service automatically bridges in a VRS interpreter when
necessary, Securus VRS fully accommodates the various scenarios the public VRS service
may encounter. These scenarios include the potential that a VRS Service provider supports
Voice Carry Over (VCO). When VCO is supported, the Securus VRS call recording will include
the audio component of the VRS call.

SECURUS Technologies 44



Securus VRS highly leverages the standard inmate call management control structures
used by SCP for traditional inmate calls, including the following:

» Calling Schedules

» Max Call Duration controls
» Calling Restrictions

» Calling Velocity

» Specific called party phone number controls both globally and on inmate PAN
lists

=  Control over which calls to record

» Inclusion of VRS calls in inmate calls collected for investigations and evidence

The power of this level of integration between Securus VRS and SCP means that Fort Bend
County can set “inmate calling policies” which apply equally to all inmate calls including VRS
calls or to set unique policies for VRS calls.

Inmate access to Securus VRS is provided as an application available through ConnectUs -
the controlled inmate interface provided on inmate kiosks. Because ConnectUs is
configurable to include numerous applications to Fort Bend County inmates, the same
terminal providing Securus VRS calls can also be used for standard inmate calling, Securus
Video Visitation, Inmate Forms, and more.

Because VRS calls are required by the FCC to be free, all inmate VRS calls will be provided at
no cost to the inmate. To ensure Fort Bend County is able to prevent the unauthorized use
of Securus VRS to place free calls, the Securus VRS is also integrated with SCP to allow Fort
Bend County to designate which inmates are allowed to place VRS calls. The Securus VRS
ConnectUs application will require inmates to enter both their designated inmate ID as well
as their issued calling PIN before being allowed to place calls. To accommodate the needs
of the hearing impaired, Securus VRS can be configured in designated booking &/or intake
areas to not require the use of inmate PINs to place VRS calls through Securus VRS. By
these controls, Fort Bend County is provided both security over VRS calling as well as
flexibility to allow VRS calls in situations where detainees have not yet been issued a PIN.

Securus VRS represents the ultimate solution for accommodating conformance to ADA
compliance and FCC regulations and the necessary call controls and investigative abilities
to ensure safe communications.

SECURUS Technologies 45



28.3.11 Three-Way Calling Detection: The system must be able to detect, alert and mark (flag)
three-way calling. Such detection of each three-way call attempt shall have the ability
to mark (or flag) in the call detail record such call attempt as a fraudulent call
attempt. The system shall monitor each line for events that appear to be a three-way
call attempt from the called party.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ SCP is able to detect, alert and mark (flag) three-way calling. Such detection of
each three-way call attempt has the ability to mark (or flag) in the call detail record such call
attempt as a fraudulent call attempt. SCP monitors each line for events that appear to be a
three-way call attempt from the called party.

Three-Way Call Report

Three-Way Call Report - Investigators can run a comprehensive three-way report to
display calls that have been flagged as having three-way activity. They can also use
additional features to understand what happened to the call, make notes on the call, (and
much more) - to uncover why the inmate attempted to “hide” the number. SCP can then be
used to correct the behavior or flag the inmate or dialed number for further investigation.
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The Securus three-way call prevention system is one of the best three-way call detection
systems in the world and is protected by several patents. Independent tests have proven
and certified the effectiveness of the Securus three-way call detection feature. With the
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release of the Securus digitally clean line transmission, our three-way prevention system
has increased its capabilities to efficiencies never before achieved.

A facility can direct the system to do one of two things after detecting a three-way event:

» Disconnect the call with messaging to inmate and called party, and note the
event in the call record

» Mark the call in the call record with no interruption to the call

This feature prohibits a major fraud practice possible with other automated and live-
operator systems. With traditional systems, inmates enlist the aid of an outside accomplice
to “conference” them, via three-way calling, to an “unrestricted” line, bypassing system
controls. Without three-way call detection, inmates have unrestricted access to the outside
world, defeating the correctional objectives and policies of the institution and subjecting
the public to inmate harassment and fraud. SCP is unique in its ability to detect and defeat
an accomplice’s attempt to activate the three-way call feature. SCP has the unique ability to
disable three-way call detection on a particular number or groups of numbers, such as
attorneys.

Detecting and preventing three-way or conference calls is a very important aspect of an
inmate calling system and Securus leads the industry in this area. We would be pleased to
demonstrate these tests and accuracies as needed for Fort Bend County. With an accurate
three-way detection system, Fort Bend County can retain valuable investigative intelligence
while curtailing revenue leakage from calls that should not be connected.

With all three-way call blocking methods, the technology requires “specific usage finessing”
as well as science. Securus will customize the configuration to adjust sensitivity parameters
and thresholds for optimum performance.

28.3.12Inmate Crime Tip Line: The system must provide a no-charge, speed- dial number that
connects to a recorded message system that can be used by inmates to anonymously
report criminal activity within the facility or to provide information related to
criminal investigations.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ SCP “Crime Tip” feature provides a no-charge, speed-dial number that connects to
a recorded message system for inmates to anonymously report criminal activity within the
facility, or to provide information related to criminal investigations.

The Securus Crime Tip feature is an inmate crime reporting tool that gives inmates an
anonymous and secure way to provide crime tips to corrections officers. The Secure Calling
Platform (SCP) system anonymously records all messages left on the Crime Tip Hotline, so
inmates do not have to risk being identified as an informant.
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Inmates can choose to report:

» Information about possible criminal activity, including narcotics
» Acrime that has already taken place

» Athreat to their safety

» Threats to the safety of others

While tips are anonymous as a default, informants may choose to leave their name.
The Securus Crime Tip feature includes:

» A pre-arranged telephone number (designated by the facility), provided to all
inmates

» An option to listen to all or selected recorded messages
» An option to burn specific information onto CDs for use as evidence

» A way to generate reports of all recorded messages with the date and time of
the message

* A way to leave an anonymous reply message to the inmate

28.3.13 Reverse Lookup: The system must provide, at no cost to the County, a mechanism for
looking up the name and address of a called-to telephone number for a call in
progress, a call attempt, or a completed call. Name and address information must be
reported in text and displayed on a map.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ SCP ‘Reverse Lookup” provides at no cost to Fort Bend County, a mechanism for
looking up the name and address of a called-to telephone number for a call in progress, a
call attempt, or a completed call. Name and address information are reported in text and
displayed on a map.

Reverse Lookup

The Securus Secure Call Platform (SCP) reverse lookup feature identifies the billing name
and address (BNA) of a dialed phone number captured in a call detail record. Users can
easily point, click, and initiate a BNA search for the number in private and external data
sources. This search process is unique in the industry, providing the most accurate BNA
information possible.

When the search returns a positive match for a destination phone number, a pop-up box
appears on the screen with phone number’s billing name, billing address, and the date the
number was last verified. Unlike other similar tools in the industry today, the Securus fully-
integrated reverse lookup feature is provided at no additional cost.
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Reverse lookup allows users to access results from anywhere the number exists in SCP
such as:

» (all detail reports

» Blocked number lists

* Global allowed lists

» (Call frequency reports

Dedicated BNA Search Screen
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Dedicated BNA Search Screen, continued
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Reverse Lookup and Personal Allowed Numbers (PAN)

If using PAN management, SCP allows authorized users to associate the BNA information
to a phone number on the PAN list. This feature allows administrators and investigative
staff to view BNA information without an additional search. The Securus reverse lookup
feature offers a comprehensive ad hoc search tool giving an authorized user the ability to
enter criteria ranging from first name, last name, address, city, state, and ZIP to obtain this
information on demand.

Viewing BNA Information on an Online Map

Securus SCP integrates with Google Maps proving a quick and easy way see the physical
location of the address associated with a telephone number. Highlighting any telephone
number and clicking it renders a Google Map on the screen.
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Mapping BNA Information
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28.3.141VR: The proposed system must provide an automated answering service.
Respondents must provide a solution for all incoming calls to a desired phone line.
This service will provide assistance for general public callers with frequently asked
questions. The Respondent will partner with the County on the necessary features,
functionality and interface. There shall be no cost to the County for this feature.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

As your incumbent provider, Securus will continue to provide at no cost to Fort Bend
County with our automated answering service “AlS”, a solution for all incoming calls to a
desired phone line that provides assistance for general public callers with frequently asked
questions. Securus will continue to partner with the County on the necessary features,
functionality and interface on AIS.

Automated Information Services 2.0

Automated Information Services (AIS) is the industry’s first and only hosted, interactive
voice response (IVR) system that provides general facility and inmate-specific information
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to detainees and outside callers over the phone. AIS also can be configured to enable
inmate family members and friends to open or fund a prepaid calling account or an
inmate’s trust using their phone. These additional funding options make it easier for family
members and friends to contribute funds, increasing a facility’s potential commissionable
revenue.

All functionality is available around the clock, allowing constituents to access the system
whenever they need it. AlS can be configured to provide callers:

» Criminal charges

= Bond amounts and types

»= Court dates, times, and locations

» Projected release date

» Commissary balance

» Visitation eligibility

General facility information
Facility location

Directions

Hours

Mailing policies

O O O o O

Visitation policies

o Money deposit policies
AlS retrieves information from a facility's various management information systemes,
including jail management and court systems, every 15 minutes. The service offers an
English and Spanish interface, text-to-speech playback of inmate names, and a touchtone
and speech recognition interface. Family members and friends access AIS by calling the

facility's normal telephone number. Inmates access their information by dialing a speed-
dial code from any inmate telephone.

Additional AIS benefits include:
»= Improved efficiency - quickly answering inmates, family members, and friends
while freeing staff to focus on other responsibilities
» Use of phone system already installed - no need for additional hardware or
wiring
= Answer 90 percent of inmate questions currently answered by corrections
officers
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» Reduce calls answered by staff by 80 to 90 percent - AlS provides 24-hour
access and eliminates most common calls

» Realize a 200 percent increase in answered calls - able to assist callers who
might otherwise hang up because of extended wait times

» Reliable system - 99.9 percent uptime service level agreement
» Usage summary emailed to the facility every month

* Increase commissionable revenue by allowing another funding method

AlS Return on Investment

Most facilities find incoming phone calls to be an administrative burden. Securus estimates
that an average facility receives one half telephone call per day, per inmate, with each call
averaging four minutes. Inmates ask facility personnel an additional one half question per
day. These activities consume administrative resources and take personnel away from
their primary responsibilities.

Monthly Time Consumption per Inmate

1 inmate X % call X 4 min X 30 days = 60 minutes

AIlS 2.0 Value Automation

Incoming Requests: AIS automates 80 percent of
administration requests, which
results in a savings of 48 minutes
per ADP per month

Inmate Requests: AIS automates 90 percent of inmate
requests, which results in a savings
of 54 minutes per month per ADP
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Testimonials

“The system has drastically reduced the need for staff to handle calls from the public
[asking for] information on inmates. The system also is capable of handling many
more calls coming in than staff could ever respond to. Inmates can also access their
own information which has reduced "kites" by over 50%. Deputies are less distracted
by inmates seeking information and can concentrate on their primary duties (Safety
and Security of the Facility). The automated system has streamlined inmate
information access which has had a direct effect on operational efficiency.”

- Lt. Mark Martin, Jefferson County Sheriff's Office

“Someone came back from vacation just after AIS was installed and reported that
there was a problem with the phones because they weren't ringing anymore.”
- Lt. Hammond, Lorain County

“Our deputies love it, so | love it. We're now saving over two officer's worth of time!”
- Dee Sandy, Miami County

29.0 TECHNICAL SPECIFICATIONS (VIDEO VISITATION):

29.1 Video visitation service requirement: The system must be capable of providing on- site
and remote video visitation service.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus is pleased to offer Fort Bend County the Securus Video Visitation system, enabling
safe, secure on-site and remote visitations with fewer burdens on facility staff. This
advanced solution provides multiple benefits, including:

» Enhanced facility security by reducing the possibility of inmate confrontation

» Reduction in inmate and visitor movement through a facility

* |Improved inmate communication with legal representation, bail-bondsmen, family,
and any other persons authorized by Fort Bend County’s administration

= Reduction in contraband infiltration

* Increased security for visitors
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* Increased inmate and visitor morale with increased opportunities to visit
» Reduced man-hours needed to escort inmates and visitors to visiting areas

* New revenue stream for the facility through paid visitation sessions

The Securus Video Visitation solution is a centralized system, similar to our Secure Call
Platform inmate calling system, with regular technology and feature upgrades. Securus

easily enables new features and modules through the centralized system, even after
installation.

Anywhere Visitation

This method allows remote visitors, such as friends and family, bail bondsmen, probation
officers, and attorneys secure communication with inmates from outside the facility via a
broadband internet connection.

Remote visitors access Securus Video Visitation through the Securus APP or
www.videovisitanywhere.net website. Remote users need only a phone, tablet, computer,
or other mobile device with a built-in or external webcam, a microphone and speakers, or a
headset.

Family and Friends can obtain an approved account profile from remotely by sending their
picture and driver’s license. Securus is the only company that offers this feature.

From the mobile APP or website, visitors select the facility and inmate with whom they
would like to visit and then can:

= (Create, reschedule, and/or cancel a scheduled video visit session

» Pay for the scheduled session with a credit or debit card

»= Apply for remote video visitation privileges from the facility

» Join a visit session with inmates (no officer intervention required)
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How It Works: Anywhere Visitation

Inmate’s family, friends, and others, e.g. attorneys, can access Securus Video Visitation
through the mobile app or by going to www.videovistanywhere.net using any standard
internet browser on a computer or other mobile device. This website allows users to
establish an account, schedule and pay for a remote video visitation session, and view
account activity.

When a user logs on using the video
visitation website or mobile app, they select
the facility and inmate they wish to visit.
The system will show the available dates
and time from which they can pick, and
through integration with the Jail
Management System, the scheduling
application automatically schedules visits
according to the housing location of the
inmate in the facility, available terminals at
that housing location, and available video
visitations times. Remote video visitation
sessions are charged on a per-session rate, and friend and family can pay using a debit or
credit card.
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How It Works: On-Site Video Visitation

This is the classic type of inmate video visitation where visitors and inmates can
communicate with each other via video. The visitor arrives at the facility’s visitation area
and, after security verification, is allowed to sit at a terminal.

When prompted, the inmate identifies himself on the terminal using single or dual
password authentication and the session is started automatically, requiring no officer
intervention.

Visitors are able to schedule their onsite visitation in three easy ways:

o Securus Mobile app- Visitors can schedule their onsite visit by downloading
the Securus app to schedule their next onsite visit

o Onsite terminal - Visitors can schedule using one of the touch screen
terminals configured for scheduling their next onsite visit

o Visiting www.videovisitanywhere.com through a mobile device or computer

29.2 Video visitation hardware requirements:

29.2.1 Suitable for inmate environment: The Respondent is to provide video visitation units
that are suitable for an inmate environment, meaning that units are equipped with
durable housings and reinforced cords of a length determined by County which may
vary based on installation location. Each unit is to be tamper-resistant. EQuipment
must not contain any external removable parts.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Securus sPhone™ is the most flexible video visitation product on the market today,
designed to give Fort Bend County unmatched efficiency and flexibility.

The sPhone, with a smaller footprint than a traditional video visitation kiosk, uses existing
facility telephony wiring. It is available as both PoE (Power over Ethernet) and two-wire
connection; this means it can be installed where regular inmate telephones now exist. This
makes the sPhone much easier to install and move around.

The housing is strong enough to prevent vandalism and is designed to prevent the
introduction of contaminants. The case and touch screen are environmentally sealed and
easy to clean. The rounded shell has no sharp edges or corners, providing another layer of
protection to prevent the inmate from self-harm. The unit's shape, small footprint, and low
profile reduce the amount of leverage available to intentionally damage the unit. Display
information will be projected from the processor through a thick, transparent, break- and
scratch-resistant screen.
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The sPhone uses a reinforced handset cord anchor to meet or exceed AT&T "Gorilla Phone"
specifications. (“Gorilla Phone” must meet or exceed tensile pull strength of 1000 pounds.)

The following specifications apply to the Power over Ethernet and two-wire sPhone™ units:

Minimum data cable type: CAT-3 (for 10BaseT Ethernet), CAT-5e (for 10/100/100
BaseT Ethernet)

Recommended data cable type: CAT-6 (for
10/100/1000 BaseT Ethernet)

Maximum data cable length: 328 feet (100
meters) for Power over Ethernet or 4,000
feet (1,524 meters) for two-wire

Electrical: Type 1 (IEEE 802.3af-2003) for
Power over Ethernet or a proprietary
method for two-wire \/

Power consumption: 7 watts, average; 15 watts peak
Dimensions: 10.5 inches tall x 13 inches wide x 3.25 inches deep

Weight: 13 pounds

The following environmental requirements apply to the Power over Ethernet and two-wire
sPhone units:

Operating Temperature +32°F~+122°F (0°C~+50°C)
Storage Temperature  -4°F~+140°F (-20°C~+60°C)
Relative Humidity 10%~90% (non-condensing)

Fort Bend may also choose to deploy our XL terminal.

Video Visitation Terminal

Video visitation terminals are configured to meet the County's requirements.

The Securus Video Visitation terminal is a correctional facility grade, tamper-proof steel
enclosure. The wall-mounted terminal has a shatterproof touchscreen, a high-resolution
video camera with integrated lighting, and tamper-proof, and a heavy, molded plastic
handset with an armor-reinforced cord for audio communication.

The proposed SVV terminals include, at a minimum, the following:

A correction grade hardened steel enclosure

One correction grade audio handset per terminal for the inmate, and two
detention grade audio handsets per terminal for the public
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» A shatterproof LCD monitor with integrated camera

» Spill-proof enclosures

» Terminals without openings
exposed to the user,
including all wiring and
ventilation holes

= Terminals without any
external hinges

» Terminals that are powered
by 110 VAC

* Rounded tops and corners

»= Terminals with built-in LED
lighting that automatically
activates during video
visitation sessions and
automatically ends when
the video visitation session
completes and/or disables during all other functions

» Terminals that use a standards-based video conferencing CODEC

» Options for powering the units on and off

29.2.2 Volume control: All units will have adjustable volume control.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The sPhone™ and the XL terminals both includes adjustable volume controls.

29.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

29.3.1 Visitation processing: The Respondent is to provide a system that processes on-site
and pre-paid remote visits automatically using a customizable scheduling function.
County personnel must be able to override scheduling for on-demand visits as
required. The system shall require a positive acceptance by the inmate using an
assigned PIN. Only after positive acceptance will the inmate and the visitor be allowed
to talk. The system shall create and save a visit detail record of all visit attempts,
whether accepted or rejected and the fate of the visit shall be noted in the record.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
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Because Securus Video Visitation (SVV) is a 100% Web-based video visitation platform and
integrated inmate kiosk solution specifically designed for correctional facilities, it will
provide Fort Bend County a system that automatically schedules and processes visitations.
Authorized personnel will retain the power to approve visitations and override visitation
rules when necessary. The SVV session generates a call detail report on all visitations.

Scheduling a Visitation

SVV makes the complex tasks of scheduling sessions and managing user accounts easy and
secure for the facility, the friend or family member, and the inmate. Family members and
friends may use one of the following three methods to schedule a visitation for approval:

o Securus Mobile app- Visitors can schedule their onsite visit by downloading
the Securus app to schedule their next onsite visit

o Onsite terminal - Visitors can schedule using one of the touch screen
terminals configured for scheduling their next onsite visit

o Visiting www.videovisitanywhere.com through a mobile device or computer

To begin, visitors must create an account for approval using the mobile app, an onsite
terminal or by going to www.videovisitanywhere.com. Attorneys have a separate
registration process. Attorney accounts require additional verification, such as a Bar ID.

Facility personnel must approve and authorize a user’s registration before visitation
sessions can be scheduled. This process allows the County to verify a visitor's eligibility to
visit with an inmate. When the facility staff approves the account request, the visitor
receives an approval email and can then schedule their visit.

Step-by-Step Scheduling Process

1. During the registration process the family or friend user adds facilities to their account
for where they want to schedule visitations. When the user goes to schedule a visitation
they can then choose the facility and between “Visit Remotely” or “Visit at the Facility”
options and select “Schedule a Visit”

SECURUS Technologies 60



SEFurus % 3 .
= Video Visitation

“iggn Account Number: 7580 % System Check
( L) IH.TI_QH/) Manage Account w

My Visits »
Account 5tatus: @ Active Schedule a Visit v

Visit at the
Site Name Visit Remotely
Facility
Securus Demao Schedule a Visit @3 Schedule a Visit &)
* AR Schedule a Visit Schedule a Visit )
Schedule a Visit Schedule a Visit @B
- b Schedule a Visit | Schedule a Visit

View All
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3. After selecting an inmate, the appointment page will display current promotions that are
specific to the facility.

Q

Current Promotions

[ sovotumessummary ||

Visitation Type: Remobe

Applcable promobicn will be applisd sutomatically o your visll once you select the appoiniment durasion of al Site: Securus Demao
chackout nmate: Helen ales
Duration: 20 MINUTES
= 10 Minute Visitation for $0.20 Price of Visit: FREE
« Use your 30 Minate Visitation FREE I')ane:
me:

= 60 Minute Visitation for §5.00
= Use your 75 Minute Visitation for 70% off

Appointment Details

Duration: 20 MINUTES FOR FREE
Price reSects cument promabons

Date:
e

Su Mo Tu We Th Fr Sa

Terms anc

I have read and

4. The user will select the duration with the associated cost, date and time of when they
would like to visit.

1 ° Appointrmgnt
[ Avpoinimers summary |

Current Promotions
Visitation Type: Remots

\ppl will be applied 10 yOur visit once you select e appointment duration o at Site: Secirus Demo
checkout Inmate: Helen Yates
Duration: 20 MINUTES
Price of Visit: FREE
Date: 1082014
Time:

« 10 Minute Visitation for $0.20

= Use your 30 Minute Visitation FREE

« 60 Minute Visitation for $5.00

+ Use your 76 Minute Visitation for 70% off

Appointment Details

Dusration: 20 MINUTES FOR FREE M
Price reflects curment promotions

Date: 3 10282014

01:35 PM CT 1)

Terms ancq, i pm cr
0145 PM CT

I have read and | 0150 PM CT
01:55 T

RESET ACCEPT AND CONTINUE

: pal.qawe| 0225 PM CT
Hode: PeL-GNWE] 03 30 PM CT

Legal/Regulatory Site Map

0255 PM CT ~ - Tm

5. After the user clicks “Accept and Continue” the user will be directed to a payment screen
that will allow for a total of 13 minutes to complete the checkout process. The user can
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view the appointment summary and input a coupon code that can be applied to the
transaction.

| inmate Eh Appointment o Checkout

You have 12:49 to complete this transaction . P nt Summary

Visitation Type: Remote
Site: Securus Demo

Payment Amount Inmate: Helen Yates
Duration: 10 Minutes

Price: $1.00 Price of Visit: $1.00
Date: 101282014
Time: 1050 PMCT

Sublotat: 3100 Coupon Codes

Please enter your coupon code and select apply
o A [ ]y

Billing Address

First Name: BAHIR32
Last Name: ENROLL32
Address: 487 NUMLOCK AVE

City: DALLA State: | Tx | Zip Code: | 75024

Payment Details

Credit Card Type: | Master Card v

Credit Card Number:

ExpirationDate: | Jan v ||-Select- v| CWCode: [ | whatsme

H

(Bacis BT SR

When scheduling an appointment on the Securus Video Visitation system there is a waiting
or “buffer” period between when the visitation session is scheduled and when it takes
place. The minimum time between when family and friends schedule the session and
when it takes places is configurable between 1-48 hours based on the needs of the facility.
The SVV system'’s default setting requires at least 24 hours’ scheduling notice prior to the
specified date and time of the visit. However, the facility will have the ability to bypass the
waiting period and schedule a visitation session within the 24-hours, if needed.
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Options for public appointments

Start: | 00 [v]: oo
The time app. ments may begin for the day.

Stop: 23 [w]: 58
The time appointments end for the day

Buffer: 0 [: 0
The time required between creating an appointment and starting the appointment

Duration: 12 periods of 5 minutes
This determines the number of periods and the increment of time between each period (e.g., 4 periods of 15 minutes equals options of 15, 30, 45 and 60
.
Options for home user i { paid)

Start: | 00 [v]: oo
The time appointments may begin for the day.

Stop: | 23 [v]: 59
The time appointments end for the day

Buffer: 0 : 1]
The time required between creating an appointment and starting the appointment

Cancellation buffer: | 0 [v]: 0
The time prior the appointment during which the appointment is not refunded if cancelled
Duration: 5 periods of 5 minutes

This determines the number of periods and the increment of time between eac €.0.; 4 pe m al 45 and 6

Customizable Scheduling Feature

Fort Bend County will have the ability to customize the available visitation schedules
through the visitation rule feature. The Securus Visitation Rule engine is the most robust

in

the industry. Visitation Rules allows the creation of quotas for the frequency of visitation by

user, terminal, location, user group, and site. This feature allows authorized facility
personnel to create and enforce rules such as allowing the Inmate User Group to have a
maximum of two (2) on-site visits per one (1) week. Visitation Rules do not apply to
Emergency calls.

Visitation Rules are accessed through the SVV application at
https://securusvideovisitation.securustech.net/. Select the “Sites” icon, and then choose
“Visitation Rules” from the bottom navigation bar. Other items accessible only by Securus
administrators appear in the bottom navigation bar such as “manage modules.”
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Visitation Rules
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Creating New Visitation Rules

While in the Visitation Rules section of the SVV portal, click on “new” to create a new
Visitation Rule.

Create a New Rule

Sacurus
Q\.ﬁdeo Visitation
Home > Administration > Rules |

™ Users TS Terminals Locations 7= Sites Logs F=| Block List
£33 ﬁ \.‘) ll'l g d
Rule List
ID Name Visit Type Quantity Frequency Start Date End Date Active Actions
176  Inmate 2 Visits per Week Onsite 2 1 Week 2013-07-14 2020-12-31 e # o
1 result

return to site

From here, you will define a rule name, and configure the following fields:

» Visitation Type:

o Regular: Unpaid remote visit (typically not available)
Onsite: Standard on-site visit
o Home: Applies to both friends & family home user and attorney home user

o
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= Quantity: Maximum quantity of the selected visitation type

= Frequency: Frequency of duration of time

= Duration: Day, Week, or Month

= Start Date: Date in which the Visitation Rule will begin to be enforced

= End Date: Date in which the Visitation Rule will end. Rules will continue to be
enforced on the end date and will discontinue the following calendar day

o All Visitation Rules MUST have a start and end date

= Status: While creating a new rule, the “Activate” checkbox must be selected for
the rule to be active. Existing rules can have a status of:

Define a New Rule
New Rule
Rule Name
Visit Type: Regular E|
Quantity:
Frequency: 1
Duration: Day m
Start Date: =
End Date: =
STatus
Active: [
Add
User Terminal Location | User Group Site
4 4 4 | | - =]
Emergency =
Drore Driore Drore Facility Admin
To search an user, enter the first To search a terminal, enter To search a location, entar  |Home User e
name OR last name OR user name the terminal name, then click the location name, then dick
OR IO, then click search button search  button  (magnifier ssarch  button  (magnifiar
(magnifier ican). icon). con)
ﬁlull @nvcl

During the creation of a rule, the rule can be associated with a user, terminal, location, user
group, or site. Users can create a new rule without an initial association. However, new
rules will not be in effect until there is, at least, one entity associated. Associations, in order
of priority, are as follows:

= User Association: Rule applies only to a specific Inmate or user
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» Terminal Association: Rule applies to a specific terminal. This is a cumulative
rule applied to the Terminal only - NOT the users under the Terminal*

» Location Association: Rule applies to a specific location such as a pod. This is
a cumulative rule applied to the Location only - NOT the users under the
Location*

» User Group Association: Rule applies to every member of the user group to
which the rule is associated

= Site Association: Rule applies holistically to the Site. This is a cumulative rule
applied to the site only - NOT the users under the Site*

*The behavior of cumulative rules will soon change such that the rule will apply to
all users at the association level.

Rules are also prioritized based on the association level in which they are applied. For
example, a visitation rule applied to a User (highest priority) takes higher priority than a
rule associated with a Site. This means that if there is a Site level rule that allows inmates to
have one on-site visit per 1 month and a User level rule for a specific inmate to have five
on-site visits per 1 month, the User level rule take priority.

Example Visitation Rule:

= Rule Name: 2 Visits per Week
= Visitation Type: Onsite

= Quantity: 2

= Frequency: 1

= Duration: Week

Reads: 2 onsite visits per 1 week

If two rules with the same priority conflict, both rules will need to pass to schedule and
appointment. An example of this conflict is an Inmate User Group visitation rule to allow
one on-site visit per week and an Attorney User Group visitation rule that allows five on-site
visits per week. Both rules must pass to schedule a visit.

Associating Visitation Rules

Enforcement of a Visitation Rule requires association with a user, terminal, location, user
group, or site. There are two ways to associate a rule:

= Edit the Visitation Rule by going to the “Visitation Rules” section within the “Site”
icon. Here, Facility administrators can associate a rule with a User, Terminal,
Location, User Group, or Site.
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Edit the association category by going to any one of the “User” or “Site” icons.

To add a user-level visitation rule, either navigate to the visitation rule and select “Edit” or
click on “Users,” select the users edit button and scroll down to the “Rules” section. Locate
the rule that you would like to apply and drag/drop it into the “Attached Rules” section.

Associate a Rule

Rules

iadbtneiand Available Rules I Attached Rules -

I Daily Rules

Iweeklv Rules

[ tmmate 2 vists per week (2Times /1 >

Monthly Rules

To attach rules, drag the rule in "Available Rules” area and drop it inte "Attached Rules™ area.

Editing Visitation Rules

To edit or delete a visitation rule, simply go to the Visitation Rules section of the Securus
Video Visitation portal and click on the “edit” or “delete” button.

Editing Visitation Rules

Rule List 4
ID Name Visit Type Quantity Frequency Start Date End Date Active Actions

176 Inmate 2 Visits per Week Onsite 2 1 Week 2013-07-14 2020-12-31 @ a

1 result

preturn to sulel @newl

When editing a visitation rule, you can modify all components of the rule as well as add and
delete associations. A popup showing the number of impacted sessions displays before

saving a rule change. This prevents the unintentional cancellation of previously scheduled
visits.
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Editing Visitation Rules - Confirmation

Warning: Modifying this visitation rule may affect the following scheduled appointment
28912 - 2013-08-01 - JOSE CASTRO - De'Anthony Thomas

These changes might result in the session(s) being cancelled

szt

If the rule change does not impact scheduled appointments, the following popup will be
displayed:

Information: Your visitation rule modifications will not affect any scheduled
appointment(s).

e e W = -

Bypass Visitation Rules and Buffer

Securus Video Visitation allows authorized facility administrative users to bypass visitation
rules and visitation buffers when scheduling appointments for the public. Rules can be
bypassed when scheduling the following visits:

e New public appointment: On-site visit scheduled by facility administrator
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Bypass Visitation Rules

New public appointment

Bypass rules - 2 No Yes

. Appointment Summary

Attorney " Public_Visitor " Attorney - Expansion |

b Go to next step )

% Reset '

Example: Facility requires 24 hours visitation buffer and has an active visitation rule that
allows inmates to have two on-site visits per week. The facility can choose to override both
the buffer policy and visitation rule by choosing to “Bypass rules” while scheduling the visit.

Appointments scheduled in “Bypass” mode are NOT counted towards visitation rules but
will be logged in the system log.

SWV Reports

SVV offers appointment reports that include detail records for visitations. This report
includes all video visitations, both scheduled and concluded, that fit the search parameters
input by the user. Authorized users can search and generate reports based on date, status
of call, inmate location or terminal, visitation type, visitor location or terminal, user group,
or any combination thereof. The appointment report generated will include whether the
visitation was accepted or reject, and the fate of the call in addition to the date of the
visitation, name of the user who requested the visitation, and the IP address. The
appointment report can be exported in CSV, XLS, and PDF:

Securus Video Visitation Detailed Reports -
Dashboard

N Users & Groups PPpa crminals % Locations Sites Logs (o Server groups
& & = & W =
D Servers Block List = Detailed Reports
. - {u3)
Appointment Recorded
Report Sessions Report
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Securus Video Visitation Appointment Report

. iclorc Do ScouusDomo 0422 P Cl L onine | 0 ot

omes Dot repos
Appointment Report
Start Date * Required Sthfioorga A 6th Floor Visitors B
. |sthfloorhallway ) cwtest-hayes-visitor
CrdDste (2016010 ]® Required Inmate Location SIS | Visitor Location (2125 i
ear C cwtest-hayes Kellway Warehouse test visitor
Sthflooraa SthFloorVisitorsTerm-2
appointmentd| | Inmate Terming) |66 Flaor Term 1 A visitor Terminal [thFlosrVisitorsTerm-3 ~
‘ sthFloorVisitorsTerm-1 > Glass One &
A"';h duled A connectUsTerm1 GHicholsonVisitor
Status et :
ending ™ Regular P Basic_Trainer 7
Ready Visitation Type | 0lIC User Group  |0E"9Y
Home user Collier_visitation_Officer v
Private attorney Commissary Admin >

Gcancel | search | Freset | @ nep

29.3.2 Attorney Visitors: Approved professional/attorney visitors, under no circumstances,
will be recorded or monitored. Describe in detail how the system will handle pre-
approved professional visitors. Individual attorney visitors must be configurable for
predefined visit durations as necessary.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The SVV system will not record visitations between inmates and attorneys. Attorneys have
a separate registration process from the general public. Attorney accounts require
additional verification, such as a Bar ID. The SVV system is configured to not records
visitation sessions from attorney accounts.

Additionally, the SVV system allows for separate visitation rules for attorneys versus public
users. When creating or editing a visitation rule, for example a visit duration limit,
administrators can check a box to limit the use of the rule. From there, the administrator
can chose to have the rule only apply between inmates and private attorney.

Home » Administration » Rules _
™ Users ™, Groups ¥y Terminals Locations £ Sites Lo
£ e b _ @ il
)\ Servers [F=| Allow List

(E==] |

New Rule

General

ile will apply ONLY to visits between inmates and Private Attorney

Rule will apply ONLY to visits between inmates and Home User
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For other professional groups, for example clergy or medical for which Fort Bend County
does not want visitations recorded; county administrators can create user groups for each.
Special rules can be assigned to these groups, including the option of not recording
visitations.

29.3.3 Free Onsite and Remote Visits: The System shall have the capability to provide free
onsite and remote visits to pre-approved visitors which serve a County function.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

With Securus Video Visitation, all onsite visits are free. For remote visitation, the County can
create a custom group of visitors in the SVV platform to allow for configurable rates that
can be free to serve the County.

29.3.4 Visitation Networking Requirements: The Respondent is to provide a system that runs
all visitation network traffic on a stand-alone network and does not compete for
bandwidth with other features and services.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus' SVV operates on a stand-alone, separate network from the Fort Bend County
secure network. Securus installs all necessary cabling, networking and equipment and will
not require or interfere with the County’s network. Securus will install a completely
separate network just for our video visitation application as not to interfere or degrade the
level of service that video requires.

30.0 TECHNICAL SPECIFICATIONS (TABLETS):

30.1 Tablet service requirement: The system must be capable of providing wireless tablet
services including multiple software applications.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

SecureView Tablets utilize industry-leading hardware, network and software, which allow
for:

= Officer Command & Control Tablets (Securus Exclusive) - Remote behavior
modification and control of inmate tablets

» Behavior modification

* Phone - Fully integrated with SCP platform

* Job Search - Real-time job search database

» Education - Access to a variety of facility approved programs

» Law Library - Access to Federal, State, and Local Law

= Music - Streaming music
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30.2

30.2.1

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

SecureView Tablet solutions offered by Securus provide
tablets that are suitable for an inmate environment. Our
tablets are equipped with durable housings, and the camera
functionality is disabled unless approved by the County. All
SecureView applications do not access the internet without
express knowledge and approval by the County. Each of our
tablets is tamper-resistant and come with a ruggedized
casing, and a high strength, impact-resistant security glass
with integrated screen protector.

Our equipment does not contain any external removable
parts other than an earbud or headphone approved by the
County.

» Podcasts - Educational, spiritual, vocational, self-help, and more (over 500)
= Religion - Access to religious books and podcasts

» Books - Educational, fiction, non-fiction, etc....Access to over 3,800 unique titles

= Games - Proactive and constructive
= Services - Approved Officers may publish notices or information to inmate
tablets from officer tablets, in real-time

= Forms and Grievance - Provides administrative support, reduces paper usage,

and fully integrates with SCP Dashboard
= Documents Viewer - Digitally display all facility documents

Tablet hardware requirements:

Suitable for inmate environment: The Respondent is to provide tablets that are

suitable for an inmate environment, meaning that tablets are equipped with durable

housings, any available camera functionality is disabled unless approved by County,

and applications shall not access the internet without express knowledge and
approval by County. Each tablet is to be tamper-resistant. EQuipment must not
contain any external removable parts other than earbud or headphone and tablet
case approved by County.

30.2.2 Volume control: All inmate tablets will have adjustable volume control and will be

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

furnished with one earbud or headphone.

All SecureView tablets have adjustable volume control and will be furnished with one
earbud or headphone.

SECURUS Technologies

73



A single set of headphones is supplied with each unit - replacements are provided at no
cost to your facility. An inventory will be provided for each location applicable and may be
distributed to the inmates by a facility staff member as warranted.

Earbuds provided by Securus have been customized for correctional use and meet the
following specifications:

» Plug pull force: 5KG

= Ear piece pull force: 3KG

» (Clear (no color) gummy earpieces

= (lear audio cables, with Microphone

30.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

30.3.1 Tablet Funding by Friends and Family: The Respondent must provide the ability for
friends and family members (Users) to fund tablet rental and/or applicable features
via Respondent’s website, automated IVR system, and via a customer service
representative. The Respondent must allow Users the ability to establish an account
directly with the Respondent. The Respondent is to describe their proposed Tablet
Funding Options. Rental price, including fees charged for applications, shall be agreed
upon by County and shall not change without an updated agreement.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus offers the ability for friends and family members to fund tablet rental and/or
applicable features via Respondent’s website, automated IVR system, and via a customer
service representative. Securus allows users the ability to establish an account directly.
Securus has described below our proposed Tablet Funding Options. Rental price, including
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fees charged for applications will be agreed upon between Securus and the County, and
will not change without an updated agreement.

The SecureView subscription program allows family and friends to order and pay for an
inmate’s tablet. The family member can access Securus online. Our Dallas based call
center provides response to any issues or concerns that the family or friend may have
24Xx7x365.

Ordering Process

Ordering a tablet for an inmate is available on the SecureView tablet website. Family and
friends can easily order a tablet in a few simple steps. To order the SecureView Tablet:

=  Go to www.SecurusTablet.com
=  (Click on the "Get Tablet" link

= Select the appropriate facility from the drop down menu. Option plans and
pricing are shown here.

= Complete Ordering Information
= SecureView tablet will be shipped to your loved one!

Tablet

3 4 Frie ! shippedto
Friends go 2 e inmatein 5

securustablet.
com

business
days

Details on the process are below:
Step 1

Inmate informs his family or friend about the SecureView Tablet and the ordering website
SecurusTablet.com.
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Step 2

The family or friend of the inmate visits SecurusTablet.com, which shows the benefits of
providing their inmate with a tablet, as well as, informs them of the rental terms and
conditions.

To subscribe for a tablet, F&F find the facility the inmate is housed at, selects a plan, fills
out the order information, and reviews his order.

Step 3

Login to your PayPal account, or create an account if you do not have one.
Step 4

The F&F order information is tracked and stored in a Securus Database.
Step 5

The SecureView Tablet is shipped to the inmate at the facility and arrives in approximately
5 business days.

30.3.2 Tablet Funding by Inmate: The Respondent must provide the ability for inmates to
self-fund tablet rental and/or applicable features via Respondent’s automated IVR
system, by using inmate’s debit account managed by Respondent, or by using inmate’s
trust fund account managed by County commissary vendor. The Respondent is to
describe their proposed Tablet Funding Options. Rental price, including fees charged
for applications, shall be agreed upon by County and shall not change without an
updated agreement.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will also provide the option for inmates to self-fund tablets via their inmate debit
account. Inmate will be given the option to pay for tablets via their inmate debit account.
Inmates will also be able to download content such as games and songs on a per download
basis. For rental pricing and fees please refer the proposed offer section of this RFP.

30.3.3 Standard Applications: The Respondent shall provide a set of standard applications.
Standard application set shall include at least the following:

30.3.3.1 Phone
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Outbound Phone Service

For facilities that use the Securus SCP Inmate Telephone Service, the
SecureView Outbound Phone Services application will allow the SecureView
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tablet to function as a telephone extension of the SCP platform. Just like SCP, the
SecureView tablet has the feature that will only allow that inmate to make calls from the
housing unit where he resides. All the features and restrictions of the SCP Inmate
Telephone Service will apply such as PIN/PAN lists, velocity controls, family and friend
billing/customer service, and recording and monitoring. There are no additional fees or
rate increases applied.

Secure View
Capabilities

Allows inmates to place phone calls
through the Secure Calling Platform
(SCP)

Phone Groups for locking a tablet to
a housing area

Standard 9-key dialing pad

Volume Controls
Visual Call Timer

Phone Call App
Benefits

Intuitive design and use

Ability to place call with more privacy
and safety

Assists in avoiding and minimizing
confrontation in common areas

Gives inmate more visibility into the
duration of the time they have been

using the phone

Connected: Call in Progress

End Call
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30.3.3.2 Music
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Music

SecureView's music application provides access to listen to multiple
categorical music selections such as Country, Gospel, Jazz, Pop, Rock,
Motown, etc. There is no per song download or cost to the inmate.

Pick a station below:

1 D?hit: - New l_‘.:.ounlrr ’

COIL.IntI'\f Iiadi:? S_witzot!and

Breakz.FM - The Best HipHop EDM Mashup & E::hlnp Musi,.,

http://www.radiostad.org

100hitz - Top 40

Bay Easy

lnl.luc.!.f.lm:. :

.ﬂclkndil?""!.! n!le_rp.stiu Channel
Latina 102.3 FM

ChristianRock.Net

30.3.3.3 Podcasts
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Podcasts

Podcasts come from a selected set of secure categories including, but not
limited to mental health, self-help, education, news, obtaining employment,
sports, music, and spiritual guidance. Both audio and video podcasts are
available. Podcasts provide material that consists of content which is
proactive and constructive for inmates, that keeps them occupied as well.

Mental Health applications are also part of the many podcasts available to Fort Bend.. 15
new and excellent quality podcasts are available with Podcast Library Enhancement, in
addition to the some of the current offering. The new education application also provides
substantial mental health capabilities with almost 60 videos addressing Drug
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Abuse/Addictions, Depression, Anxiety, Psychotic disorders, Dementia, Delirium, and
Alzheimer’s, and Neurodevelopmental disorders.

Podcasts can be either streamed or downloaded to the physical device so that the inmate
can listen even when in offline mode.

Categories Include:

= Addiction » Engineering » Education = Country » Buddhism
= Music » Baseball = News Music »= Spanish

= Comedy = Religion = ESPN = Science

= NPR = Japanese = Parenting

500+ podcasts available over various topics and interests, featuring podcasts in 11 different

languages:
= English = |talian = Danish
= Spanish = Portuguese = Serbian
= French = Russian = Swedish
= German = Japanese

CATEGORIES
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30.3.3.4 Books

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

eBook Reader

Real time access to 3800+ unique preapproved books spread out over 46
different categories, available to read and download. Books are available in
a variety of genres including fiction, non-fiction, adventure, drama, and self-
help. Facilities may also provide their own inmate handbooks and
documents.

Via the eBook Reader, inmates have the ability to download and read books with options to

bookmark, word search, zoom in and out, and utilize a table of contents.

Categories Include:

= Action
Adventure

= Astronomy

= Biographical

= Biography
Autobiography

= Classics

= Drama

= Dystopia And
Uchronia

= Europe

= Fairy Tales, Folk
Tales,
Mythology

= Fantasy

Fiction

Ghost

Gothic
Historical
History
History By
Country
Horror
Human Science
Humorous
Juvenile Young
Adult

Literary
Literary Essay
Modern 1799

Mystery
Detective

Non Fiction
Occult
Supernatural
Philosophy
Poetry
Political Science
Religion
Romance
Science
Science And
Technics
Science Fiction
Science

Technology
Short Stories
Social Science
Supernatural
Creatures
Suspense
Thrillers

Time Travel
Travel

War Military
Westerns
XiXth Century
XXth Century 19
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30.3.3.5 Religious Material
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Religion

To benefit the facility and inmates, Securus developed a way to convert
spiritual books into a .pdf which can be displayed on Securus inmate tablet
devices. Religious podcasts are also available, allowing inmates to listen to
sermons, teachings, and other religious audio.

30.3.3.6 Law Library
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Law Library

The SecureView Law Library application makes legal research simple.
Facilities can adhere to legal obligations while reducing their costs, when
inmates perform their legal research using the SecureView Law Library
application. This application provides full access to inmates to complete
legal research without the need for transporting to a facility library or
special computer. The inmates can remain in their housing unit and
research legal topics through this SecureView application. Unlike large book collections that
require costly replacement of revised material, the Law Library application includes nightly
automated updates that are provided to facilities at no extra charge.

Inmates will have secure and electronic access to millions of law publications and articles
and they can research all Federal Supreme, Circuit, District, Bankruptcy, State decisions and
more through intuitive search capabilities. The Google-like search bar is conveniently
located at the top of every page, inviting you to conduct a search using either simple or
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complex search language. Once the results are delivered, the application offers intuitive
‘search-within-a-search-capability’ to further narrow the results.

The simple SecureView touch-screen user interface requires no training or prior computer
experience, so this allows inmates to perform researches independently and free up staff
time.

Federal Libraries + All States and Federal Libraries

" Federal Libraries I
I
I

Jurisdictions

Capabilities:

= Allows inmates access to research legal data independently
* Robust search engine designed to quickly mine through large amounts of data
» Facility Admin access to all State Libraries and the Federal Library

Facility Benefits:

= Compliance to legal and mandatory requirements to provide inmates access to the
courts (1977 Supreme Court Ruling; Bounds vs. Smith)

*= Reduce or eliminate inmate complaints and litigation

= Always up-to-date information; automatic updates provided at no extra cost

* Free up staff time

» Easy and safe solution

» Eliminate the need for housing large book collections, additional hardware, network,
or electrical equipment because the application rides on Securus’ ConnectUs inmate
platform

= Reduce costly and time-consuming inmate movement by hosting law library search
resources in the housing units rather than escorting them to a physical library or
terminal

= Receive turnkey service; Securus takes care of everything
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Inmate Benefits

» Ability to perform research independently

» Simple touch screen user interface that requires no training or prior computer
experience

* Improved access to perform legal research

» Always current legal information; no need to wait on the new book or next update

» Inmates get familiar with conducting electronic searches

30.3.3.7 Inmate Requests/Grievances
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Inmates will have the ability to enter grievances and inmate request forms thru their
tablets similar to the process they will have on our video visitation terminals.

Grievance Application

Grievance administration is often one of the most complicated and manually laborious
processes in a correctional facility. Certain inmate rights must honored, facilities must
respond within strict timelines, and all actions must be properly documented. Failure to do
so comes with large penalties and fines and creates legal liability.

The Grievance Application is a form submission and routing tool that allows inmates to
submit grievances electronically. Correctional staff can then electronically prioritize, route,
and respond to the submissions.

Benefits

» (Create multiple inmate forms with individualized routing processes

» Configure the Grievance Application to process multiple types of forms and
custom routing based on the type of form submitted

» Require responses from jail staff to validate that the response was received

» Eliminate manual administration/paper-handling of grievance forms

How the Grievance Application Works

» First, Securus will create any number of customized forms specifically for your
facility. You may have a different grievance form for medical issues than you do
with operational issues.

SECURUS Technologies 83



= Each form can have an individualized routing process. A medical form can be
electronically delivered to your medical staff while all other forms go to your
grievance officer.

» Routing can also include an appeals process. If inmates are allowed to appeal a
grievance response, the form can automatically be routed to a different
member of your staff tasked with managing appeals.

* Inmates access the Grievance Application through ConnectUs™, where they can
view and manage existing submissions or create new requests.

» Your staff will use Securus’ centralized platform, SCP, to view and track all
grievances. All steps within the grievance process are time and date stamped to
ensure compliance with all necessary standards. A customized Grievance
Dashboard within SCP allows you to process grievances quickly and easily.

30.3.3.8 Electronic Messaging
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Inmates will be able to access their E-Message inbox from SecureView Tablets, as well as
ConnectUs platform. They will be able to read text messages and view approved
attachments. In phase 1 if the public prepays a stamp for the inmate reply, the inmate can
read then reply in text only to the sender. In phase 2 inmates will be able to purchase
outbound message stamps for text communication.

30.3.3.9 Games
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Games

Inmates can play games such as Chomping Chaz, Solitaire (and 80+ other
card games), Sudoku, and 2048.

5
6 4 ‘

4
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Mental Health

The SecureView Mental Health application contains overview information
about depression, including what it is, symptoms, types, causes,
treatments, and provides guides on how to improve and deal with
depression. The Mental Health application is designed to help inmates to

combat depression and alleviate negative moods, aiding their road to

recovery.

Tools include:

* Information - Read information that explains what is depression, symptoms, types,
causes, and treatments. In addition to information, a self-help guide instructs users
in lifestyle changes, cognitive-behavioral therapy, acceptance and commitment,
mindfulness meditation, and dialectical behavior therapy, and suicide prevention.

= Test - Take a test that examines thoughts and feelings over the past 2 weeks to
determine level of depression. Also examine past scores and track depression levels
over time.

*= Thought Diary - Allows user to create guided journal entries that document
thoughts and feelings. User selects emotions, rates distress level, enters text
describing the situation, records any negative thoughts, identifies cognitive
distortions, challenges their negative thoughts, come up with alternative
interpretations.

= Activities - Suggestions of activities to improve mental health. Users enter how they
feel before and then how they feel after.

= Safety Plan - Allows the user to create a safety plan that identifies warning signs
that a crisis may occur, coping strategies, reasons to live, contacts (could also be
used as a telephone/address book), and places for distraction. It also provides
guides for coping, recovering, creating a safety plan, and suicide prevention.

Mental Health Podcasts

The SecureView Tablets offer several podcasts that focus on mental health. The focus of
these podcast is to guide meditation, provide informative content, breathing exercises,
teach compassion, and how to cope with stress.
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30.3.3.11 Commissary ordering integrated with County vendor
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will work with Aramark to integrate our applications to ensure inmates have the
ability to order commissary via our tablets.

30.3.3.12 Inmate mail review with leading vendor
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will provide the ability for facility staff to review E- messages on incoming family
and friend communication as well as inmate responses. The E-Messaging platform has
been deployed in 18 state Department of Corrections.

30.3.3.13 All applications available on multi-function kiosk should also be
available on tablet. Any exceptions should be explained in RFP
response.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The applications available on ConnectUs are available on SecureView tablets.

30.3.4 Additional and Custom Applications: The Respondent shall describe any additional
available applications. The Respondent shall describe their ability to provide custom
applications as desired by County.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Our Securus platforms easily have the ability to have County create applications that can
be added to the ConnectUs or tablet platform. We will work with the County to create such
forms, documents, applications so long as it meets our standard formats.

30.3.5 Facility Tablets: The Respondent shall have the capability to provide the County with a
sub-set of tablets to be used by the County at the County’s sole discretion. The
Respondent and County will agree upon the number of facility tablets required.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus is the only provider that utilizes Officer Tablets. Securus’ unmatched Command &
Control officer tablets enable facility staff to easily control who gets a tablet, when the
inmate can use it and what is on it.

The Officer tablets are customized Nexus 7 SecureView tablets and are provided at the

POD level or as required by your facility. Officers have the ability to monitor any individual
inmate activities as well as close out or activate individual applications by inmate or across
multiple users. Additionally, an officer can deactivate all tablet functions by inmate, group
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of inmates or all inmates under his control - all in real time. Securus knew this level of
control was critical for a successful tablet program. SecureView tablet existing clients have
confirmed that the ability to view activity by inmate and the ability to shut down
applications and tablet access by inmate, group of inmates or the entire system has
provided them with the administrative control necessary to ensure for overall safety and
security. Command & Control officer tablets allow designated facility personnel to remove
any or all tablet functionality, which may be used as a means of discipline.

The Officer tablets have a detailed dashboard views that allow your staff real-time search
functionality and analytics. Administrative functionality on Dashboards is comprehensive
and flexible. We can provide more officer control or less officer control based on your
facility's desired specifications.

The Command & Control tablet will allow your facility to control and offer required and
optional services to inmates in an easy, efficient and cost effective way; all while promoting
positive inmate productivity and betterment. Securus again proves the dedication to
partnering with corrections to modernize incarceration and connect what matters.

SecureView Officer Tablet

The Officer Tablet has 3 main functions:

= Activation of Inmate Tablets
= Deactivation of Inmate Tablets

= Control of Inmate Tablet

Sub Manager App

The Sub Manager Application is utilized by corrections staff for the
command and control of Inmate tablets.

From the Sub Manager, officers can:

= Assign tablets to inmates a7 &2 a
Assign Tablets Behavior Find Tablets

=  Behavior modification Mody

= Find tablets
a7 e

Check Eligibility Site Dashboard
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= Check eligibility
= Access the site dashboard

= View details on returned tablets

T

Messages N

Dashboard

TABLETS (366) FEEDBACK NOTFICATIONS.
pe(l)~  State @) v
O Find Tablats 4 Send Feadback Messages ur DATE TreE MELLLCE ST
& Inmate Elgibaty Q Ses Feedback Issues 012717 replace aid-No-01004ea0, W STANLEY 82241, received; unread
replacement inbound
Return to Securus a3
By Type =¥ By Category o Tablets Inbound " 02717 replace abd-flo-Oad369ce, R ALLEN 174453, recelved; unfead
replacement inbound
By Status o By State Tablets Being Evaluated (]
e 0127147 replace aid-No-0bl4bb57, M BELL 158042, received; unread
replacement inbound
By Admin State 0 o By Issue

w

012717 replace aid-flo-DacOd5ed, K ORTEGA 171668, received; unread
By Location replacement inbound
01.2717  replace ald-flo-0b021a51, B DUNN 97952, received; replacement unread
inbound

Tablet Scanner App

Facility staff will utilize the Tablet Scanner application to activate and
deactivate inmate tablets.

Activation Process

* Press the Subscriber app on the Inmate Tablet to display a set of bar codes.

» Use the Tablet Scanner app, on the Officer Tablet, to scan the Assigned AID
barcode displayed on the screen of the inmate tablet.

= Press the Activate button and in seconds, the Inmate Tablet will reboot.

When activation is complete:

* The Inmate Name and Account Number appears on the Inmate Tablet.

* The Inmate ID or Account Number is automatically pulled from the Securus SCP
phone system.

Deactivation Process

= Collect the tablet before returning the inmates’ personal property.
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» Use the officer tablet to scan the same tablet AID number scanned during
activation.

= Press the Deactivate button.

After deactivation, the Inmate tablet may be returned to inventory or to Securus for
processing and refurbishment.

30.3.6 Tablet Network Requirements: The Respondent shall provide each housing unit and
select other areas of the facility with wireless network capacity to function effectively
with one tablet for every one inmate. County facility includes housing units with up to
56 inmate capacity. Tablet Network must be able to accommodate up to 56
simultaneous connections per area.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus currently has installation of our Wireless Access Points throughout the jail today. In
the event more need to be installed, we will provide each housing unit and select other
areas of the facility with wireless network capacity to function effectively with one tablet for
every one inmate.

30.3.7 Tablet Phone Calls: The Respondent’s tablet shall allow for phone calls. Tablet phone
calls shall be managed by the same tool used for all other inmate phone calls. All
phone options and restrictions, including call schedules, shall be available on the
tablet phone application.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

For facilities that use the Securus SCP Inmate Telephone Service, the SecureView Outbound
Phone Services application will allow the SecureView tablet to function as a telephone
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extension of the SCP platform. Tablet phone calls are managed by the same tool used for
all other inmate phone calls. All phone options and restrictions, including call schedules,
are available on the tablet phone application. All calls that are made via the tablet, are
monitored and recorded and go thru the SCP call platform for investigative reasons.

31.0 TECHNICAL SPECIFICATIONS (MULTI-FUNCTION KIOSKS):

31.1  Multi-Function Kiosk service requirement: The system must be capable of providing
multiple secure software applications to inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ ConnectUs™ software enables users to perform multiple operations, similar to a
smartphone. Inmates can place a telephone call or join a video visitation session, read a
digital inmate handbook, submit a grievance, watch a tutorial video or place a commissary
order, to name a few.

ConnectUs™

A decade ago, it was hard to imagine that your correctional facility would need anything
more than a telephone on the wall for inmate communications. Today, there are a wide
variety of communications options and the device on the wall can be used for so much
more than telephone calls.

ConnectUs™ is Securus' vision for the future of inmate communication and self-help
services. ConnectUs™ includes an integrated video terminal that facilitates access to
Securus and third-party services through a common interface. Your facility can completely
manage what an inmate can or cannot do through the ConnectUs™ software.

The ConnectUs™ software enables users to perform multiple operations, similar to a
smartphone. Inmates can place a telephone call or join a video visitation session, read a
digital inmate handbook, submit a grievance, watch a tutorial video or place a commissary
order.

ConnectUs™ also manages which applications are available to inmates and when. It
ensures that a scheduled visit is not interrupted by another inmate placing a telephone call
or using the device to place a commissary order. Moreover, other vendors easily create and
publish an application for use by your inmates through ConnectUs™.
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Inspired Design

ConnectUs™ is a collection of intentional details that add up to an impressively powerful
inmate communication platform that consolidates all inmate activities into a single unified
interface. With a customized
@ Multi-language @ Digital Bulletin Board @ BIG Buttons ;nIX 'Of appllcaFlonS’ your
acility can deliver an
experience that keeps pace
with today’s technology while
'*E Multi-task & Conflict Resolution ‘ Touch Screen  Making life better for your
(4] inmates and staff.

1. Conflict Resolution

ConnectUs™ manages available applications by the time of the day or day of the week. This
allows for information applications, such as an inmate handbook, to be available during
non-calling hours. ConnectUs™ automatically prioritizes scheduled communication events
higher than non-scheduled communication events. If a video visitation is scheduled and
another inmate wants to use the same teminal for a telephone call, ConnectUs™ will limit
the call duration to avoid conflict with the video visitation session. Similarly, the Telephone
Calling Application is disabled when a video visit is scheduled to begin. We manage usage
conflicts, so your staff does not have to.

2. Applications

ConnectUs™ provides an
“app store” environment
where new functionality can
quickly and easily be

?;;/?maeiand delivered to M[[}EJ [ ﬁ] [] [lﬂ’] q 5

PHONE CALL E VIDEQ INMATE FORMS GRIEVANCES COMMISSARY
3 Date/TI me .............. Ny VISITATION

CONNECTUS 3

-

ConnectUs™ continually
displays date and time so
inmates can manage their
schedules and not miss or
be late to scheduled communication events.
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4. Multi-Language

ConnectUs™ supports the ability to display applications in multiple languages - allowing
inmates to use the system in their preferred language and enhancing your facility’s support
of non-English speaking inmates.

5. Digital Bulletin Board

ConnectUs™ allows you to easily publish notifications that are always displayed on the
ConnectUs™ terminal. In addition to providing pertinent facility-related information, these
messages can be used to promote new products, services, and promotions such as Video
Visitation.

6. Multi-Tasking

ConnectUs™ allows an inmate to use multiple applications at the same time. They can be
on telephone call while reading the inmate handbook, or placing a commissary order, or
submitting a grievance. The ability to multi-task allows inmates to accomplish tasks quickly
instead of unnecessarily preventing other inmates from using the terminal.

Inmate Telephone Application

Inmates can speak to loved ones using our Securus Call Platform (SCP). SCP delivers the
latest in inmate calling technology with improved call quality, more effective investigative
tools, and greater flexibility and

scalability for future growth. New CONNECTUS

technologies are applied immediately 2 i
through quarterly upgrades provided at n ﬂ 09:46
no COSt. @ CALLSTATUS =

— )
Inmates can place calls with the same o R = vowne
ConnectUs™ terminal they use to (© . -

conduct a video visitation or submit a it

grievance. All communications are 100 [;] @ @ n

percent monitored and completely
secure.

Benefits

= Security

=  Controlled Access
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*= Minimal Disruption

= Easy User Experience

= Multi-purpose device allows more capabilities with less hardware

Video Visitation Application

Nothing beats the ability to “see” a loved one, and Securus Video Visitation makes that and

much more possible. While a friend or family member visits from the comfort of their

home or office, an inmate visits from their pod,
eliminating the need to move the inmate inside
the facility.

SWV is a fully web-based visitation system that
allows family, friends, attorneys, and public
defenders to schedule and participate in video
visitation sessions with an inmate - from any
computer connected to the Internet. Integration
phone calling and video visitation onto a
common platform maximizes facility revenue
and improves investigative capabilities.

Benefits

= Security
= Controlled Access
*= Minimal Disruption

= Easy User Experience

* Multi-purpose device allows more capabilities with less hardware

Inmate Request Form Application

Valuable time is lost every day when officers have to process inmate requests manually.
Worse yet, every request must be hand written and there is no easy way to maintain
accurate records. This creates unnecessary liability for your facility and leaves inmates

believing their requests have been ignored.

Inmates can electronically create and track requests through ConnectUs™ and staff can
easily review, respond, and process requests. Requests and responses are tracked and
saved for future reference. Two-way communication with inmates could not be easier.
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Benefits

» Allow any number of forms made available electronically
» Define custom routing of forms to the correct person
» Enables two-way communication so inmates to receive an electronic response

=  Documents and archives all communication

Grievance Application

Grievance administration is often one of the most complicated and manually laborious
processes in a correctional facility. Certain inmate rights must honored, facilities must
respond within strict timelines, and all actions must be properly documented. Failure to do
so comes with large penalties and fines and creates legal liability.

The Grievance Application is a form submission and routing tool that allows inmates to
submit grievances electronically. Correctional staff can then electronically prioritize, route,
and respond to the submissions.

Benefits

» Create multiple inmate forms with individualized routing processes

= Configure the Grievance Application to process multiple types of forms and
custom routing based on the type of form submitted

» Require responses from jail staff to validate that the response was received

» Eliminate manual administration/paper-handling of grievance forms

How the Grievance Application Works

» First, Securus will create any number of customized forms specifically for your
facility. You may have a different grievance form for medical issues than you do
with operational issues.

» Each form can have an individualized routing process. A medical form can be
electronically delivered to your medical staff while all other forms go to your
grievance officer.

» Routing can also include an appeals process. If inmates are allowed to appeal a
grievance response, the form can automatically be routed to a different
member of your staff tasked with managing appeals.
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* Inmates access the Grievance Application through ConnectUs™, where they can
view and manage existing submissions or create new requests.

» Your staff will use Securus’ centralized platform, SCP, to view and track all
grievances. All steps within the grievance process are time and date stamped to
ensure compliance with all necessary standards. A customized Grievance
Dashboard within SCP allows you to process grievances quickly and easily.

Commissary Application

ConnectUs™-enabled devices continue to be useful even when telephone and visitation
hours have passed. For example, the devices can be used to place commissary orders.
Securus has multiple integration options to display third-party vendors’ applications or
integrate directly with your facility. Providing inmates better access to a commissary
application can have an immediate impact on commissary revenue.

Benefits

» Eliminate the need for multiple inmate terminals or kiosks
* Increase efficiency by automating the commissary ordering process

» Maintain control of the integration and ensure that inmates are not able to
access unsecure IP addresses once in the third-party application

Inmate Handbook Application

A digital version of your inmate handbook can be accessed through The Inmate Handbook
application on ConnectUs™. Inmates can access information without printing or
distributing a single piece of paper. Digital versions of other important documents can be
available on ConnectUs™ in addition to the Inmate Handbook.

Benefits

» Reduces/Eliminates printing/distribution costs
» Reduces staff workload distributing and replacing handbooks
* Provides instant, electronic updates to documents
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Video Education Application

ConnectUs™ provides the ability to upload any MP4 video. Everything from a video version
of your inmate handbook, a jail orientation video, or a video tutorial on how to use
ConnectUs™ is possible. You can make the video available for viewing any time or only
during defined hours.

Benefits

=  Communicate information to all inmates, even those unable to read

» Provides a form of communication that is often easier to comprehend, ensuring
your message is understood

= Provides educational videos without staff involvement

Prepared for What's Next

The ConnectUs™ platform always remains up to date through regular updates. The
platform can be customized to meet your needs and has the flexibility to handle whatever
is next. In fact, using standard application programming interfaces, this innovative platform
enables almost limitless integration with virtually any application, today or in the future.

Securus’ mission is to deliver valuable solutions to our customers through technology. This
thinking drives all we do. ConnectUs™ is the latest Securus technological innovation
designed to improve the safety of your staff, inmates, and simplify facility operations.

CONNECTUS TEmRALDE . smor 935AM | am Encuisn LosIN

\ R || LB

- o d

PHONE CALL VIDED INMATE ORIENTATION
VISITATION HANDBOOK VIDEO

IMPORTANT VISITATION SCHEDULE CHANGE

Your visitation schedule is changing to allow remate video visitation from 8:00am - 10:00pm, 7 days a

week. Also, there are no restrictions on the number of remote visits you are allowed per week. Teil
your friends and family members to sign up for remote video visitation by going to
www. Securustech.net.
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31.2 Multi-Function Kiosk hardware requirements:

31.2.1 Suitable for inmate environment: The Respondent is to provide kiosks that are
suitable for an inmate environment, meaning that kiosks are equipped with durable
housings and reinforced cords of a length determined by County which may vary
based on installation location, if applicable. Each kiosk is to be tamper-resistant.
Equipment must not contain any external removable parts.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ inmate sPhone™ Phone unit (inmate kiosk) is suitable for inmate environment,
equipped with durable housings and reinforced cords of a length determined by Fort Bend
County which may vary based on installation location, if applicable. Each kiosk is tamper-
resistant and does not contain any external removable parts.

sPhone™ Specifications

The sPhone, with a smaller footprint than a traditional video visitation kiosk, uses existing
facility telephony wiring. It is available as both PoE (Power over Ethernet) and two-wire
connection; this means it can be installed where regular inmate telephones now exist. This
makes the sPhone much easier to install and move around.

The Securus sPhone™ is the most flexible video visitation product on the market today,
designed to give Fort Bend County unmatched efficiency and flexibility.

The sPhone is an intelligent facility device (IFD) that provides more than just video
visitation. The sPhone is a powerful touch-screen computer that runs the most feature-rich
video visitation and inmate telephone services, as well as “self-service” tasks. These tasks
can include uploading inmate handbooks, reporting grievances, emailing, viewing
schedules, ordering commissary, viewing educational videos, and much more.

The housing is strong enough to prevent vandalism and is designed to prevent the
introduction of contaminants. The case and touch screen are environmentally sealed and
easy to clean. The rounded shell has no sharp edges or corners, providing another layer of
protection to prevent the inmate from self-harm. The unit's shape, small footprint, and low
profile reduce the amount of leverage available to intentionally damage the unit. Display
information will be projected from the processor through a thick, transparent, break- and
scratch-resistant screen.

The sPhone uses a reinforced handset cord anchor to meet or exceed AT&T "Gorilla Phone"
specifications. (“Gorilla Phone” must meet or exceed tensile pull strength of 1000 pounds.)

The following specifications apply to the Power over Ethernet and two-wire sPhone™ units:
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= Minimum data cable type: CAT-3 (for 10BaseT
Ethernet), CAT-5e (for 10/100/100 BaseT
Ethernet)

» Recommended data cable type: CAT-6 (for
10/100/1000 BaseT Ethernet)

*» Maximum data cable length: 328 feet (100
meters) for Power over Ethernet or 4,000 feet
(1,524 meters) for two-wire

= Electrical: Type 1 (IEEE 802.3af-2003) for Power over Ethernet or a proprietary
method for two-wire

*= Power consumption: 7 watts, average; 15 watts peak

= Dimensions: 10.5 inches tall x 13 inches wide x 3.25 inches deep

=  Weight: 13 pounds
The following environmental requirements apply to the Power over Ethernet and two-wire
sPhone units:

= Operating Temperature +32°F~+122°F (0°C~+50°C)

= Storage Temperature -4°F~+140°F (-20°C~+60°C)

* Relative Humidity 10%~90% (non-condensing)

Video Visitation Terminal

Video visitation terminals are configured to meet the County’s requirements.

The Securus Video Visitation terminal is a correctional facility
grade, tamper-proof steel enclosure. The wall-mounted
terminal has a shatterproof touchscreen, a high-resolution
video camera with integrated lighting, and tamper-proof, and a
heavy, molded plastic handset with an armor-reinforced cord
for audio communication.

The proposed SVV terminals include, at a minimum, the
following:

»= A correction grade hardened steel enclosure

* One correction grade audio handset per terminal for
the inmate, and two detention grade audio handsets
per terminal for the public
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» A shatterproof LCD monitor with integrated camera
» Spill-proof enclosures

» Terminals without openings exposed to the user, including all wiring and
ventilation holes

= Terminals without any external hinges
» Terminals that are powered by 110 VAC
* Rounded tops and corners

» Terminals with built-in LED lighting that automatically activates during video
visitation sessions and automatically ends when the video visitation session
completes and/or disables during all other functions

» Terminals that use a standards-based video conferencing CODEC

» Options for powering the units on and off

31.2.2 Volume control: All kiosks will have adjustable volume control, if applicable.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’' sPhone™ units have adjustable volume control.

31.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

31.3.1 Electronic Messaging Application: The Respondent shall make available an electronic
messaging application for two-way communication between friend and family
members and inmates. Electronic Messaging shall perform as a closed-loop system
and not permit the inmate to initiate communication via public email or other public
means. Electronic Messaging communications shall be initiated by friends and family
initially and may be initiated by inmates after County has approved initial contact.
Electronic Messaging should include raw text with the ability to attach standard
image file types. Electronic Messaging system shall provide County the ability to
approve all messages, some messages, or no messages as determined by County.
Electronic Messaging service should be a revenue generating service. Electronic
Messaging communications must be printable in a format approved by County.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus is leveraging much of our subsidiary’s messaging platform (JPay) to deliver our new
E-Messaging platform. In phase 1, the platform will provide e-messages from the public to
an inmate with the option for them to prepay for an inmate reply resulting in a two way
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communication if funded by the public sender. Phase 2 will provide the capability for
inmates to fund their own outbound messages w, which can be limited by the facility. Any
inmate initiated communication in phase 2 will be configurable to be disallowed. Phase 1
will include E-Messages to include raw text and permits public to attach a standard

image. Phase 1 will allow facility to approval all messages or provides a word filter that can
be used to determine if the communication is sent. The system will be configurable to
disallow an inmate from participating in E-Messaging communication by the

facility. Facilities can earn 20% of stamp usage when deploying E-Messaging. Facilities can
print a message from their review screen.

31.3.2 Commissary Ordering: The Respondent shall make available a Commissary Ordering
Application. The Respondent shall create an agreement and integration with County
commissary vendor to provide a functional application capable of performing full-
function commissary ordering. County’s current commissary vendor is Aramark.
Agreement and integration shall be completed with no cost to County and shall be
updated at no cost to County as commissary vendor changes occur.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ ConnectUs has a commissary ordering application that we will integrate with
Aramark

Securus’ ConnectUs Commissary Ordering Application is readily available to perform full-
function commissary ordering. Securus has Securus has proven experience with
Integration and currently integrates with more than 110 different vendors worldwide and
more than 60 independent, facility-owned systems and shared databases, including
Aramark.

All integration is completed by Securus with no cost to Fort Bend County and will be
updated at no cost to County as commissary vendor changes occur.

ConnectUs Commissary Ordering

ConnectUs-enabled devices continue to be of great use even when telephone and visitation
hours have passed. Inmates can place commissary orders from the same devices they use
to place a call or view the inmate handbook. Securus has multiple integration options to
display a third-party vendor's application or integrate directly with your jail. Publishing a
commissary application can have an immediate impact on your bottom line. Securus
works with any willing commissary company to enable the access through our

terminals. We have active agreements with many commissary companies.
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Benefits

Eliminate the need to have multiple types inmate terminals or kiosks
Increase efficiency by fully automating the commissary ordering process

Maintain control of the integration and ensure that inmates are not able to access
unsecure |IP addresses once in the third-party application

ConnectUs Home Page

CONNECTUS 81l 5”;;0” £ L= ENGLISH

()

Commissary ordering
applicationicon

JOB SEARCH COMMISSARY § LAW LIBRARY REENTRY PREA

MANUAL

SECURUS

Technologies Using the touch screen, simply select the Phone Call icon to place a telephone call.

31.3.3

Inmate Request Application: The Respondent shall make available an inmate request
application providing two-way communication capability between inmates and
County staff. Both parties, inmate and County staff, shall have the ability to initiate
communication through this application. System must provide the ability for multi-
level routing that can be modified by County. Status tracking with dashboards and
historical reporting capabilities must be available. All communication made in this
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application shall be kept for the life of the contract and made available to County
upon demand via a reporting tool.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus ConnectUs Inmate Forms Application is readily available for Fort Bend County as
an inmate request application providing two-way communication capability between
inmates and the County staff. Inmate and County staff, have the ability to initiate
communication through this application. Securus ConnectUs provides the ability for multi-
level routing that can be modified by Fort Bend County. Status tracking with dashboards
and historical reporting capabilities must be available. All communication made in this
application is kept for the life of the contract and made available to Fort Bend County upon
demand via a reporting tool. This is a completely customizable application and we will work
with the County to develop one that fits your needs.

ConnectUs Inmate Forms/Grievance
Application Overview

Securus continues to lead the corrections industry with ever-improving technology and
solutions. The ConnectUs Inmate Forms/Grievance Application will have a significant
impact to facility operational process. It is a custom workflow tool that makes your
grievance process completely paperless and allows for grievances to easily be processed by
your staff. This application not only creates staff efficiencies but also saves your
correctional facility money.

Functional Overview

The Inmate Forms/Grievance Application is used to electronically process a wide variety of
forms submitted by inmates. At a summary level, it performs these functions:

» Provides form creation and management tools to create and manage multiple
form types, each with its own customized workflow

» Provides a user interface for inmates to

View a list of available form types for completion

Complete and submit a form type

View a list of their submitted forms and their statuses

O O O O

View the resolution provided to a specific form and either Accept or Appeal the
resolution

* Provides a user interface for facility staff to

SECURUS Technologies 102



O O O O

O O O

View forms awaiting their action

Read and assign a form to another staff member for resolution
Request more information from the inmate about a form

Provide a resolution to a submitted form back to the inmate

Provides option to provide one or more Appeal levels to the workflow
Provides staff supervisors ability to

See reports of the volumes and progress of forms through the workflow
See pie charts representing age of forms currently in the workflow
Assign staff members to process specific forms

Provides an audit trail of all staff actions in the workflow

Provides storage and retention of all forms

Secures access to forms to inmate and only staff assigned to form type

Forms Overview

The Inmate Forms/Grievance Application allows customers to emulate their existing paper
forms in an electronic format. Examples of Uses of Forms:

General Grievance
General Request
Request medications

Request Law Library Access

Form Capabilities

Key form capabilities include:

Fixed text labels for titles, labels and instructions

Text fields that are automatically filled from SCP data. e.g. Custody Account
Number

Text fields entered by the inmate

Text fields entered by facility staff that can be configured to be hidden or
viewable by inmate

Check boxes

Customizable graphic for facility logo at top of form
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»  Work-flow unique to the form type. A General Grievance could have a workflow
with multiple Appeal Levels, while a request for Law Library Access could have
no Appeal level.

Authenticated and Anonymous Forms

Forms are configured to be either Authenticated or Anonymous
Authenticated Forms

Authenticated Forms require an inmate to login (authenticate) prior to completing the
form. The Grievance application attaches the inmate’s identity to the form for the visibility
of facility staff. Optionally, inmates can be required to re-authenticate to submit forms. The
re-authenticate option is set in IFD Provisioning and applies to all authenticated forms.

Anonymous Forms

An “anonymous form” does not require the inmate to login to the Inmate Forms/Grievance
Application. The Inmate Forms/Grievance application does not attach the inmate’s identity
to the form to protect inmate from possible recrimination. Anonymous forms have no
means by which the inmate may protest (escalate) the resolution of the form. Therefore,
anonymous forms cannot have escalation levels.

Since anonymous forms have a simpler workflow than authenticated forms, they can be
used as a light-weight processing of forms. Anonymous forms could be used to capture
and process simple requests that do not need a response to be sent back to the inmate.

Just because the Inmate Forms/Grievance Application does not track the identity of the
inmate submitting an Anonymous form, the form can ask the inmate to provide their name
&/or custody account number.

Forms Processing Workflow

The Inmate Forms/Grievance Application provides a configurable work flow for processing
inmate form submissions. It is based on a form workflow layer template that is configured
for each level of each form type.

The workflow for Anonymous forms is a simpler subset of that for Authenticated forms
since anonymous forms cannot be returned to the

The Anonymous work flow is:
1. The inmate accesses the Inmate Forms/Grievance Application on ConnectUs

2. The inmate selects an Anonymous form type, completes it and submits it.
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3. The form is routed to the Assigner who reviews and assigns the form to a Processor
or Group of Processors. The assignment step can be automated if there is only one
Processor for the form time

4. The Processor reviews the form and either

0 Assigns it to another Processor, or
o Enters aresolution to the inmate request/grievance.

The basic work flow provided by the Inmate Forms/Grievance Application is:
1. The inmate accesses the Inmate Forms/Grievance Application on ConnectUs

2. The inmate selects a form type, then if not already logged in, is prompted to
authenticate to the Inmate Forms/Grievance application.

3. Inmate completes input fields of form and submits it.

4. The form is routed to the Assigner who reviews and assigns the form to a Processor
or Group of Processors.

a. The assignment step can be automated if there is only one Processor for the
form time

5. The Processor reviews the form and either

0 Assigns it to another Processor
0 Requests more information from the inmate, or
o Enters aresolution to the inmate request/grievance.

6. The form is routed back to the inmate for the inmate to
a. Provide requested information, or
b. Respond to the resolution provided. The inmate can
i. Actively accept it
ii. Passively accept it by doing nothing, or
ii. Appeal it to the next level

Appeal Levels

One or more Appeal Levels can be configured for each form. Simple requests typically do
not have appeal levels configured. Formal grievance forms can have one or more appeal
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levels depending on the facility’s existing grievance process. The Appeal Level work flow
similar to the initial (Level 0) workflow.

Reporting Tool

Grievance Dashboard Reporting is chiefly concerned with ensuring that forms are being
worked in a timely fashion. For this reason “aging reports” are an important component of
reporting.

Integrated Aging Pie Chart

An integrated Aging Report is available from either the “My Pending Grievances” and “All
Available Grievances” tabs. It shows forms that have been stalled in their processing. The
Aging Report is a pie chart with four sections reflecting counts of submitted forms whose
time in their current work queue falls within user definable boundaries.

The integrated aging report on the “My Pending Grievances” tab provides a personal aging
report for current user see if there are forms requiring attention that they responsible for.

The integrated aging report on the “All Available Grievances” tab provides an overview of all
forms the user has permission to view regardless of whether they have a task to perform
with them or not. Itis typically used by managers and supervisors to assess their
department’s effectiveness processing forms.

My Pending Gri | Al Available Grievances | Days in Status Summary
LR PAGE1 OF 1 [EXCELI POF |
DATE <=7 Days
SUBMITTED
ICENTRAL INMATE ACCOUNT WORK DAYS IN 3%
GRIEVANCE  TIME) | WAME 2 PINg  GRIEVANCETYPE  QUEUE STATUS LEVEL  SITE TERMINAL  STATUS I =7 and <=14 Days
10/15/2014 Anonymous Assignment Waiting level 0 Securus Pod A-6 1
12:26:32 Grievance Assignment Marketing "
Bemo, TX ! 5& >14 and <=21 Days
4y |64 10/15/2014 N/A N/A N/A  Anonymous Assignment Waiting level 0 Securus PodA-6 1 .
09:17:54 Grievance Assignment Marketing I =21 Days
Demo, TX
4 |81 10/13/2014 Sen Katie 0004 0004 General Processing  Working level 0 Securus  Pod A-1 3
08:27:03 Cosmicflight Grievance Marketing .
Deme, TX | Range | #ofDays |cCount
€, 60 10/08/2014 James Bond 0007 0007  Inmate Assignment Waiting level 0 Securus PodA-6 7 Not more than | 7 Ifgf"
09:22:35 Handbook Assignment Marketing |
Acknowledgement Demo, TX More than above | 14 o
Gy 58 10/08/2014 N/A N/A N/A  Anonymous Assignment Waiting level 0 Securus PodA-6 7 but not more than
05:19:07 Grievance Assignment Marketing More than above | 5 3
ECiEn gk but not more than
N 197 10/09/2014 Sen Katie 0004 0004 Inmate Assignment Waiting level 0 Securus  Pod A-2 7 Greaterthan |- 0
09:01:07  Cosmicflight Handbook Assignment Marketing =
Acknowledgement Demo, TX
§ 198 10/06/2014 James Bond 0007 0007 Medical Request  Assignment Waiting level 0 Securus Pod A-6 10 Update
08:31:04 Form Assignment Marketing
Mama TY

Note: Because the default Submission date range is 7 days, forms submitted more than 7
days ago will not appear on the All Available Grievances tab and in turn will not appear in
the report. Be sure to extend the start date to include forms older than 7 days for this
report.

The following is the same data as above but configured with different pie-slice criteria:
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My Pending Grievances All Available Grievances Days in Status Summary

2 =L PAGE 1 OF 1 | POF |
DATE <=3 Days
SUBMITTED
ICENTRAL INMATE ACCOUNT WORK DAYS IN
GRIEVANCE  TIME) | NAME # PINZ ‘GRIEVANCE TYPE QUEUE STATUS LEVEL SITE TERMINAL STATUS 17% I >3 and <=7 Days
Ji 67 10/15/2014 NfA N/A M/A Anonymous Assignment Waiting level 0 Securus Pod A-6 1
h 12:26:32 Grievance Assignment Marketing _
Demo, TX 25% »7 and <=10 Days
’“ 64 10/15/2014 N/A N/A MN/A Ancnymous Assignment Waiting level 0 Securus Pod A-6 1
: 09:17:54 Grievance Assignment Marketing I >10 Days
Demo, TX
" 61 10/13/2014 Sen Katie 0004 0004 General Processing Working level 0 Securus Pod A-1 3
h 08:27:03 Cosmicflight Grievance Marketing 7~
Demo, TX Range # of Days Count
’1. 60 10/09/2014 James Bond 0007 0007  Inmate Assignment Waiting level 0 Securus Pod A-6 7 Mot more tha 3
09:22:35 Handbook Assignment Marketing
Acknowledgement Demo, TX More than abale | ; 3
4 58 10/09/2014  N/A N/ N/A  Anonymous Assignment Waiting level 0 Securus PodA-6 7 but not more tha
h 09:19:07 Grievance Assignment Marketing Mare than aboje 10 2
Demo, TX but not more tha
N |97 10/09/2014 Sen Katie 0004 0004 Inmate Assignment Waiting level 0 Securus PodA-2 7 Greater than a4
h 09:01:07 Cosmicflight Handbook Assignment Marketing
Acknowledgement Demo, TX
" 55 10/06/2014 James Bond 0007 0007 Medical Request  Assignment Waiting level 0 Securus Pod A-6 10 Update
h 08:31:04 Form Assignment Marketing

Dema, TX

31.3.4 Inmate Grievance Application: The Respondent shall make available an inmate
grievance application providing two-way communication capability between inmates
and County staff. Both parties, inmate and County staff, shall have the ability to
initiate communication through this application. System must provide the ability for
multi-level routing that can be modified by County. Status tracking with dashboards
and historical reporting capabilities must be available. All communication made in
this application shall be kept for the life of the contract and made available to County
upon demand via a reporting tool.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus ConnectUs Inmate Grievance Application provides a two-way communication
capability between inmates and Fort Bend County staff and is completely customizable to
fit your needs. Inmate and County staff, have the ability to initiate communication through
this application. Securus ConnectUs provides the ability for multi-level routing that can be
modified by County. Status tracking with dashboards and historical reporting capabilities
are available. All communication made in this application are kept for the life of the
contract and made available to Fort Bend County upon demand via a reporting tool.

ConnectUs Inmate Grievance Application

Securus continues to lead the corrections industry with ever-improving technology and
solutions. The ConnectUs Inmate Grievance Application will have a significant impact to
facility operational process. It is a custom workflow tool that makes your grievance process
completely paperless and allows for grievances to easily be processed by your staff. This
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application not only creates staff efficiencies but also saves your correctional facility
money.

Functional Overview

The Inmate Grievance Application is used to electronically process a wide variety of
grievance forms submitted by inmates. At a summary level, it performs these functions:

» Provides grievance form creation and management tools to create and manage
multiple form types, each with its own customized workflow

Provides a user interface for inmates to
View a list of available form types for completion
Complete and submit a form type

View a list of their submitted forms and their statuses

O O O O

View the resolution provided to a specific form and either Accept or Appeal the
resolution

» Provides a user interface for facility staff to
View forms awaiting their action
Read and assign a form to another staff member for resolution

Request more information from the inmate about a form

O O O O

Provide a resolution to a submitted form back to the inmate

» Provides option to provide one or more Appeal levels to the workflow

» Provides staff supervisors ability to

See reports of the volumes and progress of forms through the workflow

See pie charts representing age of forms currently in the workflow

O O O

Assign staff members to process specific forms

Provides an audit trail of all staff actions in the workflow
* Provides storage and retention of all forms

» Secures access to forms to inmate and only staff assigned to form type

Forms Overview

The Inmate Forms/Grievance Application allows customers to emulate their existing paper
forms in an electronic format. Examples of Uses of Forms:

= General Grievance

»= General Request
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» Request medications
» Request Law Library Access

Form Capabilities
Key form capabilities include:

= Fixed text labels for titles, labels and instructions

= Text fields that are automatically filled from SCP data. e.g. Custody Account
Number

» Text fields entered by the inmate

» Text fields entered by facility staff that can be configured to be hidden or
viewable by inmate

» Check boxes
» Customizable graphic for facility logo at top of form

»  Work-flow unique to the form type. A General Grievance could have a workflow
with multiple Appeal Levels, while a request for Law Library Access could have
no Appeal level.

Authenticated and Anonymous Forms

Forms are configured to be either Authenticated or Anonymous
Authenticated Forms

Authenticated Forms require an inmate to login (authenticate) prior to completing the
form. The Grievance application attaches the inmate’s identity to the form for the visibility
of facility staff. Optionally, inmates can be required to re-authenticate to submit forms. The
re-authenticate option is set in IFD Provisioning and applies to all authenticated forms.

Anonymous Forms

An “anonymous form” does not require the inmate to login to the Inmate Forms/Grievance
Application. The Inmate Forms/Grievance application does not attach the inmate’s identity
to the form to protect inmate from possible recrimination. Anonymous forms have no
means by which the inmate may protest (escalate) the resolution of the form. Therefore,
anonymous forms cannot have escalation levels.

Since anonymous forms have a simpler workflow than authenticated forms, they can be
used as a light-weight processing of forms. Anonymous forms could be used to capture
and process simple requests that do not need a response to be sent back to the inmate.
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Just because the Inmate Forms/Grievance Application does not track the identity of the
inmate submitting an Anonymous form, the form can ask the inmate to provide their name
&/or custody account number.

Forms Processing Workflow

The Inmate Forms/Grievance Application provides a configurable work flow for processing
inmate form submissions. It is based on a form workflow layer template that is configured
for each level of each form type.

The workflow for Anonymous forms is a simpler subset of that for Authenticated forms
since anonymous forms cannot be returned to the

The Anonymous work flow is:

1.
2.

The inmate accesses the Inmate Forms/Grievance Application on ConnectUs
The inmate selects an Anonymous form type, completes it and submits it.

The form is routed to the Assigner who reviews and assigns the form to a Processor
or Group of Processors. The assignment step can be automated if there is only one
Processor for the form time

The Processor reviews the form and either

0 Assigns it to another Processor, or

o Enters aresolution to the inmate request/grievance.

The basic work flow provided by the Inmate Forms/Grievance Application is:

1.
2.

The inmate accesses the Inmate Forms/Grievance Application on ConnectUs

The inmate selects a form type, then if not already logged in, is prompted to
authenticate to the Inmate Forms/Grievance application.

Inmate completes input fields of form and submits it.

The form is routed to the Assigner who reviews and assigns the form to a Processor
or Group of Processors.

a. The assignment step can be automated if there is only one Processor for the
form time

The Processor reviews the form and either

o Assigns it to another Processor

0 Requests more information from the inmate, or
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o Enters aresolution to the inmate request/grievance.

6. The form is routed back to the inmate for the inmate to
a. Provide requested information, or
b. Respond to the resolution provided. The inmate can
i Actively accept it
ii. Passively accept it by doing nothing, or

ii. Appeal it to the next level
Appeal Levels

One or more Appeal Levels can be configured for each form. Simple requests typically do
not have appeal levels configured. Formal grievance forms can have one or more appeal
levels depending on the facility’s existing grievance process. The Appeal Level work flow
similar to the initial (Level 0) workflow.

Reporting Tool

Grievance Dashboard Reporting is chiefly concerned with ensuring that forms are being
worked in a timely fashion. For this reason “aging reports” are an important component of
reporting.

Integrated Aging Pie Chart

An integrated Aging Report is available from either the “My Pending Grievances” and “All
Available Grievances” tabs. It shows forms that have been stalled in their processing. The
Aging Report is a pie chart with four sections reflecting counts of submitted forms whose
time in their current work queue falls within user definable boundaries.

The integrated aging report on the “My Pending Grievances” tab provides a personal aging
report for current user see if there are forms requiring attention that they responsible for.

The integrated aging report on the “All Available Grievances” tab provides an overview of all
forms the user has permission to view regardless of whether they have a task to perform
with them or not. Itis typically used by managers and supervisors to assess their
department’s effectiveness processing forms.
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My Pending

12 RESULTS

SUBMITTED
ZENTRAL

All il

PAGE 1 OF 1

EXCEL]

E Ea

(CEI INMATE DAYS IN
GRIEVANCE TIME) | NAME PINg GRIEVANCE TYPE STATUS LEVEL SITE TERMIMAL STATUS

§ 67 10/15/2014 N/A N/A N/A  Anonymous Assignment Waiting level 0 Securus PodA-6 1
12:26:32 Grievance Assignment Marketing
Demo, TX

G 64 10/15/2014 N/A N/A N/A  Anonymous Assignment Waiting level 0 Securus PodA-6 1
09:17:54 Grievance Assignment Marketing
Dema, TX

& 61 10/13/2014 Sen Katie 0004 0004  General Processing Working  level 0 Securus Pod A-1 3
08:27:03  Cosmicflight Grievance Marketing
Demo, TX

G, 60 10/09/2014 James Bond 0007 0007  Inmate Assignment Waiting level 0 Securus PodA-6 7
09:22:35 Handbook Assignment Marketing
Acknowledgement Demo, TX

4, 58 10/09/2014 N/A N/A N/A  Anonymous Assignment Waiting level 0 Securus PodA-6 7
09:19:07 Grievance Assignment Marketing
Demo, TX

§ 7 10/09/2014 Sen Katie 0004 0004 Inmate Assignment Waiting level 0 Securus PodA-2 7
09:01:07  Cosmicflight Handbook Assignment Marketing
Acknowledgement Demo, TX

"ﬁ 55 10/06/2014 James Bond 0007 0007 Medical Request Assignment Waiting level 0 Securus Pod A-6 10
08:31:04 Assignment Marketing
Ramn TY

Days in Status Summary

<=7 Days
I >7 and <=14 Days

»>14 and <=21 Days

50%
I >21 Days
Range # o‘f‘Days [ Count
Not more than | 7 G
Mare than above | 14 | =
|but not more than
| More than above | o4 4
|but not more than |
Greater than n 0
Update

Note: Because the default Submission date range is 7 days, forms submitted more than 7
days ago will not appear on the All Available Grievances tab and in turn will not appear in
the report. Be sure to extend the start date to include forms older than 7 days for this

report.

The following is the same data as above but configured with different pie-slice criteria:

My ing Gri All Available Gri Days in Status Summary
= HELLE PAGE 1 OF 1 | POF |
<=3 Days
DAYS IN
1 LEVEL SITE TERMINAL  STATUS 17 I =3 and <=7 Days
10/15/2014 Anonymous Assignment Waiting level 0 Securus Pod A-6 1
12:26:32 Grievance Assignment Marketing -
Demo, TX 25% >7 and <=10 Days
4y 64 10/15/2014 N/A NfA M/A  Anonymous Assignment Waiting level 0 Securus  Pod A-6 1
09:17:54 Grievance Assignment Marketing I >10 Days
Demo, TX
,ﬁ 61 10/13/2014 Sen Katie 0004 0004  General Processing Working level 0 Securus Pod A-1 3
: 08:27:03 Cosmicflight Grievance Marketing
Demo, TX Range Count
N 60 10/09/2014 James Bond 0007 0007 Inmate Assignment Waiting level 0 Securus PodA-6 7 Not more thal 3
; 09:22:35 Handbook Assignment Marketing
Acknowledgement Demo, TX More than aboje |7 3
N 58 10/09/2014 N/A N/A N/A  Anonymous Assignment Waiting level 0 Securus Pod A6 7 but not mere tha
h 08:19:07 Grievance Assignment Marketing More than aboye 10 2
BTz T but not more tha
N |7 10/09/2014 Sen Katie 0004 0004  Inmate Assignment Waiting level 0 Securus Pod A2 7 Greater than 4
; 09:01:07  Cosmicflight Handbook Assignment Marketing
Acknowledgement Demo, TX
N 55 10/06/2014 James Bond 0007 0007 Medical Request  Assignment Waiting level 0 Securus Pod A-6 10 Update
08:31:04 Form Assignment Marketing
Demo, TX
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31.3.5 Law Library Application: The Respondent shall make available a law library
application approved by the County providing capability for inmates to research case
law.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The ConnectUs Law Library Application, CaseMaker, makes legal
research simple. Adhere to your legal obligation while reducing costs
when inmates perform their legal research using the Securus Law
Library Application. This Application provides full access to inmates
to complete legal research without the need for transporting inmates
to a facility library or special computer. The inmates can remain in
their housing unit and research legal topics through this ConnectUs
application. Unlike large book collections that require costly
replacement of revised material, the Law Library application includes
nightly automated updates that are provided to Fort Bend County at no extra charge.

LAW LIBRARY

Inmates will have secure and
electronic access to millions
of law publications and
articles and they can
research all Federal

Supreme, Circuit, District,
b u e p g Bankruptcy, State decisions

and more through intuitive

MRSA REENTRY JOB SEARCH  LAW LIBRARY ~ EDUCATION search capabilities. The
PREVENTION MANUAL . .
Google-like search bar is

conveniently located at the
top of every page, inviting
you to conduct your search
Technologies B = e 1o Chiech hie message board fraquently fo using either simple or
complex search language.
Once the results are
delivered, the application offers intuitive ‘search-within-a-search-capability’ to further
narrow the results.

CONNECTUS an2os

SECURUS

Securus can provide Law Library access to all the ConnectUs terminals at your facility or
customize your system and allow you to control the access to the Law Library if you wish by
displaying the icon at certain times a day or on certain terminals at your facility. ConnectUs
Law Library Application is flexible and can accommodate all of your facility's specific needs.
ConnectUs also has embedded the Conflict Resolution feature that is mandatory for shared
terminals. This feature will prioritize approved, scheduled events over other activities on
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the terminal so you don't have to worry about an inmate monopolizing a terminal and
causing issues in the housing units.

The simple ConnectUs touch-screen user interface requires no training or prior computer
experience, so this allows inmates to perform researches independently and free up staff
time. Fort Bend County staff administrators will have full access to the Law Library at no
additional cost.

Law Library Facility Benefits

Fort Bend County will experience the following benefits with Securus’ Law Library
application for ConnectUs:

Compliance to legal and mandatory requirements to provide inmates access to
the courts (1977 Supreme Court Ruling; Bounds vs. Smith)

Reduce or eliminate inmate complaints and litigation

Always up-to-date information; automatic updates provided at no extra cost
Free up staff time

Easy and safe solution

Eliminate the need for housing large book collections, additional hardware,
network, or electrical equipment because the application rides on Securus'
ConnectUs inmate platform

Reduce costly and time-consuming inmate movement by hosting law library
search resources in the housing units rather than escorting them to a physical
library or terminal

Receive turnkey service; Securus takes care of everything

Law Library Inmate Benefits

With the Law Library application, Fort Bend County inmates will benefit from:

SECURUS Technologies

Ability to perform research independently

Simple touch-screen user interface that requires no training or prior computer
experience

Improved access to perform legal research

Always current legal information; no need to wait on the new book or next
update

Inmates get familiar with conducting electronic searches
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31.3.6 Document and Video Display Application: The Respondent should make available an
application that can manage acceptance and viewing of standard document, image,
and video file types for view only. Document and Video Display Application should
provide the ability to initiate messages to users and manage acceptance upon
viewing. System must provide a reporting feature for all items managed by system.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ ConnectUs offers 3 different applications that can manage acceptance and
viewing of standard document, image, and video file types for view only. The Digital
Bulleting Board, the Inmate Handbook Application and the Video Education Application
provide the ability to initiate messages to users and manage acceptance upon viewing.
ConnectUs provides a reporting feature for all items managed by system.

Digital Bulletin Board

ConnectUs™ allows you to easily publish notifications that are always displayed on the
ConnectUs™ terminal. In addition to providing pertinent facility-related information, these
messages can be used to promote new products, services, and promotions such as Video
Visitation.

Inmate Handbook Application

A digital version of your inmate handbook can be accessed through The
Inmate Handbook application on ConnectUs™. Inmates can access
information without printing or distributing a single piece of paper. Digital
versions of other important documents can be available on ConnectUs™ in
addition to the Inmate Handbook.

INMATE
HANDBOOK

Benefits

» Reduces/Eliminates printing/distribution costs
» Reduces staff workload distributing and replacing handbooks

* Provides instant, electronic updates to documents

Video Education Application

ConnectUs™ provides the ability to upload any
MP4 video. Everything from a video version of
your inmate handbook, a jail orientation video,
or a video tutorial on how to use ConnectUs™ is
possible. You can make the video available for
viewing any time or only during defined hours.

()1 o[« | ammr=s (<)
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Benefits

=  Communicate information to all inmates, even those unable to read

» Provides a form of communication that is often easier to comprehend, ensuring
your message is understood

= Provides educational videos without staff involvement

31.3.7 Inmate Mail Application: The Respondent shall make available an application that can
integrate with one of the leading inmate mail and correspondence scanning vendors.
If requested, the Respondent shall create an agreement and integration with said
vendor to provide a functional application capable of performing full-function inmate
mail review and reporting.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

CONNECTUS has the ability to add applications such as Inmate Mail. Mail is a two way
communication application that allows inmates to send messages thru the terminal/kiosk
as well as receive emails from their loved ones.

Securus Secure Instant Mail feature exceeds this requirement as it eliminates the need of
integration with correspondence scanning vendors benefiting Fort Bend County with cost
savings in this field.

Secure Instant Mail (SIM) enables friends and family members to establish a prepaid email
account with Securus to securely send email messages to inmates. These prepaid email
transactions are commissionable, adding an incremental source of revenue to Fort
Bend County. SIM was designed to provide the following improvements to facilities:

From... To...
A manual mail process An automated email process
No revenue related to inmate mail  Increased facility revenue through emails
Limited investigative capabilities Archived, searchable email database

Potential mailed contraband risks No mailed contraband physically possible

Labor intensive mail security Increased security through automation

Limited visibility of inmate mail Interactive email activity dashboard

traffic

Facility staff dedicated to a mail Anytime, anywhere email review and approval process
room from laptops or even smart phones
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Standard sort and deliver mail Flexible mail options designed to work with facilities’
method unique needs

SIM also considers the communication needs of inmates’ friend and family members in
Fort Bend County communities, enabling the following:

e Access a simple email interface, designed to look and feel like other public email
clients

e |nitiate the communication with the inmate to send emails and even
pictures—anytime, anywhere

e Gain peace of mind, knowing the inmate received the mail by viewing approved
email delivery receipts

¢ Communicate more frequently without the need of stamps, envelopes, and on their
schedule.

How It Works

SIM is similar to standard email, but built for the corrections environment, meaning it was
designed to be flexible, secure, efficient —and profitable.

Account Setup and Sending Email _ _
D SECURLS

The inmate’s friend or family member sets up a SIM
account by going to www.securustech.net. Using the
SIM Website, they can select the facility, select the
inmate to receive the email, compose the email, select
messaging options, pay for the email, and send the
email. Messaging options include requesting approval
notifications, and even uploading pictures. The email is
then processed through the system for the facility's
approval before it is sent to the inmate.

Facility Approval

Authorized facility staff logs into the facility’s SIM Website with a secure user name and
password to manage inmate emails. Staff can review, approve, and reject emails and
pictures. This process is simplified through a customizable automatic word search
engine, which flags illicit and potentially illicit words in the emails.
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The following figure illustrates the system'’s capability to flag pending emails that contain
word warnings. Their critical relevance is indicated as “red” or “yellow.” The facility staff can
easily point and click for approval or rejection from any approved PC at anytime, anywhere.

Secure Instant Mail Inbox with

Red and Yellow Warning Word Indicator

ehoome:

Messages Approve Reject Mold Pt Add to Queue

ﬁ Inmate Name Subject Oate/Time

(O lobex (2} 1/22/2012 a

A Asproned 4 Jane Doe Happy Birthday Test 11:58:08 AM 20 2

RIS i

¥ Rejecte Jare Coe Test S:54:3% AM ] I:E

& On 1/15/2012

Jane Doe test again 122037p0 % @

S - V182012 |

Jare Doe ssdiasef 11:67:26 AM -] .:]

Once the email is approved, it is archived and can be distributed to the inmate. If the friend
or family member has selected to be notified, they would receive an automatic reply email
at this time, confirming the approval.

Delivery to the Inmate

County inmates will receive the email through print format.
Improving Operations through Automation and Innovation

Secure Instant Mail was not only designed to provide Fort Bend County with additional
revenue, but also to improve mail room operations security and efficiency. This is
accomplished through fully integrated technology that places all automated tools needed
to create, approve, send, and receive, and respond to email in the hands of the users.

SIM will provide Fort Bend County the following benefits:

e Eliminates the need to open, analyze, sort, translate, or x-ray mail

e Reduces contraband, improving the safety of Fort Bend County officers as well as
inmates

e Speeds up the emails approval process through integrated word search engine
with a built-in, editable dictionary

e Enhances investigations by archiving each email in a secure centralized database.
Through the Secure Instant Mail website, investigators can search for emails by
inmate, sender, date range, keyword, and much more
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e Provides an interactive dashboard of email traffic by type, status, and date-giving
administrators a complete email management tool right at their fingertips

Secure Instant Mail Message Search and Interactive

Dashboard
Message Search
: = SECURUS

L e e W D0 e e

ae

coo § xon
1
{
L]
|
!

1
!

L

32.0 TECHNICAL SPECIFICATIONS (MONEY KIOSKS):

321 Money Kiosk service requirement: The system must be capable of providing monetary
transaction acceptance of U.S. currency and credit/debit cards via a public kiosk in the
Jail lobby and an inmate kiosk inside the Jail.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will provide a jail lobby kiosk and an inmate kiosk capable of providing monetary
transactions.
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32.2 Money Kiosk hardware requirements:

32.2.1 Suitable for inmate environment: The Respondent is to provide kiosks that are
suitable for an inmate environment, meaning that kiosks are equipped with durable
housings and reinforced cords of a length determined by County which may vary
based on installation location, if applicable. Each kiosk is to be tamper-resistant.
Equipment must not contain any external removable parts, unless approved by
County.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Our kiosks are designed specifically for the corrections environments that are tamper-
resistant, no external removable parts, equipped with durable housings and reinforced
cords.

*Designed for Correctional environment

*19” LCD ELO display

*Modern resistive touchscreen interface
*ADA compliant

*Card reader (credit/debit)

*Omnidirectional Cash acceptor

*Receipt printer

*Option for emailed receipts

Individual component servicing/replacement

*Dimensions 19"w x 60”h, 23.7d

Integrates with banking software to automatically transfer funds via FTP batched
transfers, such as Aramark’s Core Banking software.

+24x7/365 remote monitoring from Securus Network Operations Center

32.2.2 Jail lobby kiosks must accept bills in United States currency. Bill acceptor must be
omnidirectional. Kiosks must reject and swiftly return all bills which system is unable
to process. Kiosks must accept credit and debit card transactions. Kiosks must
integrate with current and future County money management software, currently
Aramark’s Core Banking software, at no cost to County or other vendors. Kiosks must
automatically print receipt for all transactions and may offer option for email receipt.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
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Securus installs and maintains its lobby kiosk network in prison and county jail visitation
rooms across the country. These kiosks allow family and friends who are visiting a facility to
create and fund prepaid phone accounts, fund the inmates debit calling account and
deposit funds directly to an inmate’s trust fund account.

The lobby kiosk accepts credit cards, debit cards as well as United States currency. Our
omnidirectional cash acceptor rejects and swiftly returns all bills the system cannot
process. Family and Friends can deposit funds into an inmate's commissary trust account
and fund phone accounts within the same unit, eliminating the need for multiple funding
kiosks in your lobby. Funds become available immediately to inmates for both phone
calling and commissary accounts. Upon a completed transaction, a receipt is printed with
the transaction number, deposit and fee amounts and an 800 number for customer
service, available 24/7/365. There is also an option to email the receipt. Securus designed
each kiosk screen for ease of use. The screens and their flow are simple- transactions take
less than two minutes.

Funds can also be deposited from anywhere, anytime, 24/7/365 days a year when the
public uses our easy to use website or downloads our free money transfer app, available
for Apple and Android smartphones.

Securus will provide complete support, including cash collections and custodial service,
throughout the life of the contract. Securus will provide all labor, parts, materials, and
transportation to maintain all kiosks in working order and in compliance with the
equipment manufacturer’s specifications, at no cost to the County.
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Our proprietary kiosk applications have layers of integrated security and are remotely
monitored by our Network Operations center. Critical updates are electronically
transferred if needed to update the software. Our kiosks are designed specifically for the
corrections environments.

Designed for Correctional environment

*19” LCD ELO display

*Modern resistive touchscreen interface
*ADA compliant

*Card reader (credit/debit)

*Omnidirectional Cash acceptor

*Receipt printer

*Option for emailed receipts

*Individual component servicing/replacement
*Dimensions 19"w x 60"h, 23.7d

‘Integrates with banking software to automatically transfer funds via FTP batched
transfers, such as Aramark’s Core Banking software.

*24x7/365 remote monitoring from Securus Network Operations Center

32.2.3 Booking kiosk must accept bills and coins in United States currency. Bill acceptor must
be omnidirectional. Kiosk must reject and swiftly return all bills and coins which
system is unable to process. Kiosk must accept credit and debit card transactions.
Kiosk must integrate with current and future County money management software,
currently Aramark’s Core Banking software, at no cost to County or other vendors.
Kiosk must automatically print two receipts for all transactions.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The booking kiosk reduces staff workload and is designed for placement in intake areas.
Newly booked inmates deposit cash or coins directly into their commissary account,
reducing mistakes and liability when booking an inmate. The kiosk has a full color
touchscreen and is easy to use.

Our booking kiosk automatically rejects foreign and counterfeit currency and coins and the
dual receipting function provides records for both inmate and the county.
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At the end of the booking event, inmates can enter a family or friend email address in the
system and a canned message alerting the recipient to the arrest is sent, providing inmate
name and facility location information. Securus will install and maintain all aspects of the

booking kiosk. We will provide cash pickup from bonded couriers so the staff will not have
to be responsible for or handle money.

Our proprietary kiosk applications have layers of integrated security and are remotely
monitored by our Network Operations center. Critical updates are electronically
transferred if needed to update the software. Our kiosks are designed specifically for the
corrections environments.

Our kiosks are designed specifically for the corrections environments that are tamper-
resistant, no external removable parts, equipped with durable housings and reinforced
cords.

Designed for Correctional environment

*19” LCD ELO display

*Modern resistive touchscreen interface
*ADA compliant

*Card reader (credit/debit)

*Omnidirectional Cash acceptor

*Receipt printer (two receipts automatically)
*Option for emailed receipts

*Individual component servicing/replacement
*Dimensions 19"w x 60"h, 23.7d

‘Integrates with banking software to automatically transfer funds via FTP batched
transfers, such as Aramark’s Core Banking software.

*24x7/365 remote monitoring from Securus Network Operations Center

32.3 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

32.3.1 United States Currency Transactions: The system must be capable of providing
monetary transaction acceptance of U.S. currency. All kiosks shall interface with
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County’s inmate trust fund management vendor at no cost to County and funds shall
credit immediately without holds. Funding limitations and fees shall be approved by
County and will not change without updated approval.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus installs and maintains its kiosk network in prison and county jail visitation rooms
across the country. These kiosks allow family and friends who are visiting a facility to create
and fund prepaid phone accounts, fund the inmates debit calling account and deposit
funds directly to an inmate’s trust fund account. Securus will integrate with the County’s
trust vendor to provide this solution.

The kiosk accepts credit cards, debit cards as well as United States currency. Our
omnidirectional cash acceptor rejects and swiftly returns all bills the system cannot
process. Family and Friends can deposit funds into an inmate's commissary trust account
and fund phone accounts within the same unit, eliminating the need for multiple funding
kiosks in your lobby. Funds become available immediately to inmates for both phone
calling and commissary accounts. Upon a completed transaction, a receipt is printed with
the transaction number, deposit and fee amounts and an 800 number for customer
service, available 24/7/365. There is also an option to email the receipt. Securus designed
each kiosk screen for ease of use. The screens and their flow are simple- transactions take
less than two minutes.

Funds can also be deposited from anywhere, anytime, 24/7/365 days a year when the
public uses our easy to use website or downloads our free money transfer app, available
for Apple and Android smartphones.

Securus will provide complete support, including cash collections and custodial service,
throughout the life of the contract. Securus will provide all labor, parts, materials, and
transportation to maintain all kiosks in working order and in compliance with the
equipment manufacturer’s specifications, at no cost to the County.

Our proprietary kiosk applications have layers of integrated security and are remotely
monitored by our Network Operations center. Critical updates are electronically
transferred if needed to update the software. Our kiosks are designed specifically for the
corrections environments.

Designed for Correctional environment
*19” LCD ELO display

*Modern resistive touchscreen interface
*ADA compliant

«Card reader (credit/debit)
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*Omnidirectional Cash acceptor

*Receipt printer

*Option for emailed receipts

*Individual component servicing/replacement
*Dimensions 19"w x 60"h, 23.7d

*Integrates with banking software to automatically transfer funds via FTP batched
transfers, such as Aramark’s Core Banking software.

+24x7/365 remote monitoring from Securus Network Operations Center

32.3.2 Credit and Debit Card Transactions: The system must be capable of providing
monetary transaction acceptance of credit and debit cards. All kiosks shall interface
with County’s inmate trust fund management vendor at no cost to County and funds
shall credit immediately without holds. Funding limitations and fees shall be approved
by County and will not change without updated approval.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus installs and maintains its kiosk network in prison and county jail visitation rooms
across the country. These kiosks allow family and friends who are visiting a facility to create
and fund prepaid phone accounts, fund the inmates debit calling account and deposit
funds directly to an inmate’s trust fund account.

The kiosk accepts credit cards, debit cards as well as United States currency. Our
omnidirectional cash acceptor rejects and swiftly returns all bills the system cannot
process. Family and Friends can deposit funds into an inmate's commissary trust account
and fund phone accounts within the same unit, eliminating the need for multiple funding
kiosks in your lobby. Funds become available immediately to inmates for both phone
calling and commissary accounts. Upon a completed transaction, a receipt is printed with
the transaction number, deposit and fee amounts and an 800 number for customer
service, available 24/7/365. There is also an option to email the receipt. Securus designed
each kiosk screen for ease of use. The screens and their flow are simple- transactions take
less than two minutes.

Funds can also be deposited from anywhere, anytime, 24/7/365 days a year when the
public uses our easy to use website or downloads our free money transfer app, available
for Apple and Android smartphones.

Securus will provide complete support, including cash collections and custodial service,
throughout the life of the contract. Securus will provide all labor, parts, materials, and
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transportation to maintain all kiosks in working order and in compliance with the
equipment manufacturer’s specifications, at no cost to the County.

Our proprietary kiosk applications have layers of integrated security and are remotely
monitored by our Network Operations center. Critical updates are electronically
transferred if needed to update the software. Our kiosks are designed specifically for the
corrections environments.

Designed for Correctional environment

*19” LCD ELO display

*Modern resistive touchscreen interface
*ADA compliant

«Card reader (credit/debit)

*Omnidirectional Cash acceptor

*Receipt printer

*Option for emailed receipts

*Individual component servicing/replacement
*Dimensions 19"w x 60"h, 23.7d

*Integrates with banking software to automatically transfer funds via FTP batched
transfers, such as Aramark’s Core Banking software.

+24x7/365 remote monitoring from Securus Network Operations Center
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33.0 TECHNICAL SPECIFICATIONS (ALL SYSTEMS):

33.1 Minimum technical requirements: The following items outline the minimum
specifications required. Respondents are required to respond to each item, fully
detailing and explaining how the system proposed will accomplish each specification.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

33.1.1 Electronic Inmate Debit Payment Method: The system shall provide an option for
inmates to pay for devices, features and services themselves from their personal
debit or trust accounts. Describe the system’s capability of electronic debit funding
that is integrated with the County’'s inmate banking or commissary system (inmate
trust accounts).

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Inmate Debit accounts are inmate-owned phone accounts that allow inmates to pay for
phone calls. Because the inmate funds the calls, there is no cost to the called party.
Inmates can transfer funds from the commissary system to their Inmate Debit calling
account.

Debit transactions include the inmates ID and the dollar amount transferred and are sent
electronically from the commissary to Securus’ secure FTP server. The electronic data
exchange immediately updates the Securus calling platform to show the inmate
identification and amount of debit time added to their phone account.

Friends and family members can also fund Inmate Debit accounts. Unlike traditional
prepaid collect accounts, the inmate owns the Inmate Debit account and is not limited to
calling only the numbers specified by friends and family members. Inmate Debit accounts
increase the inmate calling opportunities, thereby increasing revenue and commissions for
Fort Bend County,

Inmate Debit can help address several common challenges and increase efficiency:

Challenge Inmate Debit Solution
Poor service and support from ¢ Eliminates the need for third party vendor
unreliable vendors involvement
Overworked jail staff e Relieves the facility staff of cash management

e Eliminates the need for manual involvement
from the facility staff

e Eliminates the need for in-house commissary
staff involvement

Vendor systems that don’t ¢ Eliminates the need for commissary staff

SECURUS Technologies 127



communicate involvement

Pressure to solve crimes with limited * Requires inmates to enter a PIN, which provides
Need to drive commissions or decrease * Increases funding options, which leads to more
services funding

and employee safety an audit trail for investigations

Tight or declining budget * Provides option to allocate Inmate Debit

commissions to the inmate fund or general fund
e |ncreases funding options, which leads to more

funding
Focus on inmate and constituent family e Provides additional funding options for both
members’ satisfaction inmates and family members, and does not
require friends and family members to open an
account

e Completes more inmate calls
e No-charge to the inmate to manage the account
e Increases inmate control over his account

Implementing Inmate Debit

The Securus Integration team commits to integrating with the commissary or trust provider
to enable Inmate Debit within 30 days. The Integration team provides inmate and friends
and family marketing materials to promote Inmate Debit. Securus will also insert call
prompts for inmates and friends and family to assist them in funding an account.

At implementation, Securus creates an Inmate Debit account for all existing inmates and
new inmates at booking.

Adding Funds

Inmates add funds to their accounts through automated trust transfers, such as
Commissary Order by Phone, forms, and kiosks.

Friends and family members can add funds to an Inmate Debit account without opening an
account. Friends and family members deposit money directly into an inmate’s debit
account using several convenient deposit methods:
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e Securus Correctional Billing Services Website
e Customer service representatives

e United States Post Office—Mail the payment to Securus Correctional Billing
Services PO Box.

Friends and family members also have multiple payment options to fund accounts,
including credit or debit cards.

33.1.2 Electronic Inmate Debit Funds Return Method: The system shall provide an option for
inmates to receive funds back into their personal debit or trust accounts upon being
released from custody. Describe the system'’s capability of returning electronic debit
funds that integrates with the County’s inmate banking or commissary system
(inmate trust accounts).

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus handles all payments, relieving Fort Bend County from the cash handling business.
SCP recognizes the funding transaction and transfers the funds to Securus. Securus will
then pay commissions to the facility based on monthly usage.

SCP automatically closes Debit accounts upon inmate release. The remaining unused
balances are made available for refund to the inmate. Securus currently has this in place
today where unused inmate debit funds are sent back to Aramark and inmates are able to
get unused phone time as part of their refund process.

In the event Aramark is no longer the commissary vendor at Fort Bend, JPay’s release debit
card program enables correctional agencies to liquidate trust accounts and issue gate
money without having to handle cash or issue checks to inmates being released. The
county would issue a prepaid debit card to an inmate that contains the inmate’s remaining
trust account balance and/or gate money. The released inmate (“Cardholder”) can then use
the card for cash withdrawal at ATMs and at merchants for signature and PIN-based
purchases. Even after an inmate is released, the county can still add/subtract funds or void
a release card.

JPay has issued more than a million cards to date throughout 15 state prison systems and
multiple county jails. Our proven program is the most widely used release debit card
program in corrections because of its simplicity and reliability. JPay provides all of the
components necessary for the program at no cost to the county.

Card Inventory

JPay’s Client Services team manages all card inventory and fulfillment for the county. JPay
provides the county quarterly, monthly or as-needed shipments to any business office or
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facility. JPay ensures each facility or business office has a debit card supply that exceeds
three months of the number of inmates scheduled to be released. JPay provides all cards at
no cost to the county.

Immediate Access to Funds

Unlike competing systems, with JPay’s program, released inmates do not have to take
action to activate their cards. Every dollar loaded onto the JPay release card is immediately
available for the cardholder to spend. To make a PIN-based purchase or withdraw funds
from an ATM, the cardholder simply calls the toll-free number on the back of the card to
securely set up their unique PIN number.

33.1.3 Allowed Contact List: Respondents shall describe the system’s capability to provide
allowed contact lists to limit contacts to only those individuals listed on an inmate’'s
approved contact list.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Through the Personal Allowed Number feature (PAN), Securus’ SCP provides allowed
contact lists to limit contacts to only those individuals listed on an inmate’s approved
contact list.

The Personal Allowed Number (PAN) feature in the SCP provides an approved calling list for
each inmate. The PAN restricts inmate calling to only those numbers on their list.

Securus built this feature with the awareness that each facility has unique needs for
implementing allowed calling lists. Like all other features of SCP, the PAN lists can be
administered manually, automatically, or by importing through E-Imports. The PAN
configuration options include:

e Auto Pan. Allows the first “X" numbers (defined by Fort Bend County) to be added to
the inmate’s PAN list automatically. The quantity of numbers allowed is
configurable.

This is the most popular method of PAN administration. Numbers are loaded
immediately without the intervention of staff, maximizing revenue potential.

* Inmate Managed PAN. Allows inmates to manage phone numbers on their list such
as adding a new number, removing a number, checking the status of a phone
number, or hearing the phone numbers are on their list. When an inmate adds a
phone number to their list, the automated system conducts a real time Billing
Name and Address (BNA) lookup on the phone number. If SCP finds a valid BNA, it
will call the phone number and ask the called party accept being on the specific
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inmate’s PAN list. No staff time is required to administer this process. With the
extra step of validation, the County has maximum control of each added number.

» Manual PAN Entry. Authorized facility personnel have the ability to accept calling
lists from inmates, verify the phone numbers, and enter them into the SCP user
interface. This form of PAN administration allows a hands-on approach to approval
and control of each number added to an inmate’s allowed number list.

» PANs by System Integration. SCP allows for the importing of Personal Allowed
Numbers through our E-Imports application to add, create relationships, and
deactivate numbers. No staff time would be required to administer this process.
This is a specialized form of PAN administration, based on specific integration
requirements of a facility.

Additional PAN Features

The SCP provides administrators additional features to maximize efficiency, control, and
inspection of PAN lists:

» Global Allowed List

»= Automated List Refresh

» Verified/Not Verified PAN

» Speed Dial for PANs

» Associate PANs to PINs

= PAN Management Report

= PAN Change Log Report

= PAN Frequency Report

The following table provides descriptions of each PAN features and their primary benefit to
Fort Bend County.

PAN Features

PAN Feature Primary Description
Benefit
G-Iobal Allowed Efficiency Certain phone numbers, such as attorney numbers, can be
List authorized for all inmates by including them on SCP's “global
allowed list.”

Automated List RIS With this automated feature, PAN lists can be configured to
Refresh refresh every month on a certain day, such as the first of every
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Verified/
Not Verified PAN

Speed Dial for
PANs

Associate PANs
to PINs

PAN
Management
Report

PAN Change Log
Report

PAN Frequency
Report

Safety and
control

Safety and
control

Safety and
control

Efficiency

Safety and
control

Safety and
control

month.

This feature flags numbers added to the inmate’s PAN list as
“verified” or “not verified.” If the PAN is “not verified”, the
inmate can call the number for a configurable number of days
before it is blocked. Once the threshold number is reached and
the number is blocked, a facility administrator must verify the
number and if appropriate, allow calls to that number again.

Setting up speed dial numbers for PANs is a preventative
measure that reduces an inmate's ability to steal or use other
PINs or PANs.

SCP associate PANs with specific PINs. Administrators can apply
restrictions to PINs giving facilities control over when and
where an inmate can place a call, how long they can talk per
call, and how many calls they can make by day, week, or

month.

This user-friendly, interactive report provides a dashboard view
of all PAN entries in the system. The report indicates PAN
entries entered into the Inmate Managed PAN System. Users
can select from more than twenty criteria to produce reports
with multiple data points. All reports are exportable to Excel,
CSV, and PDF.

PAN Change Log functionality records all actions that SCP users
make to the verified field in the SCP user interface. It also
allows administrators to examine all PAN list changes;
specifically, when changes occur, and by whom, helping
administrators and investigators track user accountability.

Shows phone numbers that appear in multiple PAN lists. Users
have the ability to enter threshold numbers to define search
criteria. For example, a threshold of “four” will show phone
numbers that appear in PAN lists more than four times. This
report also allows users to create a detail report with specific
detail for each call.

33.1.4 Inmate Personal Identification Number (PIN): All Respondent provided systems must
have an integrated PIN assignment and management function that allows any or all

inmates to be identified.
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The system must be capable of requiring the entry of a valid PIN at selected or all
devices for successful usage. The proposed system must have the capability to record
and save the inmate's name during the inmate’s first call attempt, to be automatically
retrieved by the system for subsequent calls. The proposed system shall provide the
ability for inmates to self-manage their PIN by changing it at any time or as often as
necessary. Describe the system'’s capability of permitting inmates the ability to self-
manage their own PIN.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus' provided systems have an integrated PIN assignment and management function
that allows any or all inmates to be identified. Currently, Securus integrates with the
Aramark system allowing the inmate to change his PIN on the fly. Also available through
the Securus Inmate Login Portal, the inmate will have the ability to change and manage his
user permissions on the ConnectUs Platform including changing inmate PIN.

33.1.5 PIN Control and Suspension: The system must allow an authorized person to add,
change, or suspend an inmate’s system usage privileges by altering settings
associated with the inmate’s PIN. Such changes shall be implemented immediately; as
soon as the change is made and saved. In the case of a suspended PIN, the system
must have the capability to automatically reactivate the inmate’s system usage
privileges and assigned restrictions after a user-specified date.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus' SCP allows an authorized person to add, change, or suspend an inmate’s system
usage privileges by altering settings associated with the inmate’s PIN. Such changes are
implemented immediately; as soon as the change is made and saved. In the case of a
suspended PIN, the system has the capability to automatically reactivate the inmate’s
system usage privileges and assigned restrictions after a user-specified date.

Calling Restrictions enable control of calling activity— such as call durations— by inmate, by
port, by multiple phone groups, by customer, or by facility. The facility can set a maximum
time limit for any call type or all calls related to an individual PIN or all PINs. Users can
assign multiple restrictions to any PIN or telephone number associated with a PIN.

Examples of restrictions are:

» Maximum duration of a call for PIN
»  Maximum number of calls from that PIN per day/week/month.

All imposed calling restrictions are automatically managed by the calling platform to relieve
facility staff of calling restriction maintenance responsibilities.
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If restraining orders or called party financial conditions require a limit to the length of time
or monthly cost of inmate calling to a particular party, SCP automatically denies calls that
exceed such thresholds.

The Securus Calling Restrictions capability also provides additional PIN suspension features
to help facility staff maintain control of inmate activity. Administrators can suspend a single
or multiple inmates PINs from either the on-site administrative terminal or an authorized
remote terminal. This suspension feature, frequently used for punitive reasons, allows the
facility to deny telephone privileges to one or more inmates without affecting other
inmates who share the same inmate telephones. SCP enforces the PIN denial for the
duration entered. This feature allows inmates to make privileged calls if necessary, even
while calling privileges are suspended. Direct manual control of this suspension feature is
also allowed from the on-site administrative terminals or authorized remote terminals.

Calling Restrictions - Sample Screen

MONITOR TOOLS ADMIN FACILITY PORTAL

MANAGEMENT LEVEL

Securus Demo Site v| 2 | Al Sites | * | AllPhone Groups (M| ™ | Al Phones (%

Global Lists Calling Restrictions

Calling Restriction Hame: az test

status: | ACTIVE (%=

DEFINE RESTRICTIONS BELOW

EXCLUDE DAY OF
PRIVATE

RESTRICTION TYPE DESCRIPTION [ ACTION ENABLE PERIOD DAY OF WEEK MONTH ACCEPTS  MIN CONNECTS

[Custodyiacet v« ez 14 selectea ¥ [umr el T T Ay w1 - 0 2 |1
[Custodyiacct (¥ jez2 . [14 Selected [v]° [umT & (T [T [wesky ] [Mondsy ] 1 1 1
[Custodyiacet ¥« jaz3 [coLLeer " [umT &+ 7| T [pay  wle1 - 1 1 1
[Custodyracet (¥« jazs cRmETR ¥ [umr - F [C DAY a1 - 1 11 1
[ [0 selection (v]" — @ pay  @iflo | 0 0 0

Save Cancel

33.1.6 Individual Contacts Per PIN: The system shall have the ability to assign a limited
number of allowable individual contacts per PIN. The system should have the ability
to record in a self-learning mode, contacts to be added to the inmate's PIN.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

In the Mode 3 - Closed PIN feature, the SCP provides the most restrictive calling privileges.
It also requires the most administration of the three modes. Each inmate registers
telephone numbers on their calling list. The total number of destination numbers available
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is unlimited. The facility determines the maximum number of telephone numbers each
inmate can register. Telephone number registration includes the number, name of the
called party, and their relationship to the inmate. The telephone numbers that each inmate
registers are associated with the inmate’s PIN and reside in the system. Only that PIN may
validate calls to those numbers. Updating calling lists is a continuous process as inmates
are booked into, or released from the facility, or as the inmates request changes to their
calling lists. This type of control is usually recommended only for facilities with a low rate of
inmate population turnover, or where such extreme security measures are desirable. Note
that in a Closed PIN environment, the facility may choose to make certain telephone
numbers commonly available to all inmates. The common numbers may be assigned
global or facility accounts.

The system can set a maximum time limit for any call or all calls from an individual PIN or
all PINs. Administrators can tie many additional restrictions to any PIN or telephone, or
telephone number associated with a PIN such as:

» Time of day and/or day of week
» Maximum duration of a call for that PIN or phone

» Maximum number of calls or minutes an inmate may use per day, week, or
month

The calling platform automatically manages all imposed calling restrictions.

33.1.7 Contact Processing/Blocking System: The contact processing/blocking system
controller shall be external from the phone. The contact processing/blocking system
controller shall be centralized for all facilities to allow inmates to move to another
facility without having to re-enter information.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

33.1.8 Uninterruptible Power Source: An uninterruptible filtered power source must be
provided for any hardware maintained at each of the facilities. In the event of a
commercial power failure, the uninterruptible power source will provide a minimum
backup power of at least fifteen (15) minutes to the system. °

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

An uninterruptible filtered power source is provided for any hardware maintained at each
of the facilities. In the event of a commercial power failure, the uninterruptible power
source will provide a minimum backup power of at least fifteen (15) minutes to the system.

Securus will maintain an uninterruptible power supply (UPS) backup for the equipment
installed on Fort Bend County premises. The UPS eliminates spikes, sags, surges,
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transients, and all other over/under voltage and frequency conditions, providing clean
power to connected critical loads.

Sample UPS

The rack mount UPS is a high-density backup power protection solution that is ideal for
servers, storage systems, network equipment and other critical devices. It also offers the
best UPS power protection against five of the nine most common power quality problems.
The slim design and wide range of UPS system installation possibilities make this the most
versatile UPS power quality solution available.

Calls In Progress

The Integrated Access Device (IAD)s and uninterruptible power supply (UPS) maintain all in-
progress telephone calls for up to 30 minutes while blocking additional call attempts after
the event. After 30 minutes, the system terminates all calls in progress and powers down to
a quiescent state that allows it to resume full operation automatically after the restoration
of commercial power.

33.1.9 System Failure Device Disconnection: If the system fails, all inmate communication
devices must be automatically disconnected.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Integrated Access Device (IAD) and uninterruptible power supply (UPS) maintain all
currently ongoing telephone calls for up to 30 minutes while blocking any additional call
attempts after the event. After 30 minutes, the system powers down to a quiescent state
that allows it to resume full operation automatically after commercial power is restored.
After power is restored, the system immediately restores call processing.

When commercial power is lost, there is no change in the operational characteristics of the
system. If commercial power is not restored prior to exhausting UPS power, the system
terminates all calls in progress and shuts down. If commercial power is restored prior to
exhausting UPS power, no change occurs in the operational characteristics of the system.

33.1.10 English and Spanish System Capability: The system must be capable of communicating
to English and Spanish speaking inmates. There shall be instructions provided in
English and Spanish on each inmate device. System prompts, warnings and messages
must be available in English and Spanish. The Respondent must describe how this will
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